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Legal Information

©2023 Hikvision All rights reserved.

About this Manual

The Manual includes instructions for using and managing the Product. Pictures, charts, images and
all other information hereinafter are for description and explanation only. The information
contained in the Manual is subject to change, without notice, due to firmware updates or other
reasons. Please find the latest version of this Manual at the Hikvision website ( https://
www.hikvision.com/ ).

Please use this Manual with the guidance and assistance of professionals trained in supporting the
Product.

Trademarks

HIKVISION and other Hikvision's trademarks and logos are the properties of

Hikvision in various jurisdictions.
Other trademarks and logos mentioned are the properties of their respective owners.

Disclaimer

TO THE MAXIMUM EXTENT PERMITTED BY APPLICABLE LAW, THIS MANUAL AND THE PRODUCT
DESCRIBED, WITH ITS HARDWARE, SOFTWARE AND FIRMWARE, ARE PROVIDED "AS IS" AND "WITH
ALL FAULTS AND ERRORS". HIKVISION MAKES NO WARRANTIES, EXPRESS OR IMPLIED, INCLUDING
WITHOUT LIMITATION, MERCHANTABILITY, SATISFACTORY QUALITY, OR FITNESS FOR A PARTICULAR
PURPOSE. THE USE OF THE PRODUCT BY YOU IS AT YOUR OWN RISK. IN NO EVENT WILL HIKVISION
BE LIABLE TO YOU FOR ANY SPECIAL, CONSEQUENTIAL, INCIDENTAL, OR INDIRECT DAMAGES,
INCLUDING, AMONG OTHERS, DAMAGES FOR LOSS OF BUSINESS PROFITS, BUSINESS
INTERRUPTION, OR LOSS OF DATA, CORRUPTION OF SYSTEMS, OR LOSS OF DOCUMENTATION,
WHETHER BASED ON BREACH OF CONTRACT, TORT (INCLUDING NEGLIGENCE), PRODUCT LIABILITY,
OR OTHERWISE, IN CONNECTION WITH THE USE OF THE PRODUCT, EVEN IF HIKVISION HAS BEEN
ADVISED OF THE POSSIBILITY OF SUCH DAMAGES OR LOSS.

YOU ACKNOWLEDGE THAT THE NATURE OF THE INTERNET PROVIDES FOR INHERENT SECURITY
RISKS, AND HIKVISION SHALL NOT TAKE ANY RESPONSIBILITIES FOR ABNORMAL OPERATION,
PRIVACY LEAKAGE OR OTHER DAMAGES RESULTING FROM CYBER-ATTACK, HACKER ATTACK, VIRUS
INFECTION, OR OTHER INTERNET SECURITY RISKS; HOWEVER, HIKVISION WILL PROVIDE TIMELY
TECHNICAL SUPPORT IF REQUIRED.

YOU AGREE TO USE THIS PRODUCT IN COMPLIANCE WITH ALL APPLICABLE LAWS, AND YOU ARE
SOLELY RESPONSIBLE FOR ENSURING THAT YOUR USE CONFORMS TO THE APPLICABLE LAW.
ESPECIALLY, YOU ARE RESPONSIBLE, FOR USING THIS PRODUCT IN A MANNER THAT DOES NOT
INFRINGE ON THE RIGHTS OF THIRD PARTIES, INCLUDING WITHOUT LIMITATION, RIGHTS OF
PUBLICITY, INTELLECTUAL PROPERTY RIGHTS, OR DATA PROTECTION AND OTHER PRIVACY RIGHTS.
YOU SHALL NOT USE THIS PRODUCT FOR ANY PROHIBITED END-USES, INCLUDING THE
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DEVELOPMENT OR PRODUCTION OF WEAPONS OF MASS DESTRUCTION, THE DEVELOPMENT OR
PRODUCTION OF CHEMICAL OR BIOLOGICAL WEAPONS, ANY ACTIVITIES IN THE CONTEXT RELATED
TO ANY NUCLEAR EXPLOSIVE OR UNSAFE NUCLEAR FUEL-CYCLE, OR IN SUPPORT OF HUMAN
RIGHTS ABUSES.

IN THE EVENT OF ANY CONFLICTS BETWEEN THIS MANUAL AND THE APPLICABLE LAW, THE LATTER
PREVAILS.
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Symbol Conventions

The symbols that may be found in this document are defined as follows.

Symbol Description
Indicates a hazardous situation which, if not avoided, will or could
\ Danger result in death or serious injury.
ﬁ Indicates a potentially hazardous situation which, if not avoided, could
Caution result in equipment damage, data loss, performance degradation, or

unexpected results.

EE] Provides additional information to emphasize or supplement
Note . . .
important points of the main text.




Hik-Partner Pro Portal User Manual

Contents

Chapter 1 INtroducCtion .......ccoiiieeeiiiiiiiiiemiiiiiiiiieiiiniieesssieiirressssesstressssssssstmessssssssssssssssssssssns 1
0 R T -0 XU T [T o T PP UP PP 3

1.2 Entities in HiK-PartnNer Pro ...ttt st 3

1.3 RUNNING ENVIFONMENT ...eeiiie et e e e e e e e e e e e ettt e e bbb e e e e e e e e eeeas 5

1.4 Function Availability for Different CountriesS/REZIONS .......ccccveeivieriieeiiiieciiee et 5
1.4.1 Functions Only Available in Certain REZIONS ......cccuvieeiiiiiiiieeeieiiieeeeesreee e esiaree e 5

1.4.2 Regions Only with Support for Free FUNCLIONS .....coocuvviieeiiiiiiiec e 6
Chapter 2 Account ManagemeNnt ........cccveeeeeiiiiiiinmnniiiniiremmeiiiiimemsiimemmsiimeassssssesnnsses 10
2.1 Register an Installer AdmMin ACCOUNT ......uuiiiiiiiiiiiee et e e e s s svea e e e s snanes 11

2.2 Manage Company INfOrMation .......cocueiiiiiiiiiiiie e e 13

2.3 AULheNTICAtE ACCOUNT ..ceiiiiiiieiiiee et e e e s e e s bne e e 14
2.4 COMPANY IMBIEEY ...ttt e e e e e e e e e e e e e e et et ettt ettt e b s s e s e e eeeaeaaaaeeeseereeneenennnes 15
2.4.1 Initiate CoOMPaNY IMEIEEN ....coiiiiiiiiiieeeeeee et e e ettt s e s e e e e e e aeeeeeeeeeeeees 17

2.4.2 Accept COMPANY IMEIEEI ....oeiiiiiiiiiieeeeeee e e e e e eeeeee ettt ettt e e e e e e e e e aeeaeeeeseneenees 20

2.5 Manage Role and PErMISSION ......ciiiiiiiiieeeiiiiiiee ettt s st e e srrre e e e s e e e s s saareeesssaseees 21
2.6 INVITE EMPIOYEE oottt ettt e s e e e s s st te e e e s s e abtaeeesssbraaeeeean 22
2.7 Accept Invitation and Register Installer ACCOUNT ......c..vvviieiiiiiiiieiieee e 24

2.8 Set AccoUNt INFOrMAtION ....coiiiiiiiiiie e s 25
2.9 View Employee Efficiency STatiSTiCS ..uvviiiiiiiiiiiieiiiiiieee ettt 27
2.10 Manage MY AZIrEEMENTS ...ccuititriiiiiieeeeee e e e e e e e e e e e e eee e e ettt tetee e s e e e e e e eeeeeeaeeeeeereeeeesnsnnns 28
2.11 Manage My ShippPing AQAIESS ......uuiieiiiriiiieie ettt e e s e e e s s sabae e e e s ssaraeeee s 28
2.12 View My Partner NETWOIK ......cciiiiiuiiiiiiiiiiiiiee e eeiitee e ettt ee s s e e e s saae e e s s sabaeeeessnasaeeee s 29
2.13 VieW DAshbDOard ......coc.eeeiiiiiiieee ettt st 30

00 F= 0] =T g 1o 7 1 N 31
Chapter 4 Become a Hik-Partner Pro User After Product Upgrade ........ccccceeeiiiiiirnnnnciinninnennnnnnnns 33
Chapter 5 Hik-Partner Pro Portal OVErvieW .......cccccccoiiiieeneiiiiiinnnnnsiininneemsiinimeesssiimssssss 36




Hik-Partner Pro Portal User Manual

5.1 MaiN IMOTUIES ..ottt sttt e st e st e s e san e e s nneesneeennneennneens 36
o I o 0 0 [T o T L= PN 45
5.1.2 Site & DeVICe MOTUIE ......eiiiieie e 52

5.2 Other IMOTUIES .....ooneeeiiieeee et ne e s s e s e eanes 54

Chapter 6 Site ManNagEMENT ...c...cieeeiiieenirieeeeereeneerenereereesseerensseesessssesesssssssssssssessssesssnssesesnnnnns 59

6.1 SItE PAZE OVEIVIEW ...ttt e e et e e e e e ettt ee e e e e e et eeeeeeetanaaseeesessannaseeeeennnnnns 60

6.2 A NEW SIte ...eeiieiiiiiiiiee e s 62

6.3 Add EXISTING SIt .uuiieiiiie it e e e e e e e e e e e e e e e e e eeeseaa s bbb raeseeeeaeesaeaeeessenees 64

6.4 ASSIZN SITE 1O INSTAIIEY wuvvveeeeeiieiiiiii e e e e e e e s e e s r e e reeeeeeens 66

6.5 HANA OVEF SIte ...eeiiiiiiiiiiiie e s 66

6.6 TYPiCal TENANT SItE SCENAIIO ..uuuvririiiiriiiiiee e e e et e e e e eesebb e rrreeeeeeeeesseesenassrsees 69

6.7 Apply for Site Authorization from Sit€ OWNET ......uevvviiiieiiiiiei e e e eeesesaaaees 70

6.8 Accept a Device Management Invitation from a Hik-Connect USer .......ccccvvveeeeeieeiieeiieiiennnn, 72

5.9 ST SNATING coieeiieiieiteeee et e e e et e e e st b e e e e eeeeeeeeese s bbbt rarrrraaaeaaeeeens 77
6.9.1 Share a Site Before HandOVEr ........cccueiiiiiiiiiieeeeeeeee e 80
6.9.2 Share a Site DUINNG HANUOVET ....uvveeeieiiiiiiiiieeiecctiitreeeeeee e eeeeeirrrereeree e e e e e e e e s e 82
6.9.3 Share a Site After HAaNAOVET .......cocueiiiiiiieeeee e 84
5.9.4 ACCEPTL SItE SNATING wevveeiiiiiiii it e e e e e e e e s eerereeeeeeeeeeens 85
6.9.5 Features Available to MISP/ISP 0N @ Shared Site ......oevveeeeiiiieeeeeeeeee e 86

6.10 VIEW SiteS ON ThE IMIAP ..ueveiiiiiiiiiieiiiec ettt e et e r e e e e e e e e e e e e eensssssaeeeens 88

Chapter 7 Device ManagemENT ......cccuceereeuerreeeiereenneereneseereesseeressssesessssssesnsssssssssssesnssssssnssesssnnes 90

7.1 Batch Configure Devices 0N LAN .......ooiiiiiiiiiiiiieeeeeeee et e e e e e e e s e e s s anabrareeeeeeeee s 90
7.1.1 Batch Activate Devices and Assign IP Addresses for Them ........ccccoevvvvnvrrvveereeeeeeenn. 92
7.1.2 Batch Link Channels to NVR @and DVR .....cccuiiiiiiiiieeieeeeee e 94
7.1.3 Create Template for Setting Parameters ........ooovvvvvvviiieeeeeeieeiee e e 95
7.1.4 Batch Set Parameters for Devices via Template ........ccooovvvvvirvvreereerieeeeeeee e 96

7.2 AAA DEVICE ....eeiiiiiiieitieeeee et 99
7.2.1 Add Device(s) after Batch Configuring Them .......cooovivviiiiirieeiieeeeeeeeccrreeeeee e 99




Hik-Partner Pro Portal User Manual

7.2.2 Add Detected ONliNE DEVICE ....c.veeiiieiiieiieeiiee et 100
7.2.3 Add Device by ENtering Serial NO. .....ccooviiieiiiiiiiieeeieeeee e e e e e e e saanns 104
7.2.4 Add Devices by IP Address or Domain Name ........coovvvveurrirrereerieeee e eeecnnnrneeeeeeeen.s 106
7.2.5 BatCh Add DEVICES ....eeeruiieiiieiiieeiee ettt st st 109
7.2.6 Synchronize Devices with Hik-Connect ACCOUNT ......ccccvvvivvieeeiiiieeieeieeiecrreeeeeee, 111
7.2.7 Add Devices Without Support for the Hik-Connect Service .......ccccoevvvurrrrvveeeennneennn. 115
7.3 IMOVE DEVICES ...ovviiiiiiiiiiiciiiitic e 117
7.4 Manage DeviCe PErmMiSSION .....cccceuiiie ittt e et e e e e e e et e e e e e s eaaae e e e eeenens 119
7.4.1 Apply for DeVICe PEIrMISSION ..ccciveeeiiiiiiiieeieecee e eeececrrrereer e e e e e e e e s eesnaaarraaaeeeees 120
7.4.2 Release the Permission for DEVICES .........ccceerieerieeriiienieeneee e 120
7.5 Linkage Rule and EXCEPHION RUIE ....vveveeiiiiiiiiieiictitteeeeeeeeec et e e e e e e e e eeaanns 120
7.5.1 Add LINKAZE RUIE «.vvvvveeeeiiieei ettt e e e e e e e e s s barrereeeeaeeeees 121
7.5.2 Add EXCEPTION RUIE ccoeeiiiiiiieieteeeeeeee et e e e e s s e r e e e e e eeeeeas 130
7.5.3 Enable Device to Send Notifications ..........cocuveiiieiiiiiiieeeeceeeeeeee e 134
7.6 Reset DeViCe PaSSWOIA ......ccccuiiiiiiiiiiiiiiiie et 136
7.7 Enable Remote LOZ COlECTION ...coooviiiiiiieeieeeeee e e e e e e e 138
7.8 Manage Security CONtrol PANE ....ccocuueviiiiiiiiiiiiicicee et e e e e 140
7.8.1 Control AX PRO and AX HYBIRD PRO .....ccoiuiiiriiieiniieeeniiee et siree st e e sieeeesinee e 140
7.8.2 Configure AX PRO and AX HYBIRD PRO ....uuveviiiiiiieiiiiiiiiiitreeeeee e eeeeeeeesennnssveeeeees 142
7.8.3 Batch Configure AX PRO ....ooiviiiiiiiiieciiteeeeeeee e eeeearverree e e e s e e e e e e e e e s saasabasreneees 144
7.8.4 Batch Arm/Disarm AX PRO and AX HYBRID PRO ...vvuueeeeeeeee e 147
T VIEW VITEO ...t e e e 150
7.9.1 VIEeW LIVE VIO .....cveiiiiiiiiiieetie ettt 150
7.9.2 Play Back VIideO FOOTAZE ....coooiueiiiiriiieeieeeee ettt e e e e e e s e b reeeeeeeeeeeeeens 151
7.10 Other MaNABEIMENT ...uuvviriiiieiiieieeeeeeieeieciitrrrrereeeeeeeeeeeeetssssbbsrrereereteeeeeeeessesssnsrssrsssereeeess 151
% L R R O T o7 = - To [T B LN ol U 152
7.10.2 Batch Upgrade DeViCes ON LAN ......eeviiiiieiiiiiiiiiiirieeeeeeeeeeeeeeeeesensrnsreeeeeeeeeeeeeseens 152
7.10.3 Unbind a Device from Its Current ACCOUNT ......ceccueerieerieeniienieesiee e 153

Vi



Hik-Partner Pro Portal User Manual

7.10.4 Configure DDNS fOr DEVICES ....ccoeeuvrririiieriiieieee e eeieciirrreereee e e e e e e e e e sessnsrraraeseeeeeens 153

7.10.5 Remote CONfIGUIAtION ...ccoiieiiiiiiiiieieieeee et e e e e e e e re e e e e e eeeeeas 154
Chapter 8 Health IMONItOFING ..cccuueiiieeiiiriieiiiieieierteneerteeniereensereenseceresssessenssssessssesssnssesssnssssens 156
8.1 View Status of Devices in All SItES ......c.eeiiiiiiiiiieeeeeee e 156
8.2 View Status of Devices in @ SPECITIC SITE .....uvurriiriiiiiiiiiiiieiccceeeeeee e 166

8.3 SN0 REPOIT REGUIATIY ..ttt e e e e e e e e e e e e s e anaraasaeeeeeeeeas 170
8.4 NEtWOIK TOPOIOZY .oeeeeeiiiieiitttttteeee et e e e e et e e e e e s s e st bbb eereeeeeeseeeeessennnsanes 171

8.5 Create a Maintenance QUOTAtioN ........ccceviiiiiiiiiiiiiiiiir s 175
Chapter 9 Search OPeration LOZ ....ccccceeeereereeeniereenneereenneeerenneereensscerenssesesnsseessnssesssssssssnssssennnes 177
Chapter 10 NOtification CENTET ......cccuveiieenierieenierteenierteeneerennseereenseeeensseesesssssssssssesssassesssnsseseens 178
10.1 BUSINESS NOTIfICAtIONS ..ceouvieiiieiiieiiie ettt s 178
OB T (ol=T o) u fo ] o I OL=Y o) = (RSN 179
10.3 SYSTEM IMIESSAEES .uuiieieiiiiieeeeeeetiiie e e e ettt eaeeeesettt e eeeseaataaaseesrestanaeeereesnnnesesesssnnnnseesessnnnn 181
10.4 DEals aNd OFfEIS ...ccouieeiiieiieeeee et s 182
CRAPLEN 11 PrOJECT cccuuuiieenieiieneeteeeneeteenseetensseereesseesessscsessssesessssessssssesessssesssnssesssnssessnnssesssnnnnns 183
R R O =T | (I T o o] =X SN 183
7 @0 T oY o =Y T o Yo [ Lot £ TN 184
11.3 VIieW ProjeCt HiSTOMY ... e et e e e e e e et e e e e s ea s e aaees 185
CRAPLEE 12 CASE ccuuiienreieennerernniereeeneertensseseesssessenssessessssssessssesesnssessssssessssssssssnssssssnnsssssnsssssenns 188
12.0 SUDMIT CASE ..eeneeieiiieeiee ettt e e s e st s e s e s n e e neeas 188
12.1.1 Submit Hardware Product Case ........cccceerueerieeriieeiieeniee st 188

12.1.2 Submit SOftWare ProducCt Case ........ccceerrieerrieeriieeeiieeiee s s 190

12.1.3 Submit Hik-Partner Pro Case ........ccceereieriieiiieiie ettt 192

12.1.4 Submit Dedicated Customer Service Case .........cceevveerveerieenieenieesee e 194

12.2 View and Handle Case RECOIAS ......c.ceerueerieeriieeniientee sttt s 196
Chapter 13 Return Materials AULROFIZAtioN ......cccceieeeiiiiieneiieeeieeieeeenteneeereenneerennseeeeensessennnnens 198
13.1 SUBMIT RIMA REQUEST ...uvvtriiiiriiiieee e eececitrrtee et e e et e e e e s sessiasabeeeeeeeeeeeeeeeesesssnssssssssseneeens 198
13.2 VIEW RIMIA REOUEST ...uuniieeiiiicee ettt ettt s e e e ettt e e e e e ettt e e e e e sataae e e eesssannaeseaessssnnnaaeenes 199

vii



Hik-Partner Pro Portal User Manual

Chapter 14 Order & PromOtiON ......cccceeeeeieieeunierrennereeenneerensseseeessessessseesesssssssssssesssnsssssssssesssnnes 200
14.1 View and Search for PrOAUCES ......c.ceiiiiieiiiiiiieeee et 200
14.2 Create @n OFdEr .....ooi it s 201
O Y YA Y AV @ o 1= 202

Chapter 15 Value-Added SErVICES .....ccccieeurerireeierenneereenneereeaneereenseeseessseseenssessssssesssassesssnssesesns 206
15.1 Health MONITOMNE SEIVICE ...uvviiieiiiiiiiei ettt e e e e e seesebrreeereeeeeeeeesseesennnnsnees 206

15.1.1 Purchase Health MONItOriNg SEIVICE .....uvveveeieeiiiiiiiiiiiiitreeeeeee e 207
15.1.2 Activate the Health Monitoring Service for Devices ......cccccvveeeeeeeeieeeieeiiiiicnnrneeeee, 209
15.1.3 Manage Your Health Monitoring SErviCe .......coocevvvivireeeeeiiieeeeee e 212
15.2 Purchase Employee Account Add-0N ......ccccviririerieiiieiieiiiiiiiiiirreeeeeee e e e e eeseearsereeeees 214
15.3 Cloud ATEENAANCE SEIVICE .cuveieiiieiiieiieeite ettt et e e eas 216
15.3.1 Flow Chart for Setting the Cloud Attendance ServiCe ......cccccvveeeeeeeeiieiicinrrreeeenenn. 216
15.3.2 Purchase Cloud AtteNdance SErViCe ........ccceeveeerieeeiiieeiie e 218
15.3.3 Add Cloud AtteNdanCe SYSTEM ..uuvveeiiiiieiiiiieciccitrrrreee e e e e e eeeeeeas 219
15.3.4 Manage Your Cloud AtteNdance SEIVICE .......cccevvveiieiiiiiiireeeeeeeee e 221
15.4 CloUd STOTagE SEIVICE ..cooieeiitititeeeeeeeee e eeee e e e e e e e e e e e s esseaasbbaareereeeseeeeeesensnsnnes 222
15.4.1 Flow Chart for Setting Cloud Storage Service ........ooovvevurvvrreeireieeeeeeeeeccervvvveeeen. 222
15.4.2 Purchase Cloud StOrage SEIVICE ......cooveevciriiirieriieeeee e eececctttrrreeeee e e e e e e e e e eesessnnnnnes 231
15.4.3 Set Cloud Storage for Hik-ProConnect BOX ..........coovevvcuvrrrvereereeeeeeeeeeieeccnnnnneeeeneeens 232
15.4.4 Set Cloud STOrage fOr NVR ...oeveiii ettt eeeseerbrrrere e e e e e e e e e s e e seaanarenes 236
15.4.5 Set Cloud STOrage fOr DVR .......uiiiiiiiieiiieeeeee et e e e e e e e e s eessarsbreeeereeeeeeeseens 238
15.4.6 Set Cloud Storage for SOlIar Camera .......ccoovvveeviirrieeeeeeieeeeeeeeececrcrrrrrere e e e e e e e e s 240
15.4.7 NETWOIK TEST ...eeeiieeieieieeerte ettt sttt e s e s e san e saneesaneesaneesanees 242
15.4.8 Activate or Renew Service for a Channel ........ccocoeeieiiiiniiiiiceeeeeeeee 242
15.4.9 View Cloud Storage Details .........cceiiiiiiiiciiiiiiiiieiieeee et e e e e e e s esanaens 244
15.5 HCC SEIVICES ooviiiiiiiiieiiiiiiiicc ettt e e s sba s e s sabas e e e s 245
15.5.1 PUIChase HCC SEIVICES .....ccueerieeeieeeieeeiee ettt ettt e s 249
15.5.2 Activate HCC Services for HCC SYSEEIM ......uuvvviiieiieriiieeeeieeieeiciiniireeeeeeeeeee e e e e e eesnanns 251

viii



Hik-Partner Pro Portal User Manual

15.5.3 ManNage YoUr HCC SEIVICES ..uuuuiiiiieeiiieieeeeeetce e e ettt e e e e e et e e e e e e et e e e e e sesnaneeeaens 252

15.5.4 Create HCC SYSTEMS ..ceviiii ettt e e e e ettt e e e e e e et e e e e e e et e e e e eeaanaae s 254

15.5.5 Add Devices to an HCC SYSLEM ......ccevivieieiiiiiiiiiiicicieseeeeeeeeeeeeeeeeeeeeseesessrssasnnanaaaas 256

15.5.6 Link With HCC ACCOUNT ....ooviiiiiieiiieeiee e s 259

15.5.7 Hand Over an HCC System and DEVICES ....uuuiviiieiiiieeeieieieeeeeeeeevervrr s e e e e e e 260

15.5.8 HCC AUthOrization COOE .....cccueiiiiiiieeiiee e 263

15.6 Pople COUNTING SEIVICE ...coooiiiecitiiiteeeeeeeeee ettt e e e e e e e e s e ararereeeeeeeeeseeens 263
15.6.1 Flow Chart for Setting People Counting Service ........cooevvvvvvrvveeeeeeeeeeeeeeieeecennrveneee 264

15.6.2 Activate People Counting Service for Channels .......ccccovvvvveeeeeieeiieiieeiieiccireeeeeeeen. 265

15.6.3 Add a Group for People COUNEING .....cooeeurriiiiiieeiieeeee et e e e e e e e eesenarnees 265

15.7 Temperature SCrEENINEG SEIVICE ..uuiiiiiiiiiiee et e e e et eee e e e e e et eae e e e eesaaaaeeeeeeasens 269
15.7.1 Flow Chart for Setting Temperature Screening Service .......ccccevvevvvvvvvvereeeeeeeeeennnnn. 269

15.7.2 Activate Temperature Screening Service for Channels .......ccccovvvvvveeeeeeiieeieniiiiieinnnns 270

15.8 Alarm Receiving Center (ARC) SEIVICE .....oooevvvirriiiireeiiieee e eeeeeeeccirirreeeeeeeeeeeeeesessesansrnees 273
15.8.1 Add Your Company t0 the ARC LiSt ...uuueeeeiieiiieiiiiiiiiiiiirreeeeeeeeeeeeeeeesennrnnreeeeeeeeens 274

15.8.2 Enable ARC Service fOr DEVICES .....c.ceerueeriiieriieniee ettt sttt 279

15.9 HikCentral REGUAId SEIVICE .......oivueiiiiiieiiiecieeese ettt 280
15.9.1 Purchase HikCentral ReGUArd SErviCe .......cc.ceerueerieenieeniee e 281

15.9.2 Generate HikCentral REGUArd KeY ......ccocccurrririeieiiieiieeeieeiecriirrreeeeeeeee e ee e eesnnnns 282

15.9.3 Manage HikCentral REGUAId SEIVICES ........ccieviiiiiiiiriiiireeeeeeieeeeeeeeeseeirrreeeee e ee e 283

T (O oo T =] =T o T oY - RTT 284
15.10.1 PUrchase CoO-Branding .....ceciceeeeiieiiiiiiiiriieeeeeieeeeeeeeeiesiisnnrrereeeeeeeeeeeesssesnnsssssenseees 284
15.10.2 ENGbIE CO-Branding ......cccoovviiieiiiiiiiieeiieei e e eeeccirrrrrrer e e e e e e e e s s essaasrrrerereeeeseeeenns 285

(0 =11 £ g - 30 [ o o] L3P 287
Chapter 17 COMPENSAtION ...ccieeeieiieeeieettenierteeeierennseeteanseeressseeseesssssessssessenssessssssesssassssssnsssesns 288
17.1 Apply fOr COMPENSATION iiiiiiiiiiiiciiieteeeeeeeee e e e e e e e e e s e e seaasbbrrrerrereeeeeeseenns 288
17.2 View and Handle Submitted Compensation Applications .......cccceeeeeeeeiieeieniiiiiciiinnrneeeneenn. 290
Chapter 18 PartNer PrOZram .......ccceceeeeeneereeencereansereensseerenssessessssssssssessessssesssnssssesssssssnssesssnnses 293




Hik-Partner Pro Portal User Manual

Chapter 19 REWArdS STOFE ...cc.cieeeriereeenierrenniereeeneeeeenseereensecsessssessesssessssssesssnssesssnssesssnssessanssnnes 298
(6 T o =T g 0 =] o T- | T 301
20.1 Generate Authentication COde ........ccciiiiiiiiiiiiiereese e 301
20.2 The Process of Earning REDATES ........coovvviviiiiiiiieiiie e 303
20.3 The Way to Calculate Rebate AMOUNT .....ueeeeiiiiiiieiiiiiiiiireeeeeeeeeeeee et e e e e 305
20.4 View Rebate Details ........cooveeiiieiiieiieee e 307
20.5 VIEW Bill OF S0 e 308




Hik-Partner Pro Portal User Manual

Chapter 1 Introduction

Hik-Partner Pro is a convergent, cloud-based security solution that helps manage services for your
customers and expand your business by subscription offers. You can monitor the system health
status of your customers' sites (even resolve problems) remotely, using a simple and reliable
platform. Hik-Partner Pro solution enables you to customize security solutions for customers with
fully-converged Hikvision devices, covering video, intrusion, access, intercom, and more.

Read the following sections to learn more about Hik-Partner Pro.

« Clients
- Relationship Among Hik-Partner Pro, Hik-Connect, HikCentral Connect, and HikCentral
ReGuard

Clients

Hik-Partner Pro solution provides different ways/clients for service providers' customers.

Table 1-1 Client Description

Client Description

Hik-Partner Pro Portal Portal for service providers logging in to Hik-Partner Pro to
manage the security business, such as permission and
employees management, site management, device
management, project registration, product selection, Hikvision
product order management, solution search, and devices health
monitoring.

Hik-Partner Pro Mobile Client | Mobile Client for service providers logging into Hik-Partner Pro
to manage site, apply for site information management
permission from end users, manage and configure the devices,
submit RMAs (Return Material Authorization) requests, create
quotations, etc.

Hik-Connect Mobile Client Mobile Client for customers to manage their devices, accept the
site handover from the service provider as the site owner,
approve the Installer's application for site information
management permission, etc.

Hik-Connect Portal Portal for customers to manage their employees' access level
and attendance after you set an attendance system for them via
the Hik-Partner Pro Portal.

HikCentral Connect Portal Portal for customers to manage resources, configure and use
video management, on-board monitoring, alarm detection
systems, etc.
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Client Description
HikCentral Connect Mobile Mobile Client for customers to use video management, on-board
Client monitoring, and alarm detection systems, such as live view,

playback, driving monitoring, and track playback.

HikCentral ReGuard Web Client | Web Client for service providers to configure parameters for
video alarm receiving center and manage work orders or
statistics reports.

HikCentral ReGuard Control Control Client for service providers to perform alarm monitoring,
Client virtual guard, investigation and search, and so on.

Relationship Among Hik-Partner Pro, Hik-Connect, HikCentral Connect, and
HikCentral ReGuard

As the following diagram shows, Hik-Partner Pro provides certain value-added services related with
Hik-Connect, HikCentral Connect, and HikCentral ReGuard. You can activate these value-added
services to benefit yourselves or your customers (i.e., customers who use Hik-Connect, HikCentral
Connect, and HikCentral ReGuard). For more information about the value-added services and how
they relate to Hik-Connect,HikCentral Connect, and HikCentral ReGuard, see Value-Added Services
and its sections.

EE] Note

The availability of the value-added services is determined by your country/region. Some value-
added services are not supported in every country/region.

Cloud Attendance System
for Admin & Sub-Admin

Cloud Attendance System
Hik-Connect (HC)

for Staff
App Portal

HikCentral Connect (HCC) HikCentral ReGuard (HCRG)
Hik-Connect (HC) Portal + App Web Client + Control Client
L m o

| [ [ | | [ |
| Health Monitoring & ) doud doud Temperature People Alarm Receiving | | HikCentral || HikCentral
| [EMPIWEEM"’O'J{ Linkage j[&’ﬂm"d'"g] Storage | | Attendance [ Screening ][munting Center (ARC) Connect ReGuard |
I Value-Added Services |
I Basic Features
(Device & Site Management + Others) |
Hik-Partner Pro (HPP) I
I Portal + App |
— e e e e e e e S e o
( Cloud Infrastructure Provided by CSPs )

Figure 1-1 Relationship Diagram




Hik-Partner Pro Portal User Manual

1.1 Target Audience

This manual provides the service providers (i.e., Installer, System Integrator, Distributors, Resellers,
OEM, and Alarm Receiving Centers(ARC)) with the essential information and instructions about
how to use the Hik-Partner Pro Portal to manage the security business.

This manual describes how to manage the permission and employees of your company, add new or
existing site for management, apply for site authorization and device permissions from your
customers, manage and configure the devices belonging to the site, project registration, product
selection, Hikvision product order management, solution search, and check the device health
status for further maintenance, etc.

1.2 Entities in Hik-Partner Pro

Here we introduce the entities (any physical or conceptual object) involved in Hik-Partner Pro.

Identity Related Entities

Service Provider

Those who provide services such as the design of security solutions, system/device installation,
after-sales, and (or) device maintenance. There are several service provider types and the
detailed descriptions are as follows.

Installer
Provides device installation and maintenance services for customers.

System Integrator
Integrates multiple systems to provide solutions for customers.

Distributor
Trades with Hikvision and supplies Hikvision devices to other businesses that sell to customers.

Reseller
Bulk purchases Hikvision devices from distributors and then sells the devices to installers.

Alarm Receiving Center (ARC)
Provides the alarm receiving and handling service for customers.

[:@ Note

If you are to apply for joining Hik-Partner Pro as ARC, selecting Alarm Receiving Center as the
type of service provider is recommended when registering. For details, refer to Add Your
Company to the ARC List .

OEM
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OEM partners source products, parts or services from Hikvision and relabeling, rebranding or
embedding them as a part to another product or system.

Maintenance Service Partner (MSP)
The MSP is a special type of security service providers. They offer technical support to installers
who lack technical capabilities and skills. Usually, they collaborate with these installers to
provide device management/maintenance services for end users. On Hik-Partner Pro, installers
can share sites with their maintenance service partners to collaborate with them. For details,
see Site Sharing .

[:@ Note

The MSP can select any of the service provider types when they registering an account for
logging in to Hik-Partner Pro.

Remote Monitoring Center (RMC)

Provides the alarm receiving and handling services remotely based on the video monitoring via
HikCentral ReGuard.

EE Note

The RMC can select any of the service provider types when they registering an account for
logging in to Hik-Partner Pro.

End User

Those who have purchased Hikvision devices (e.g., network cameras, DVRs, alarm devices, video
intercom devices, and access control devices) and want to manage the devices via an easy-to-use
mobile client. End users are customers of the service provider, and they use Hik-Connect to
manage devices.

Site Related Entities

Site
A site represents a physical location where device(s) are installed and through which the Installer/
Installer Admin can manage and configure devices.

Site Manager

When a site is assigned to an Installer, the Installer becomes the site manager of the site, and can
manage and configure the devices of the site.

E@ Note

Assigning site to Installer is not supported in countries and regions only with support for free
functions. For details about free functions and these countries and regions, see Regions Only
with Support for Free Functions .

Site Owner
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When an installer transfers ownership of a site to an end user, the end user becomes the site
owner who is the holder of the site. The installer can also apply for site authorization from the
site owner to manage the site.

1.3 Running Environment

The following is recommended system for running the Portal.
Operating System
Microsoft Windows® 7/8.1/10 (32-bit and 64-bit).

CPU
Intel® Core™ i5-4460 CPU @3.20GHz 3.20GHz and above.

RAM
8 GB and above (4 GB at least).

Graphics Card
NVIDIA® GeForce GT 730

Web Browser

Versions of Firefox (32-bit and 64-bit), Chrome (32-bit and 64-bit), and Edge (32-bit and 64-bit)
released in the latest half year.

1.4 Function Availability for Different Countries/Regions

Hik-Partner Pro offers both free functions and value-added functions that cost certain fees. You can
purchase certain services in the Service Market of Hik-Partner Pro to get access to the value-added

functions. Currently, certain value-added functions are only available in certain countries and
regions. And users in some countries and regions can only access the free functions.

[:E] Note

This document contains introductions of all Hik-Partner Pro functions, therefore some functions

illustrated in this document may Not be supported in your country or region. And contents in some

figures in this document may be different from the actual interface, if so, the latter shall prevail.

1.4.1 Functions Only Available in Certain Regions

The following table shows the functions only available in certain countries and regions.
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EE] Note

For details about whether your country or region supports the functions contained in the services
listed below, refer to the after sales or local distributor.

Service

Function(s) Only Available in Certain Countries and Regions

Health Monitoring Service

Only linkage rule.

[:E Note

Linkage rule is unavailable in the United States and Canada.

Cloud Storage Service

All functions contained in the service.

Temperature Screening Service

All functions contained in the service.

Cloud Attendance Service

All functions contained in the service.

Alarm Receiving Center (ARC)
Service

All functions contained in the service.

Purchase Employee Account
Add-On

All functions contained in the service.

HCC Services

All functions contained in the services.

HikCentral ReGuard Service

All functions contained in the services.

1.4.2 Regions Only with Support for Free Functions

The following two tables shows the free functions and the countries and regions only with support

for the free functions.

Table 1-2 Free Functions

Module

Function(s)

Account Management .

Register an Installer Admin Account
Manage Company Information
Set Account Information

Site Management .

Add New Site

Add Existing Site

Hand Over Site

Apply for Site Authorization from Site Owner

Site Sharing

Device Management .

Add Device
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Module

Function(s)

o Add Detected Online Device
o Add Device by Entering Serial No.
o Add Devices by IP Address or Domain Name
o Batch Add Devices
« Apply for Device Permission
« Release the Permission for Devices
« Synchronize Devices with Hik-Connect Account
« Enable Device to Send Notifications
« Upgrade Device
« Batch Upgrade Devices on LAN
« Configure DDNS for Devices
« Manage AX PRO Security Control Panel
o Control AX PRO and AX HYBIRD PRO
o Configure AX PRO and AX HYBIRD PRO
o Batch Confiqgure AX PRO
o Batch Arm/Disarm AX PRO and AX HYBRID PRO
« Remote Configuration
« Reset Device Password
« Unbind a Device from Its Current Account

Video

- View Live Video
- Play Back Video Footage

Log

Search Operation Log

Tool

Tools

Solution

View and Search for Solutions, and Add to Favorites

Explore

- View, Search, Like, Share, and Comment on Feeds, and Add to
Favorites

- View, Search, Like, Share, and Comment on How To, and Add to
Favorities

- View, Search, Like, Share, and Comment on Videos, and Add to
Favorities

« Receive and View Notices

« Register for and Participate in Events

Project

+ Create a Project
- View Project History

Order & Promotion

. View and Search for Products
« Compare Products
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Module

Function(s)

- Create an Order
- View My Orders

Incentive

« Rewards Store
o Partner Program

« Compensation

Support

. Tools
 Tutorial Center
« Chatbot
« Case
o Submit Case
o View and Handle Case Records
« Feedback
« Serial Number Inquiry

EE] Note

This function is only available for accounts of authenticated
channel partners.
« Contact Us
« RMA (Return Materials Authorization)
o Submit RMA Request
o View RMA Request

EE] Note

This function is only available for accounts of authenticated
channel partners.

Rebate

« The Process of Earning Rebates

« The Way to Calculate Rebate Amount
« View Rebate Details

« View Bill of Sale

Table 1-3 Countries and Regions Only With Support for Free Functions

Continent

Country/Region

Africa

Angola, Benin, Botswana, Burkina Faso, Burundi, Cameroon,
Cape Verde, Central African Republic, Chad, Comoros,
Congo(Brazzaville), Congo(Kinshasa), Cote D'lvoire, Djibouti,
Equatorial Guinea, Eritrea, Ethiopia, Gabon, Gambia, Guinea,
Guinea-Bissau, Liberia, Madagascar, Malawi, Mali, Mayotte,
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Continent

Country/Region

Zambia, Zimbabwe

Mozambique, Namibia, Niger, Nigeria, Rwanda, Senegal,
Seychelles, Sierra Leone, Somalia, Tanzania, Togo, Uganda,

Asia

Japan, Taiwan (China)
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Chapter 2 Account Management

There are two types of accounts: Installer Admin and Installer. Each company has only one Installer
Admin but can have multiple Installers.

EE] Note

For the countries and regions only with support for free functions, only the Installer Admin account
is available and the Installer account is unavailable. For details about free functions and these
countries and regions, see Regions Only with Support for Free Functions .

Installer Admin

The Installer Admin has full access to the functions in the system. Usually, the Installer Admin
can be the manager of the installation company.

Installer

Installers are "sub-accounts" to the Installer Admin and are controlled by permissions for what
they can do. For example, they can only manage the sites that are assigned to them. Usually, the
Installers are the employees in the installation company.

The installation company should first register an Installer Admin account, and then invite the
employees to register Installer accounts.

The flow chart of the whole process is shown as follows.

Register an Installer Set Role and Permission Invite Emolovees Accept Invitation and
Admin Account ploy Register Installer Accounts

Figure 2-1 Flow Chart of Account Management

« Register an Installer Admin Account: You should first register an Installer Admin account before
accessing any functions of Hik-Partner Pro. For details, refer to Register an Installer Admin
Account .

EE] Note

After you register Installer Admin account, you need to complete your company information
after logging in to the account. For details, see Manage Company Information .

- Set Role and Permission: Before adding an employee to the system, you can create different
roles with different permissions for accessing system resources. For details, refer to Manage
Role and Permission .

- Invite Employees: You can invite employees to register Installer accounts and assign different
roles to employees to grant the permissions to her/him. For details, refer to Invite Employee .

« Accept Invitation and Register Installer Accounts: The employees can accept the invitation and
register Installer accounts to manage sites and devices. For details, refer to Accept Invitation and
Register Installer Account .

10
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2.1 Register an Installer Admin Account

The installation company should first register an Installer Admin account before accessing any
functions of Hik-Partner Pro.

Steps

EE] Note

You can click Try Free Demo on the login page to see what Hik-Partner Pro can do for you, without
registering any account. The data displayed in the demo is for demonstration only, and you cannot
perform any operations.

1.

In the address bar of the web browser, enter https://www.hik-partner.com .

EE Note

For Russia, you can enter https://www.hik-partnerru.com in the address bar of the web
browser.

The Login page of Hik-Partner Pro will show.

. On the Login page, click Register to register an account.

EE] Note

If your account has been registered, you can click Login to log in to Hik-Partner Pro. For details
about login, refer to Login .

. Select your identity and service provider type (installer, system integrator, distributor, reseller,

alarm receiving center (ARC), or OEM).

EE] Note

For details about the identities and service provider types, refer to Entities in Hik-Partner Pro .

. Select whether you are to register by email or by phone number.

EE] Note

In some countries/regions, only the registration by email is supported.

. Register an account.

1) Set your name (first name and last name), company name, email, phone number, verification
code (for verifying the email address) / SMS code (for verifying the phone number), and
password.

EE Note

We highly recommend you to create a strong password of your own choosing (using a
minimum of 8 characters, including at least three kinds of following categories: upper case
letters, lower case letters, numbers, and special characters) in order to increase the security of

11
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your product. And we recommend you change your password regularly, especially in the high
security system, changing the password monthly or weekly can better protect your product.

2) Check I agree to Hikvision OneHikID's Privacy Policy. if you accept the details in the Privacy
Policy.

3) Click Register.

You will be prompted that you have registered successfully, and the Company Authentication

window will pop up.

6. Click Authenticate Now or Later to enter either of the following processes.

- Click Authenticate Now to submit the company authentication application.

a. Set the required information and review the information already filled in (company name,
address, email, phone, etc).

EE Note

For details, refer to Authenticate Account .

b. (Optional) Check I would like to receive marketing information about services and
activities from Hik-Partner Pro via emails. | understand that | can unsubscribe at any
time

EE] Note

- If subscription succeeded, you will receive a confirmation email in a few minutes. You
can unsubscribe by clicking the URL in the email if needed.

- After subscription, we will send emails about the latest product introduction, service
introduction, questionnaires and special offers, to the email address which is used for
your account registration.

c. Check I agree to the Terms of Service and Privacy Policy if you accept the details in the
agreements.
d. Click Confirm to submit the application and enter Hik-Partner Pro.
- Click Later to go to the Complete Information page.

a. Set the required information (address, etc.).

b. (Optional) Check | would like to receive marketing information about services and
activities from Hik-Partner Pro via emails. | understand that | can unsubscribe at any
time

EE Note

- If subscription succeeded, you will receive a confirmation email in a few minutes. You
can unsubscribe by clicking the URL in the email if needed.

- After subscription, we will send emails about the latest product introduction, service
introduction, questionnaires and special offers, to the email address which is used for
your account registration.

c. Check I agree to the Terms of Service and Privacy Policy if you accept the details in the
agreements.
d. Click Confirm to enter Hik-Partner Pro.

12
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EE] Note

If you click Cancel, the Company Authentication window will still pop up after you log in to the
new account.

2.2 Manage Company Information

After registering an Installer Admin account, you can manage and edit your company information.

Steps

EE Note

When your company is not authenticated, the Installer Admin can manage and edit all the
company information, and when your company authentication application is approved, the
Installer Admin can submit the information change request and the information will be edited
successfully after approval.

You can link your Installer Admin account to a distributor via the Hik-Partner Pro Mobile Client to
get support and help from the distributor. For details, see Hik-Partner Pro Mobile Client User
Manual.

If you have completed company merging and your account still exists in more than one company,
or if the companies in which your account exists are all kept on Hik-Partner Pro, you can click
Switch Company on the top right of the page to switch to another company for using. For
details, refer to Become a Hik-Partner Pro User After Product Upgrade .

. Go to Company - Company Information or My Hik-Partner > Company Management =

Company Information .

[:@ Note

If your company is an authenticated channel partner, the partner level will be displayed one the
company logo.

. Enter the name of your company.
. Enter other information of your company, such as the address, GPS information, postal code,

phone number, email, and user type.

DE] Note

The country or region cannot be changed once you save the company information after
registration.

. Edit the VAT number of your company, which will be used for qualification verification.
. Optional: If you want to upload the company logo, click + to upload the picture of your company

logo, or click Edit to re-upload a picture to update the logo.

13
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[:E] Note

« The picture should be in JPG, JPEG, or PNG format.

« Recommended picture size: Height = 200 px, 200 px < Width < 600 px.

« You are not allowed to enable the Co-Branding function if you have not set the company logo.
For details about Co-Branding, see Co-Branding .

6. Optional: Enter the website of your company.

7. Optional: Enter or edit the description information, which will be displayed on Hik-Connect
Mobile Client.

8. Click Save to save the configurations.

DEJ Note

You can check the percentage of completed information after saving.

2.3 Authenticate Account

After you register an Installer Admin account, you can authenticate your account to purchase
value-added services and use more features (besides the basic features) in Hik-Partner Pro.

One of the following ways for account authentication is supported, depending on the selected
country or region when registering your account.

By Entering Authentication Code

For this way, you need to get the authentication code from Hikvision or the distributor first and

then enter the authentication code to authenticate your account.

1. Go to My Hik-Partner > Company Management - Company Information , and click
Authenticate Now.

2. (Optional) If you have no authentication code, click Get Authentication Code, send the
application email with the predefined content template, including your email address (the one
which is used when registering your Installer Admin account) and company information, such as
company ID, company name, and phone number, to Hikvision or the distributor, and apply for
one authentication code.

E@ Note

- You can click # to edit the information in the template. The edited contents will be updated
in the company information.

- If the email server is not configured or the recipient's address is not filled automatically, you
can copy the content and send it to Hikvision or the distributor by your own email box.

3. After you get the authentication code, enter the authentication code on the account
authentication page and click OK to authenticate your account.

14
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By Submitting Online Application

For this way, you need to fill and submit the online application information to authenticate your
account directly. After your application is approved, your account will be authenticated.

EE] Note

If your company is not authenticated and you have the permission to submit the authentication
application, you may be prompted and guided to authenticate your company by submitting the
application after login.

1. Go to My Hik-Partner > Company Management - Company Information page, and click
Authenticate Now.

2. Review and edit the company information already filled in and set other required information,
such as company name, address, city, etc.

EE Note

If your country/region is in Australia (continent), you should also enter your security license
number and contact name.

w

Click + to upload a picture (e.g., business license and business card) as evidence.
4. Enter the distributor if you have bought Hikvision products.

EE] Note

This information is displayed and required only when your company type is installer, system
integrator, or alarm receiving center (ARC).

5. Click Authenticate Now.
The application information will be sent.

EE] Note

After your application is approved, you will be notified via push notification and email.

2.4 Company Merger

If you and your employees or colleagues have created more than one Installer Admin account /
company on Hik-Partner Pro, you can merge the companies into one for more efficient
management and to carry on your business smoothly (you may have encountered the problem
that your second registered account/company cannot be authenticated).

Refer to the following sections to learn more about the company merger.

- Benefits of the Company Merger
« Effects on the Accounts/Companies After the Merger
« Limitations

15
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Benefits of the Company Merger

« Manage your employees and the co-branding of your company via one account.
« Manage all your customers and their devices under one account.
« Get points faster to redeem for more gifts and value-added services.

Effects on the Accounts/Companies After the Merger

Installer Admin and Employee Accounts

« The Installer Admin who initiates the merger
is still the Installer Admin.

The Installer Admin of the invited company
becomes an employee with the role of
administrator under the initiating company.

« All employee accounts of the invited
company are migrated to the initiating
company and become employees under the
Installer Admin who initiates the merger.

The disabled employees of the invited
company will still be disabled after they are
migrated.

No matter whether the total number of free
and purchased employee accounts (add-on)
of the initiating company is insufficient or
not, all employee accounts of the invited
company will become limited accounts after
the merger.

If an employee has not become a Hik-Partner
Pro user, they can still be migrated to the
initiating company only if their previous
Installer Admin has become a Hik-Partner Pro
user.

« If there is an account (email address) exists in
both the initiating and invited companies
before the merger, this account will exist only
in the initiating company after the merger,
with its role the same as before.

Reward Points

Points of both companies will be combined and
points history of both companies and all
employees will be preserved.

16




Hik-Partner Pro Portal User Manual

Company Information Only the information (company name, logo,
address, authentication status, etc.) about the
initiating company will be preserved.

Others « The invited company will be deleted.

« All accounts of the invited company will be
logged out after the merger. After they log in
again, they will be in the initiating company.

« If there are invited employees of the invited
company who have not registered right
before the merger, the links for registration
will become invalid after the merger.

« Likes, favorites, and comments of all accounts
will be preserved.

Limitations

Both the account which initiates the company merger and the account which is invited to merge
companies need to be Installer Admin accounts, should have been upgraded to OneHikID
accounts, and should have upgraded and become Hik-Partner Pro users.

The invited company cannot be an authenticated channel partner, or be authenticated already,
or be added to the ARC list already.

The initiator's account and the invited account need to be in the same country/region.

The merger may also fail for the following reasons:

o There are devices or handed-over sites under the invited account.

o The invited account is linked with a Hik-Connect account.

o The invited account has purchased value-added services and the services are still in use.

2.4.1 Initiate Company Merger

If you need to merge the data of another company into your company, you can initiate a company
merger.

Before You Start

Both the account which initiates the company merger and the account which is invited to merge
companies need to be Installer Admin accounts, should have been upgraded to OneHikID
accounts, and should have upgraded and become Hik-Partner Pro users.

The invited company cannot be an authenticated channel partner, or be authenticated already,
or be added to the ARC list already.

The initiator's account and the invited account need to be in the same country/region.

Steps
1. Find the entry for initiating a company merger.

- Go to Company Management - Company Information .

17
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Merge Companies

Figure 2-2 Entry on the Company Information Page

Initiate Merger

- If other companies with information similar to your company's are detected, you will receive a
company merger reminder in System Message of the Notification Center.

Company Merger Reminder X

ik

Other companies with information similar to your company’s are dete
cted. Initiate a merger?

The following information may be the same as yours:
1. The company name.
2. The company phone number.

3. The company email address.

Initiate Merger Cancel

Figure 2-3 Entry in System Messages of Notification Center (Company Merger Reminder)

2. Click Initiate Merger to enter the Merge Companies page.

18
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Merge Companies X

B

What Is a Company Merger?

AL

f you and your colleague or employee each have created an Admin
account / company on Hik-Partner Pro, and in order for you to carry on
your business smoothly {you may have encountered the problem that your
second registered account/company cannot be authenticated), we
recommend that you merge the companies into one for more efficient
management, since we have removed the limit on the number of added
employee accounts {though their permission to manage sites and devices
is still limited).

o Enter the Admin account of the invited company.

Contact the admin (who will receive an email and a message reminder)
to log in to Hik-Partner Pro and accept the request at Notification
Center.

Agree to Information Sharing Protocol @

Cance

Figure 2-4 Merge Companies

3. Enter the Installer Admin account of the invited company.
4. Check Agree to Information Sharing Protocol.

[E Note

The invited company will be able to see your company name and your email address.

5. Click Initiate Merger to send the company merger invitation.

What to do next
Contact the invited Installer Admin (who will receive an email and a message reminder) to log in to
Hik-Partner Pro and accept the company merger request in Notification Center.
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2.4.2 Accept Company Merger
If you are invited by another company to merge your company with theirs, you can receive and
handle the company merger invitation in Notification Center on Hik-Partner Pro.

On the top right of the Home page, go to © -» Business Notification, and click the company
merger notification to view the details.

Company Merger Notification X

n\;‘:“ o 1
'ﬂﬁ !

has sent an invitation to merge with your company. Please check
whether you two companies on Hik-Partner Pro are the same company offline,
and decide whether to accept the merger.
If you accept the merger:
1. You will become an employee of the other company.

2. Employee accounts of your current company will be brought into the other
company.

3. All points, all employees' favorites, etc. will be brought into the other
company as well,

have read the above information.

Reject

Figure 2-5 Company Merger Notification (Invitation)

You can view the information about what will happen if you accept the company merger, and also
the initiating company's name and the initiator's email address.

To accept the company merger, check | have read the above information. and click | Agree.

EE Note

The company merger may fail after you accept the merger for the following reasons:

« There are devices or handed-over sites under your account (the invited account).

« The invited account is authenticated.

« The invited account is linked with a Hik-Connect account.

« The invited account has purchased value-added services and the services are still in use.

To reject the company merger, click Reject.
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2.5 Manage Role and Permission

Before adding an employee to the system, you can create different roles with different permissions
for accessing system resources and then assign roles to corresponding employees to grant the
permissions to them. Or you can give a predefined role to an employee without creating one. An
employee can have only one role.

Steps

[:E] Note

« For the countries or regions only with support for free functions, managing role and permission
is not supported. For details about free functions and these countries and regions, see Regions
Only with Support for Free Functions .

« There are three predefined roles in the system: Administrator, Site Manager, and IT Manager.
The permissions of the three roles are as follows. The three roles cannot be deleted by anyone.

o Administrator: Setting company information, managing employees, checking operation logs of
all the employees, and managing all the sites.

o Site Manager: Managing assigned sites, adding, configuring, and deleting devices, and
enabling valued services for end users of assigned sites.

o IT Manager: Managing all the sites, assigning sites to other employees, enabling or editing
valued service for all the end users, and viewing operation logs of all the employees.

1. Click Company - Role and Permission or My Hik-Partner - Company Management - Role
and Permission to display all the roles.

2. Add arole.
1) Click Add Role to open the Add Role panel.
2) Enter the role name and select permission(s) for the role.

Manage All Sites
Managing all sites, including adding and editing site, assigning site to Site Manager,
handing over sites, applying for site authorization, searching sites, managing devices in the
site (adding, deleting, editing, upgrading), applying for device permission, and health
monitoring. Up to 100 employees can be assigned with this permission.

Manage Assigned Site
Managing site(s) assigned to the employee, including editing site, handing over sites,
applying for site information management permission, adding existing site, adding a new
site, managing devices in the site (adding, deleting, editing, and upgrading), and deleting
site.

EE Note

You need to give an employee this permission before assigning the employee a site.

Manage Account and Role
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Accessing Employee and Role and Permission page, adding and deleting accounts and
roles. Employee and Role and Permission page will not show without this permission.

Manage Company Information
Accessing company information page and edit company information (e.g. name, logo,
addresses, etc.). Company information page will not show without this permission.
Manage Service Package and Order

Viewing orders, purchasing service packages such as health monitoring packages and
employee packages.
3) Optional: Enter remarks of the role in the Description field.
4) Click OK.
3. Optional: Check added roles and click Delete to delete the selected role(s).

[:E] Note

You cannot delete a role which has been assigned to an employee.

2.6 Invite Employee

Installer Admin and Installer with the role permission for managing account and role can invite
employees to manage resources in the system.

Steps

EE Note

For countries or regions only with support for free functions, inviting employee is not supported.
For details about these countries, see Regions Only with Support for Free Functions .

1. Open the Add Employee pane.

- Click Company - Employee - Add Employee or My Hik-Partner > Company Management
-» Employee - Add Employee .

- On the Home page, click Company -> Role and Permission or My Hik-Partner > Company
Management -» Role and Permission, and then click Add Employee in the Operation
column.

2. Enter the email of the to-be-invited employee.
3. Select a role for the employee.

EE] Note

You can also create a new role. For details, refer to Manage Role and Permission .

The permissions of the role will be displayed.
4. Click Add.

The invited employee will receive an email delivering a link in the entered email box. The
employee needs to click the link to register an account, after which the employee's information
will be displayed in the employee list.
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EE] Note

If you invite the employee via your OneHikID account, and if the Hik-ProConnect account of the
to-be-invited employee has not been upgraded to the OneHikID account, the to-be-invited
employee needs to upgrade the account according to the instructions on the interface.

5. Optional: Perform the following operations after adding employees.

Enable/
Disable
Employee

Remove
Account Limits

Delete
Employees

View
Employee
Details

Click @ / e in the Operation column to enable or disable the employee
account.

[:E Note

« Once disabled, the employee cannot log in to the platform via this
account.
« You cannot disable your own account and the Installer Admin account.

[:E] Note

- The status of employees is limited by default and some operations are
unavailable to them such as creating sites, adding devices, viewing
records in the Employee Efficiency Statistics module, and viewing
operation logs.

« Installer Admin and Installers with employee management permission can
remove account limits for employees, which requires the employee
account add-on for each employee. See details in Purchase Employee
Account Add-On .

To remove the account limits, you can 1) click s in the Operation column or
2) hover your mouse cursor over o in the Status column and click Remove
Limit.

Check one or more employees and click Delete to delete the selected
employee(s) if needed.

E@ Note

» You cannot delete your own account, the Installer Admin account, and the
Site Manager account.

« If the employee has not merged account data or become a Hik-Partner
Pro user, you cannot delete their account. Refer to Become a Hik-Partner
Pro User After Product Upgrade for details.

Click an employee to open the Employee Details pane to view the
employee's contact number, email address, role permissions, and so on.
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Edit Role Click an employee to open the Employee Details pane and click # in the
Assigned to Role field to enter the Edit Role pane. Then you can click Add to add a new
Employee role or select another role for the employee.

DEJ Note

You cannot edit roles assigned to your own account and the Installer Admin

account.
View Sites Click an employee to open the Employee Details pane or click the
Managed by information in the Managed column to view the list of all sites managed by
Employee the employee. You can click a site to view the site details.

EE] Note

The above operation is supported only when the employee has site(s) to be
managed.

2.7 Accept Invitation and Register Installer Account

The Installer Admin, and Installer whose role contains permission of Manage Account and Role can
invite other employees to register Installer accounts. The employees can accept the invitation and
register Installer accounts to manage sites and devices.

Before You Start
Installer Admin and Installer whose role contains permission of Manage Account and Role should
first invite the employee first. For details, refer to Invite Employee .

Steps

1. After inviting the employee, the employee will receive an email from Hik-Partner Pro.
2. Click the button or the link in the email.

3. Click Register to open the Create Account page.

DE] Note

If you have already registered a OneHikID account using your email address, you can log in with
the account to join the company directly.
4. Set the type, name, verification code (for verifying the email address), and password.

E@ Note

We highly recommend you to create a strong password of your own choosing (using a minimum
of 8 characters, including at least three kinds of following categories: upper case letters, lower
case letters, numbers, and special characters) in order to increase the security of your product.
And we recommend you change your password regularly, especially in the high security system,
changing the password monthly or weekly can better protect your product.
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5. Check By clicking Register, | agree to Hikvision OneHikID's Privacy Policy.
6. Click Register.

Result

You can log into Hik-Partner Pro with this account and perform other operations such as site
management and configuration.

2.8 Set Account Information

After login, you can edit the basic information of the current account and change password if
necessary.

Click the name at the upper-right corner and select Account Settings or click My Hik-Partner -
Account Information - My Profile .
Set Basic Information

Set the basic information of the current account, including the name of the Installer, email address,
phone number, etc.

EE Note

For accounts registered in countries which support registration with phone number, the phone
number information cannot be edited.

Click @ to set the profile of the current account.

EE Note

You can view your HIK ID on this page, but you cannot edit it.

Manage My QR Code

Hover over = to show My QR Code, which your customers can scan to add you as the service
provider and authorize you to manage devices.

If you have uploaded your company logo, your company logo will be displayed in the center of the
QR code. Or you can click Add Your Company Logo to the QR Code to upload your company logo.
Click . to download the QR code.

Change Password

Click 7 to change the password of the current account.

[:@ Note

If your account has been upgraded to OneHikID account, the page for changing the password of
your OneHikID account will be displayed. You can follow the instructions to finish change the
password.
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EE] Note

We highly recommend you to create a strong password of your own choosing (using a minimum of
8 characters, including at least three kinds of following categories: upper case letters, lower case
letters, numbers, and special characters) in order to increase the security of your product. And we
recommend you change your password regularly, especially in the high security system, changing
the password monthly or weekly can better protect your product.

Change Account's Bound Email

You can change the bound email address of the current account to another one if required.
1. In the Basic Information page of the account settings, click # .

EE Note

If the current bound account has been upgraded to OneHikID account, the page for editing
OneHikID account information will be displayed. You can follow the instructions to change the
email.

2. Enter a new email address in the New Email field.

3. Click Verify.
In the new email address, you will receive an email with a verification code.

4. Enter the received verification code in the Verification Code field.

5. Enter the password of the current account.

6. Click Save.

Delete Installer Admin Account

For Installer Admin, if the account is no longer used, you can delete it in the Basic Information page
of the account settings.

[:BJ Note

« Deleting Installer Admin account is irreversible. The company information and accounts CANNOT
be restored once deleted. Back up the required data before deleting the account.

- If there are authorized site(s) or employee account(s) under the current account, you cannot
delete it.

« If the current bound account has been upgraded to OneHikID account, the login page for
OneHikID account will be displayed. You can follow the instructions to delete the account.

1. In the Basic Information page of the account settings, click Delete Installer Admin Account.
2. Enter the password of your Installer Admin account, and click Next.
3. Click Delete Installer Admin Account to confirm deleting.
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2.9 View Employee Efficiency Statistics

You can view the efficiency statistics of all employees, including the latest active time, added sites,
added devices, handed-over sites, handed-over devices, and handled device exceptions. You can
also perform operations such as exporting the efficiency statistics.

EE] Note

This is supported only if you have permissions to manage the employees.

You can enter the Employee Efficiency Statistics page via the following methods:

« Go to Company - Employee Efficiency Statistics or My Hik-Partner - Company Management
-> Employee Efficiency Statistics .

« Click View All in the Employee Efficiency Overview section.

. a C=1

Name Latest Active Time Added Sites Added Devices Handed-Over Sites Handed-Over Devices Handled Device Exceptions Operation

Figure 2-6 Employee Efficiency Statistics Page

You can perform the following operations if needed.

Table 2-1 Supported Operations

Operation Description

View Operation Logs of an Employee Click Details in the Operation column to switch
UE] to the Operation Log page to view the

Note operation logs of the corresponding employee.
This is not supported when your company is an
authenticated channel partner.

Filter Statistics Click v tofilter the efficiency statistics by time
period (i.e., today, yesterday, this week, last 7
days, last 30 days, or custom time period).
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Operation Description
Search for Statistics Enter the employee's name, email address, or
phone number in the search box to search for
statistics.
Export Statistics Click Export to export statistics in XLSX or CSV
format.

2.10 Manage My Agreements

As a distributor, you can manage and sign your contract agreements of partner programs with
resellers and Hikvision on Hik-Partner Pro.

EE] Note

« This function is not supported by some accounts or in some countries/regions.

« The contract agreements of partner programs are signed by three parties (the reseller,
distributor, and Hikvision). The applications for partner programs can be submitted by resellers
on Hik-Partner Pro. For details, refer to Partner Program .

Go to My Hik-Partner > Company Management -> Agreement Management to view your
agreements.

Program Customer Agreement Status Y Time Operation
* To Be Signed 11/29/2022 Sign
® Signed 11/29/2022
* Signed 11/28/2022

® Signed 11/24/2022

Figure 2-7 Agreement Management

You can view the program name, customer (i.e., reseller) name, agreement name, signing status
(signed / to be signed), and the date when the signing process is initiated.

Click Sign to sign the contract agreement online.
Click 7 to filter the agreements by the signing status.

2.11 Manage My Shipping Address

You can add, edit, and delete your shipping addresses, and set the default shipping address.
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EE] Note

The function is only supported in certain countries and regions.

Go to My Hik-Partner > Company Management - My Address .

You can view and manage all your added shipping addresses if any, or you can add new shipping
addresses if you haven't added any shipping address. Perform the following operations if needed.

Table 2-2 Supported Operations

Operation Description

Add New Shipping Address Click New Address, fill in all required
information (contact person, country/state,
address, postal code, etc.), check Set this
address as default if you are to set it as the
default shipping address, and click Save.

Edit Shipping Address Click # to edit the corresponding shipping
address.

Delete Shipping Address Click @ to delete the corresponding shipping
address.

Set Default Shipping Address Click Set as Default to set the corresponding

shipping address as default.

2.12 View My Partner Network

You can view and export the basic information about your partners.

EEJ Note

This function is only available to some users in some countries/regions. For details, please contact
Hikvision.

Go to My Hik-Partner - Company Management -» My Partner Network to enter the My Partner
Network page.

You will be able to view the partner No., partner name, partner type, partner level, VAT No.,
address, website, etc.

You can also click Export to export the information.
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2.13 View Dashboard

You can have an overview of the status of all your projects and orders, and view the number of
your DPPs/distributors.

EE] Note

This function is only available to some users in some countries/regions. For details, please contact
Hikvision.

Go to My Hik-Partner - Dashboard to enter the Dashboard page.

You can view the number of your DPPs/distributors. Click > to switch to My Partner Network to
view details about your DPPs/distributors. Refer to View My Partner Network .

You can view the status of your projects, including draft, waiting for supporter, processing,
approved, more information required, ineligible, closed won, closed lost, and closed canceled. Click
View Details to switch to Project History for more details and operations. Refer to Project .

You can view the status of your orders, including in review, undelivered, fully delivered, and back
order. Click View Details to switch to My Order for more details and operations. Refer to View My
Orders .
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Chapter 3 Login

After logging in by an Installer Admin account or Installer account, you can manage resources
(including sites, devices, and roles, etc.) and perform health monitoring and so on.

Before You Start
Make sure you have registered an account. See Register an Installer Admin Account or Accept
Invitation and Register Installer Account for details about registration.

Steps
1. In the address bar of the web browser, enter https://www.hik-partner.com .

EE] Note

For Russia, you can enter https://www.hik-partnerru.com in the address bar of the web
browser.

The login page of Hik-Partner Pro will show.

2. Select a country or region where the account locates and a language from the drop-down lists at
the top of the page.

3. Click Log In by OneHikID (Hik-ePartner) Account / Log In by OneHikID Account or Hik-
ProConnect on the login page.

EE Note

« The display of "OneHikID" or "OneHikID (Hik-ePartner)" on the login page is determined by
the country or region where you locate.

« The login method available is determined by the country and the region of your account. If
you select OneHikID as the login method, and your Hik-ProConnect account has not been
upgraded to the OneHikID account, you need to upgrade your account according to the
instructions on the interface.

« If your Hik-ProConnect account has been upgraded to the OneHikID account, logging in to the
platform by the Hik-ProConnect account is not supported.

4. Enter the registered email and password.

[:@ Note

If the registration and login by phone number is supported in your country/region, you can also
enter the registered phone number and password.

5. Optional: Reset the password if you have forgotten the password.
1) Click Forgot Password to enter the resetting password page.
2) Click Get Verification Code.

You will receive a verification code sent by the Portal in your email box.
3) Enter the received verification code in the Verification Code field.
4) Enter the new password and confirm password.
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EE] Note

We highly recommend you to create a strong password of your own choosing (using a
minimum of 8 characters, including at least three kinds of following categories: upper case
letters, lower case letters, numbers, and special characters) in order to increase the security of
your product. And we recommend you change your password regularly, especially in the high
security system, changing the password monthly or weekly can better protect your product.

5) Click OK.

By default, you will be required to log in by the new password.
6. Click Sign In or Login.

DEJ Note

If you have completed company merging and your account still exists in more than one company,
or if the companies in which your account exists are all kept on Hik-Partner Pro, you need to
select one company for login. You can also click Switch Company on the Company Information
page to switch to another company. For details, refer to Become a Hik-Partner Pro User After
Product Upgrade .
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Chapter 4 Become a Hik-Partner Pro User After
Product Upgrade

Hik-Partner Pro is upgraded from Hik-ProConnect, combining the features of Hik-ProConnect and
another product named Hik-ePartner, so it provides services which are more diverse and more
professional. If you have already registered for Hik-ProConnect and/or Hik-ePartner before the
product upgrade, you can log in to Hik-Partner Pro using the existing account to become a Hik-
Partner Pro user.

When you log in to Hik-Partner Pro for the first time using the existing account of Hik-ProConnect
and/or Hik-ePartner, a window will pop up to notify you of the product upgrade.

| agree to the Terms of Service and Privac

Log Out

Figure 4-1 Product Upgrade

After you check | would like to receive newsletters about new product introduction, service
introduction, and questionnaires from Hikvision. | understand that | can unsubscribe at any time.
(which is optional) and | have read and agree to Terms of Service and Privacy Policy., and click
Enter, you become a Hik-Partner Pro user and can continue to use Hik-Partner Pro.

[:E] Note

- In some countries/regions, the above-mentioned window will not pop up.

« If your existing account is an Admin account of Hik-ePartner, after you become a Hik-Partner Pro
user, the employee account add-on will be given as a gift to you which can cover the existing
employee accounts in your company and is valid for one year.

- In some countries/regions, the authenticated channel partners can complete the process of
becoming a Hik-Partner Pro user offline.

Refer to the following sections for more details.
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Situations Where You Enter the Home Page Directly After You Click Enter
Other Situations
After First-Time Login

Situations Where You Enter the Home Page Directly After You Click Enter

Your account only exists in Hik-ProConnect.

Your account exists in both Hik-ProConnect and Hik-ePartner, and is the Installer Admin / Admin
account in both companies on Hik-ProConnect and Hik-ePartner, which means the two
companies can be merged into one company, and the data (devices, employees, etc.) of both
companies can also be merged and not lost. Moreover, the information about the two
companies are the same so that you don't need to select the company information to be kept, or
only one of the two companies is authenticated so that the information of the authenticated
company will automatically be kept.

Your account only exists in Hik-ePartner. And your account is the Admin account, or is an
employee account but the Admin user has completed company merging.

Other Situations

Your account exists in both Hik-ProConnect and Hik-ePartner, and is the Installer Admin / Admin
account in both companies on Hik-ProConnect and Hik-ePartner, which means the two
companies can be merged into one company, and the data (devices, employees, etc.) of both
companies can also be merged and not lost. Moreover, the information about the two
companies are the different, and both companies are authenticated / not authenticated. You
have to select the company information you would like to keep after you click Enter.

Your account exists in both Hik-ProConnect and Hik-ePartner. The Installer Admin / Admin
accounts of the two companies are different, so company merging is not supported, which
means both companies are kept for you on Hik-Partner Pro. You have to select one for login after
you click Enter.

Your account exists in both Hik-ProConnect and Hik-ePartner, and your account is an employee
account in Hik-ePartner. You can log in to the company created on Hik-ePartner only after the
Admin user completes merging companies. Or you can continue to log in to your company
created on Hik-ProConnect for using.

Your account only exists in Hik-ePartner and is an employee account. Moreover, the Admin user
has not completed company merging. You can log in to use Hik-Partner Pro only after the Admin
user completes merging companies.

Your account exists in both Hik-ProConnect and Hik-ePartner. And your account exists in more
than one company on Hik-ePartner. You have to select one from the companies on Hik-ePartner
for company merging. You should also select the company information you would like to keep if
needed.

After First-Time Login

If you have completed company merging and your account still exists in more than one company,
or if the companies in which your account exists are all kept on Hik-Partner Pro, you need to select
one company for login.
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You can also click Switch Company on the Company Information page to switch to another
company.
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Chapter 5 Hik-Partner Pro Portal Overview

Hik-Partner Pro Portal is a B/S portal of Hik-Partner Pro platform. The service providers (e.g.,
installation company) can register an Installer Admin account on Hik-Partner Pro, and then the
Installer Admin can invite employees to register Installer accounts. Each company has only one
Installer Admin but can have multiple Installers.

After registration, the Installer Admin and Installers can log into the Hik-Partner Pro via the web
browser and the Home page of the Hik-Partner Pro Portal will show.

5.1 Main Modules

The Hik-Partner Pro Portal is divided into several main modules. You can access these modules via
tabs at the top.

EE] Note

The available main modules for authenticated channel partners are different from that for users
who are not the authenticated channel partners.

Table 5-1 Main Modules of Hik-Partner Pro Portal

Module Description

Home The layouts of Home page for authenticated channel partners are
different from that for users who are not the authenticated channel
partners.

Home Page (Except for Authenticated Channel Partners)

On the Home page, you can check the number of added sites or
devices, view the wizard about how to add and manage devices, view
the number of abnormal devices and total devices, check the number
of not handled and to be followed up exceptions, check the efficiency
statistics of all employees, view some banners showing the key
features, functions, and important information, have an overview of
your services, manage services, set more value-added services for
devices, and view video tutorials and documents to learn more about
the platform and the proper ways of using the platform.

If you have any issues or suggestions generated when using Hik-
Partner Pro, you can report them via Case or Feedback. You can also
use some online tools to improve your work efficiency and quickly
access some pages such as the site adding page, device adding page,
and health monitoring page. Refer to Home Page for details.

36



Hik-Partner Pro Portal User Manual

Module

Description

Home Page (For Authenticated Channel Partners)

On the Home page, you can view the banners showing the key
features, functions, and important information of Hik-Partner Pro,
check the number of added sites and devices, have an overview and
get the introductions of the projects, value-added services, order &
promotion, or explore modules, and quickly access some pages such
as the site adding page, device adding page, and products page. Refer
to Home Page for details.

E@ Note

If the region/country where you locate supports the lottery draw and
the Hik-Partner Pro team has initiated a lottery, you will see an entry on
the banner for uploading a sales receipt to get a ticket and participate in
the lottery.

Site & Device

The module provides entries for main functions including the dashboard
overview, the management and batch configuration of devices /
customer sites / HikCentral Connect systems, health monitoring, and
purchasing/managing services. Refer to Site & Device Module for details.

[:E] Note

« The dashboard overview is only available to authenticated channel
partners who have the permission to access the Site & Device
module.

« The Site & Device module is not available to all authenticated channel
partners.

Solution

The module provides all-around solutions for varied needs from Hik-
Partner Pro users. These solutions are designed to provide
comprehensive and end-to-end capabilities for diverse service providers,
which can empower them to explore new business opportunities,
optimize operations, and get a winning edge in the competition.

You can perform the following operations in the Solution module.

- View solutions listed for a variety of verticals.

« Filter solutions of a vertical by tags of its sub verticals.

- Display solutions in groups by different types, namely solutions by
industry, by scenario, and by function.

« Search for solutions keyword.

« Sort the solutions in ascending/descending order by release date
and/or number of views.

37




Hik-Partner Pro Portal User Manual

Module Description

» Add a solution to Favorites and view only those added to Favorites by
checking My Favorites.

« View the solution description and BOQ (Bill Of Quotation), and
download the related documents.

« Like solutions and share solutions you interested by sending the links
to other persons.

[@Note

This function is only available to some users in some countries/regions.

For details, please contact Hikvision.

Explore The module collects the latest product information, marketing materials,

and activity notifications of Hikvision. Service providers can easily keep
up with the trend here, without having to find the latest feeds on other
websites, and forward the interested materials to their customers.

Feeds

You can get and quickly share the latest information about Hikvision
products and case studies with your customers. The product feeds are
categorized by product type for easy search.

Event

You can view the upcoming and past events, such as training, seminar,
exhibition, roadshow, lucky draws, lotteries, and promotions, initiated
by the Hik-Partner Pro team and participate in the upcoming events.

E@ Note

The lottery is only available to some users in some countries/regions.
If you want to participate in a lottery, you can upload the sales
receipt to get a ticket and wait for the draw.

How To

If you have troubles with product installation or software setup, you
can view both documents and videos in How To for guiding you
through solving all kinds of problems you encounter when using
Hikvision products and services. The how-to documents and videos
are categorized by product type for easy search.

Video

You can view product videos, case study videos, and how-to videos
for getting the information you want when using Hikvision products

38




Hik-Partner Pro Portal User Manual

Module

Description

and services. The product videos and how-to videos are categorized
by product type for easy search.

Notice

You can view notices announced by the Hik-Partner Pro team to know
some important information about the product, such as updates in
the current version.

The Notice window will automatically pop up once you logged in to
the Hik-Partner Pro Portal. If you check Do Not Show Again before
closing the window, it will not pop up for your next time login.

E@ Note

» For Feeds and How To, you can like or comment them, and add them
to the Favorites. You can also go to My Hik-Partner - Account
Information & My Comments / My Favorites to view your historical
comments or favorites.

« This function is only available in certain countries/regions. For details,
please contact Hikvision.

Project

This module provides the support (e.g., trainings, consultations, and
learning materials) and pricing for users who have new projects to help
them better complete their projects.

For how to register a project, refer to Project .

[:EI Note

This function is only available to some users in some countries/regions.
For details, please contact Hikvision.

Order & Promotion

This module supports viewing the information about hot products or a
certain type of products. You can search for or filter the products,
download the related documents, share the product information with
others, compare parameters/specifications of products to learn about
their similarities and differences, and submit orders to purchase
products.

For details, refer to Order & Promotion .

[:E:I Note

This function is only available to some authenticated channel partners.
For details, please contact Hikvision.

Incentive

Rewards Store
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Module Description
It is a reward point system to reward your trust and support. You can
complete specific tasks to get the reward points redeemable for lots
of gifts.
For details, refer to Rewards Store .
E@Note
This function is only available in certain countries/regions. For some
countries/regions, the function is available only when you have your
company authenticated.
Compensation
For distributors who keep a supply of products from Hikvision at a
fixed price in advance, but later sell products at a lower price due to
getting project support, you may apply for compensation online. After
a compensation application is approved, the compensation amount
may be issued to your e-wallet, or you may be compensated by credit
notes against receivables or free items.
[@Note
This function is only available to some authenticated channel
partners in some regions/countries.
Partner Program

Resellers can apply for partner programs on Hik-Partner Pro with the
contract agreements signed both offline and online. Resellers can also
view their program history and the certificates that they get after
their application is approved and the contract agreement is signed.
DﬂNote
This function is only available to some users in some regions/
countries.

Support This module is available to you in many helpful formats. Wherever you

are, whenever you need it, we have resources ready. Whether you are
installing hardware or have questions about our services, our online
support, documentation, and knowledgeable representatives are only a
mouse-click away.

Tools
You can use some online tools to improve your work efficiency.

Tutorial Center
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Module

Description

You can view video tutorials and documents in the Tutorial Center to
learn more product information and the proper ways to use our
products.

Chatbot

If you have any question about Hik-Partner Pro, you can try finding
the answer here.

Case

If you have any issues when using Hik-Partner Pro, you can get
professional services from our technical support via Case. For details,
refer to Case .

Feedback

If you encounter any problems while using the product or if you have
any functional needs or suggestions, please feel free to contact us via
Feedback.

After opening the feedback window, you can select a type for your
feedback and then enter your suggestions in the pop-up window and
attach a picture if necessary. Enter an email address. After we receive
your feedback, we will send an email to this address if we get a
conclusion. Click Submit to submit your feedback to us.

Contact Us

You can get the contacts (i.e., address, phone, and email) of our
headquarter and the local office, and the email address of your sales
representative.

RMA (Return Material Authorization) / Serial Number Inquiry

The RMA is an arrangement in which you can ship an item back for an
exchange or repair due to a product defect or malfunction. For the
detailed process, refer to Return Materials Authorization .

After you submit RMA requests, you can search for requests by the
device serial No. to view the request status.

[:E] Note

This function is only available to some users in some countries/
regions. For details, please contact Hikvision.

My Hik-Partner

This module deals with all the management and administration aspects
of a single installation company.

Company Management
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Module

Description

Company Information

View and manage the company information. See Manage
Company Information for details.

Employee
Each company has only one Installer Admin but can have multiple
Installers. The Installer Admin can invite the company's employees
to register Installer accounts and assign different permissions to
employees according to actual needs. Installer whose role contains
permission of Manage Account and Role can also invite other
employees to be Installers by registering Installer accounts. See
Invite Employee for details.

Employee Efficiency Statistics
Shows the efficiency statistics of all employees, including the latest
active time, added sites, added devices, handed-over sites,
handed-over devices, and handled device exceptions. See View
Employee Efficiency Statistics for details.

Manage My Agreements

Distributors can manage and sign contract agreements of partner
programs with resellers and Hikvision on Hik-Partner Pro.

[:E] Note

This function is only available to some users in some regions/
countries.

Role and Permission

A role defines one employee's rights to the functions in the
system. After creating a role and specifying the role's permission,
you can assign it to the employees according to actual needs. See
Manage Role and Permission for details.

Operation Log

View the operation logs of your accounts and sites in the current
company. See Search Operation Log for details.

EE] Note

This function is not available to authenticated channel partners.

Co-Branding
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Module

Description

Enable to display the company logo on the Hik-Connect Mobile
Client for brand promotion to the end users. For details about how
to get the co-branding service for free and enable the service, refer

to Co-Branding .
My Address

Manage your shipping addresses for receiving items (e.g., gifts,
repaired devices). See Manage My Shipping Address for details.

[:E] Note

This function is only available in certain countries/regions. For
details, please contact Hikvision.

Verify Gifts
Distributors verify the gifts redeemed offline and export the
records.

EE] Note

This function is only available in certain countries/regions. For
some countries/regions, the function is available only when you
have your company authenticated.

My Partner Network

You can view and export basic information about your partner. For
details, refer to View My Partner Network .

[:E:I Note

This function is only available to some authenticated channel
partners in some countries/regions. For details, please contact
Hikvision.

Account Information
My Profile

Edit your account information, including profile photo, name,
email address, password, and phone number. Refer to Set Account

Information for details.
My Favorites / My Comments
View your historical comments to news and how-to articles, and

view the news, how-to articles, and solutions that are added to
your Favorites.

Dashboard
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Module

Description

Have an overview of the status of all your projects and orders, and
view the number of your DPPs/distributors. For details, refer to View
Dashboard .

EE] Note

This function is only available to some users in some countries/
regions. For details, please contact Hikvision.

Order

View your order details, invoices, balances of your e-wallet, financial
reports, stock lists, price lists, and so on. For details, refer to View My
Orders .

[:E:I Note

This function is only available to authenticated channel partners. For
details, please contact Hikvision.

Rebate

For authenticated channel partners to view the rebates they earn
from successfully promoting services of Hik-Partner Pro to their
customers. See Rebate for details.

[:E:I Note

This function is only available to some authenticated channel
partners in some countries/regions. For details, please contact
Hikvision.
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5.1.1 Home Page
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Figure 5-1 Home Page (Except for Authenticated Channel Partners)

Table 5-2 Home Page Description (Except for Authenticated Channel Partners)

Name

Introduction

Site, Device, and
HikCentral Connect
Overview

You can view the total number of sites/devices, the number of
abnormal sites/devices, and the total number of HikCentral Connect
systems managed by you.

Click Add Site to add a new site. For details, refer to Add New Site .

Click Add Device to add a device. You can also click @ in the top right
corner of the Site & Device Overview pane to open the wizard about
adding devices, handing over devices to customers, and remote
configuration, and click Add Device Now to start adding a device. For
details, refer to Add Device .

Click Add HikCentral Connect to add a HikCentral Connect system. For
details, refer to Create HCC Systems .

The recently visited sites will be displayed on the Site & Device
Overview pane and you can click a site name to enter the site details

page.
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Name

Introduction

EE] Note

If there are no sites, devices, and HikCentral Connect systems
added, the wizard will automatically be displayed on this pane.

« A prompt will appear at the top of this pane to show the number of
notifications to be handled, and you can click Handle Now to enter
the Notification Center module to handle these notifications.

« The HikCentral Connect service is only available in certain countries
or regions.

Health Monitoring
Overview

You can view the number of abnormal devices and total devices,
including devices overall and each device type respectively.

EE:I Note

You can click More to enter the Health Status page to check the details
about device status. For detailed instructions about Health Status,
refer to View Status of Devices in All Sites and View Status of Devices
in a Specific Site .

Exception Notification
Overview

You can view the number of not handled and to be followed up
exceptions and numbers of top 5 types of the not handled exceptions.

You can click a number on a chart to enter the Exception Center page
and the exceptions will be filtered correspondingly. For example, if you
click the number on the Not Handled chart, the exceptions will be
filtered by the status of Not Handled on the Exception Center page.

EE:I Note

To receive exception notifications, you need to configure the
recipient when setting the exception rule. For details, refer to Add
Exception Rule .

« The number of exceptions you view here may not be the same as
that in Exception Center. You can click More to enter the Exception
Center page to check the received exceptions. For detailed
instructions about Exception Center, refer to Exception Center .

Employee Efficiency
Overview

You can view the efficiency statistics of all employees, including the
numbers of added sites and handed-over sites, the numbers of added
devices and handed-over devices, the number of device exceptions, the
exception handing rate, and the numbers of handled and to be handled
exceptions.
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Name

Introduction

You can also filter statistics data by this month, this week, and today, or
click Refresh to display the latest statistics data.
If you want to view more data, click More to enter the Employee

Efficiency Statistics page. For details, refer to View Employee Efficiency
Statistics .

EE] Note

This is only supported only if you have permissions to manage the
employees.

My Service Overview

You can have an overview of your services and manage the services.
Free Package (Adding Devices + Remote Configuration)

« Display number of managed devices and devices that can be
added.

« Display the entrances for adding devices and synchronizing
devices from Hik-Connect.

Co-Branding

Display the company logo when co-branding is enabled and the
entrance for enabling the co-branding.

Health Monitoring Service

« Display the numbers of used and available service packages and
the entrance for activating the service.

« Display the number of devices with expiring or expired service
and the entrance for details, if there are devices with the service
expiring within 30 days.

« Display the numbers of device exception notifications and
scheduled reports if there are devices using the health monitoring
service.

« Displaying the entrance for renewing/expanding.

« Display the entrance for getting the free health monitoring
packages (if any).

« Display the entrances for enabling the device exception
notifications and configuring the scheduled reports.

Cloud Storage Service
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Name

Introduction

« Display numbers of used and available service packages.

« Display the number of devices with expiring or expired service
and the entrance for details, if there are devices with the service
expiring within 30 days.

« Display the entrances for renewing/expanding and activating the
service.

Employee Account Add-On

+ Display used and available employee accounts.

« Display the expiry time when the service is expiring within 30 days
and displaying the entrance for renewing the service

« Display the entrances for inviting employees and managing
employees.

Cloud Attendance Service

« Display numbers of used and available service packages.

« Display numbers of expiring and expired cloud attendance
systems and the entrance for details.

« Display the entrance for adding cloud attendance systems.

Alarm Receiving Center (ARC) Service

« Display the status of your application for joining as ARC if your
company has applied, and displaying the entrance for applying if
your company has not applied or the application failed.

« Display the number of companies added to the local ARC list and
the name of last joined company.

 Display the numbers of managed devices.

« Display the entrance for viewing the local ARC list and searching
for ARCs.

« Display the entrance for configuring the ARC service.

EE] Note

This section will be displayed only if your country/region supports
the ARC service, and your company type is ARC or there are
companies added to the local ARC list.

EE] Note

« This feature is supported only if you have the permission to manage
service packages and orders.

« Only the services for which you have available service packages will
be displayed on My Service Overview.
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Name

Introduction

More Value-Added
Services

You can set related service (such as temperature screening and people
counting) for devices after adding them to sites. Click Set in the upper
right corner, and select a site in the list to enter the site details page.

Help View online documents including the Device Compatibility List, User
Manual, Datasheet, and What's New.
Banner There are some banners, showing the key features, functions, and

important information of Hik-Partner Pro.

DE] Note

If the region/country where you locate supports the lottery draw and
the Hik-Partner Pro team has initiated a lottery, you will see an entry
on the banner for uploading a sales receipt to get a ticket and
participate in the lottery.

Rewards Store

You can view the total available points, check in to earn points, and
view available gifts for redeeming.

Click More to enter the Rewards Store page and perform more
operations. For details, refer to Rewards Store .

Case/Feedback

The Case is a center for you to report any issues generated when using
Hik-Partner Pro. Our technical support will receive your issues and help
you resolve them as soon as possible.

The Feedback is a center for submitting your own suggestions or
suggestions from your customers.

Tools

You can use some online tools to improve your work efficiency.
Click More to view all the provided tools.

Tutorial Center / How To

Under the Tutorial Center tab, you can view three latest video tutorials
to learn more about Hik-Partner Pro and the proper ways of using the
platform.

Under the How To tab, you can view three latest how-to documents or
videos for guiding you through solving all kinds of problems you
encounter when using Hikvision products and services.

Click More to view all video tutorials and how-to documents/videos on
the corresponding pages.
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Name Introduction

EE] Note

The How To tab will not be displayed if there is no related information.

Event/Feeds Under the Event tab, you can view three latest upcoming and past
events, such as training, seminar, exhibition, roadshow, lucky draws,
lotteries, and promotions, initiated by the Hik-Partner Pro team.

Under the Feeds tab, you can view three items of latest information
about Hikvision products and case studies.

Click More to view all events and feeds on the corresponding pages.

[jﬂ Note

These two tab will not be displayed if there is no related information.

“4

I/ﬁ'ﬂ'.

Remote Device Maintenance
Q! [ Addsite |
Locate, diagnose and resolve problems remotely via P2P network. &)
W . ) g @ m © | Add Device |
[ Add HikCent.. |
.

Rewards Store

Figure 5-2 Home Page (for Authenticated Channel Partners)

Table 5-3 Home Page Description (for Authenticated Channel Partners)

Name Introduction

Banner There are some banners, showing the key features, functions, and
important information of Hik-Partner Pro.

EE] Note

If the region/country where you locate supports the lottery draw and
the Hik-Partner Pro team has initiated a lottery, you will see an entry
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Name

Introduction

on the banner for uploading a sales receipt to get a ticket and
participate in the lottery.

Company, Site, Device,
and HikCentral Connect
Overview

You can view your company logo and name, the partner level, the total
number of sites, devices, and HikCentral Connect systems managed by
you.

Click Add Site to add a new site. For details, refer to Add New Site .
Click Add Device to add a device. For details, refer to Add Device .

Click Add HikCentral Connect to add a HikCentral Connect system. For
details, refer to Create HCC Systems .

DE Note

« The HikCentral Connect service is only available in certain countries
or regions.

. If the Site & Device module tab is not displayed in the top navigation
menu, the entrances for adding sites / devices / HikCentral Connect
systems will also not be displayed.

Project Overview

Click Project Registration to view the features about the Project
module.

You can click Register a New Projects to go to the Project page and
create a project. For details, refer to Create a Project

EE] Note

This function is only available to some authenticated channel partners
in some countries/regions. For details, please contact Hikvision.

Rewards Store Overview

You can view the available gifts for redeeming, and redeem your
reward points for gifts.

Click More to enter the Rewards Store page and perform more
operations. For details, refer to Rewards Store .

Trending Products
Overview

You can click | /| view the information about the hot products.

Click More to enter the Order & Promotion module and perform more
operations, such as submitting an order, comparing products, and so
on. For details, refer to Order & Promotion .

[:EJ Note

This function is only available to some authenticated channel partners.
For details, please contact Hikvision.
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Name

Introduction

Explore Overview

You can view the hot news and how-to articles to keep up yourself with
the trend.

Click More to enter the news or how-to details page.

Solution Overview

You can switch to view some basic information about hot solutions.

Click More to enter the Solution page to search for and view more
solutions.

DE Note

This function is only available to some authenticated channel partners
in some countries/regions. For details, please contact Hikvision.

5.1.2 Site & Device Module

The Site & Device module is divided into several sections. You can access these sections via the
navigation pane on the left.

[:EJ Note

« The Site & Device module is not available to all authenticated channel partners.
+ You can click # to pin or unpin the navigation pane on the left of the page.

Table 5-4 Site & Device Module

Name

Introduction

Dashboard

The dashboard overview is only available to authenticated channel
partners who have the permission to access the Site & Device module.
You can check the total number of sites / devices / HikCentral Connect
systems, view the wizard about how to add and manage devices, view
the number of abnormal devices and total devices, check the number
of not handled and to be followed up exceptions, check the efficiency
statistics of all employees, have an overview of your services, manage
services, set more value-added services for devices, and view online
documents to learn more about the platform and the proper ways of
using the platform.

The layout of the dashboard for authenticated channel partners is
similar to that of the Home page for users who are not authenticated
channel partners. For details, refer to Table 5-2 .

Site & HCC

Customer Site
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Name

Introduction

A site represents a physical location where devices are installed and
through which the Installer Admin/Installer can manage the devices.

Site Map

If sites are configured with the GPS information, they can be
displayed on the map for viewing the site details, such as the site
name, site owner, site location, and number of online/offline/
abnormal devices.

HikCentral Connect

A system created by installers via the Hik-Partner Pro Portal for
providing a Video Security as a Service (VSaaS) solution for
enterprise users. For details, refer to the user manuals of HikCentral
Connect.

EE] Note

HikCentral Connect is only available in the certain countries or
regions.

Install & Configure

Batch configure online encoding devices on the same LAN with the

Portal via custom templates. See Batch Confiqure Devices on LAN for

details.

« Remotely batch configure AX PRO devices via custom templates. See
Batch Configure AX PRO .

« Batch arm/disarm AX PRO devices on different sites. See Batch Arm/
Disarm AX PRO and AX HYBRID PRO .

« Batch upgrade devices including security control panels, encoding

devices, etc., on the same LAN. See Batch Upgrade Devices on LAN .

Health Monitoring

Health Status
The Installer can view the devices overall, normal, and abnormal
status, locate the abnormal devices, and perform troubleshooting
quickly.

Exception Center
After setting the exception rules, when an exception occurs on the
device, the device will push a notification to the Portal and you can
view all the received notifications of exception in the Exception
Center.

Scheduled Report

The platform can send the health check reports of encoding devices
and AX PRO devices to target recipients regularly.
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Name Introduction

Maintenance Quotation

You can create quotation for providing the device maintenance
service for your customers. Thus, you can standardize the service
process, improve customer satisfaction, and expand your business.

Service  Service Market: Hik-Partner Pro provides value-added services and
you can purchase these service packages or renew them. You can
also view details of the free package.

« My Service: View all services you purchased and the details, such as
free package and cloud storage service package.

+ Order: View the order list and order details.

Add Device An entrance for quickly accessing the Add Device page. For details
about adding devices, refer to Add Device .

Reset Device Password | An entrance for quickly resetting the password of a device. For details
about resetting devices' passwords, refer to Reset Device Password .

5.2 Other Modules

Global Search

Click @ inthe top right corner of the Portal to open a search pane. Select All, Sites, Device, Feeds,
or How To and enter the corresponding keyword to search for sites, devices, feeds, or how-to
documents/videos.

All Sites Device Feeds How To X

Q ‘ Search

Figure 5-3 Global Search Pane

The search results will be listed in a new page. You can view the site information (including the site
owner, phone number of the site owner, site address, site type, and site manager), the device
information (including device name, device type, device serial No., online status, and health
monitoring status), and the short descriptions of feeds or how to. You can also click a result item to
enter the corresponding details page.

The search history will be displayed on the search pane, and you can click a historical keyword to
search again or clear the search history.
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Get Co-Branding for Free
Click ¢» on the top right of the Portal to get the co-branding for free. See Co-Branding for details.

EE] Note

The display of the icon <% on the top right is not supported in all countries/regions.

Check In to Earn Point

For the first time login in a day, you can click Check In on the top of the Portal to check in and the
reward points will be credited to your account.

And then you can view your total points on the Home page (except for authenticated channel
partners), on the Dashboard page in the Site & Device module (for authenticated channel
partners), or on the Rewards Store page and perform more operations, such as completing tasks to
earn points, viewing point history, and redeeming points for gifts. For details, refer to Rewards
Store .

Switch Company

Click & in the top right corner of the Portal to switch companies for login if you have upgraded and
become a Hik-Partner Pro user and your account still exists in more than one company.
Notification Center

Shows all the history business notifications (including device management invitations, site sharing
notifications, and notifications about device installation work orders), notifications of device/
channel exceptions, new features of the system messages, and the latest deals and offers. For
more details about the notification center, refer to Notification Center .

Help

Click [z] in the top right corner of the Portal to show a drop-down list.
User Manual

Provides an entrance for viewing the user manual of the Hik-Partner Pro Portal online.

Wizard
View a wizard that guides you through the process of configurations and operations.

Click Next or Previous to go through the introductions in the wizard. You can click the image on
the right to view the large image and check the details on the image if necessary.

Click Skip to close the wizard.

Questionnaire

Provides an entrance for joining the survey to help us provide a better experience and service for
you.

DEJ Note

This icon is displayed only when a survey has been initiated.
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Chatbot
Provides an entrance for asking questions and getting answers.

After-Sales Authorization Code

Provides an entrance for you to view the after-sales authorization code of your company. The
after-sales authorization code is exclusive to the technical support staff for troubleshooting only.
You can give your authorization code to the staff when it is necessary to log in to your account for
troubleshooting. The staff can log in to your account via the authorization code to view or edit
the information about the company (name, type, etc.), manage sites, remotely devices (AX PRO,
etc.), perform health monitoring, etc.

You can click Extend to extend the validity period for the current authorization code or click
Invalidate Authorization Code to invalidate the code right away.

[:@ Note

One company can only have one valid after-sales authorization code. If the code is invalidated or
your company has no authorization code, you can choose to generate one.

Profile Photo and Account Name

In the upper-right corner of the Portal, click the account name or profile photo to open the drop-
down list.
Account Settings and Upgrade Account
Provides an entrance for editing the basic information of the account or deleting the Installer
Admin account if it is no longer used. For details, refer to Set Account Information .

When you logged in by the Hik-ProConnect account, you can select Upgrade Account in the drop-
down list and click Register or click Login to register an OneHikID account or log in by an existing
OneHikID account.

Subscribe to Newsletters
Provides an entrance for subscribing to newsletters. You can also unsubscribe here at any time.

After the unsubscription, you will not receive any newsletter emails (such as new product
introduction, service introduction, and questionnaires) from us.

Link with Hik-Connect Account
Provides an entrance for linking your Hik-Partner Pro or OneHikID account with multiple Hik-
Connect account, so the devices managed in the Hik-Connect account can be synchronized to Hik-
Partner Pro account or OneHikID account automatically. For details, refer to Synchronize Devices
with Hik-Connect Account .

My QR Code

Provides an entrance for downloading your QR code, so your customers can scan via the Hik-
Connect Mobile Client to add you as the service provider and authorize you to manage devices.

You can also go to My Hik-Partner - Account Information - My Profile page to view your QR
code.
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EE] Note

This feature is only supported by accounts with the Manage Assigned Sites permission.

Verify Gifts
Provides an entrance for distributors to verify the gifts redeemed offline and export the records.

About

View the version of the current system, and read the agreements, including terms of service,
privacy policy, and open source license. You can also scan the QR code with your mobile phone to
download the Hik-Partner Pro Mobile Client.

Switch Company

Provides an entrance for switching companies for login if you have completed company merging
and your account still exists in more than one company, or if the companies in which your
account exists are all kept on Hik-Partner Pro.

Log Out
Log out of the current account and return to the login page.

Floating Tool Bar
2 Shopping Cart

Provides an entrance for entering your shopping cart to view the added products. For details,
refer to Create an Order .

DEJ Note

This function is only available to authenticated channel partners. For details, please contact
Hikvision.

= Order Upload

Provides an entrance for quickly submitting orders by uploading information (material code,
guantity, etc.) of products with a predefined template. For details, refer to Create an Order .

EE] Note

This function is only available to authenticated channel partners. For details, please contact
Hikvision.

vs Product Compare

Provides an entrance for comparing multiple products with their same specifications hidden, so
you can quickly choose products as needed. For details, refer to Compare Products .

DE] Note

This function is only available to some users in some countries/regions. For details, please contact
Hikvision.
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¢ Chatbot/Feedback
Provides entrances for asking questions and getting answers, submitting your own suggestions or

suggestions from your customers.
Questionnaire
Provides an entrance for joining the survey to help us provide a better experience and service for

you.

EE] Note

This icon is displayed only when a survey has been initiated.
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Chapter 6 Site Management

A site can be regarded as an area or location with actual time zone and address, such as your
customers' home, office, etc. You can create a site on Hik-Partner Pro to manage devices on it.
Moreover, after you complete installing and setting up devices on a site, you can hand over the site
and devices to your customer.

Read the following two sections to learn more about the key features related to site management.

- Real Sites and Sites on Hik-Partner Pro
- Typical Scenario of Handing Over Site

Real Sites and Sites on Hik-Partner Pro

The following diagram shows the relationship between the "real sites" and the "sites on Hik-
Partner Pro".

City A Hik-Partner Pro
/ﬂ\' N I . < Site 1
q ) Managed via
HH Eddie’s House Site 2

Site 1 (eddie’s House
[ ‘ :
A

Figure 6-1 Manage Devices via "Site"

Typical Scenario of Handing Over Site

The following diagram shows a typical scenario related to device handover and authorization, as
well as the overall process. For more information, see Hand QOver Site .
In the diagram, HPP represents Hik-Partner Pro and HC represents Hik-Connect.
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Figure 6-2 Scenario and Process

6.1 Site Page Overview

On the Site page, you can view the sites that are assigned to you (the Installer Admin as well as
Installers with Manage All Sites permission can view all the sites of the company), and perform
some operations for the sites, such as searching site, adding site, handing over site and assigning

site.

Enter the Site page.

« Move your cursor to the Site & Device tab. Select Customer Site to enter the Site page.
+ Click on the number of sites or click Add Site on the Home page to enter the Site page.

Click the search box on the top right of the Customer Site page and click Site with Offline Device to

display sites with offline devices.
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m E2 Add Device [ Scheduled Re: B3 synchronize @ Batch Arm/Di ~3B Device Mana.

Site Name Address Site Owner Device Site Manager Status Operation

Figure 6-3 Site Page
There are different status for the sites in site list.
Not Handed Over
The site is newly added, and you have not handed over site to the customer.
Not Registered
The handover has been sent to customer who has not registered a Hik-Connect account.
To Be Accepted

The handover has been sent but not be accepted by customer who has registered a Hik-Connect
account.

Handed Over, Not Authorized
The site is handed over to the customer, but the site is not authorized to the Installer.
Authorized and Monitoring

The Installer gets the authorization of the site from the customer.

[:@ Note

According to site status, the Installer Admin and Installers with related permissions can perform
the following operations in the table below.

Table 6-1 Supported Operations in Different Status

Supported Not Handed Over | To Be Accepted |Handed Over, Not| Authorized and
Operations Not Registered Authorized Monitoring
Search Site v v v v
Assign Site v v v v
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Supported Not Handed Over | To Be Accepted | Handed Over, Not| Authorized and
Operations Not Registered Authorized Monitoring

Hand Over Site \4 \4 X X

Manage Device v v X v

Edit Site v v x v

Delete Site \4 \4 \4 \4

Apply for X x v x

Authorization

Share Site X x x Vi

EE Note

« See Add Device for details about how to add devices to the site.
« See Synchronize Devices with Hik-Connect Account for details about how to synchronize devices
with Hik-Connect account.

6.2 Add New Site

When the end user wants the installation company to provide installing service or the installation
company assigns the employee for device installation of specified end user, the Installer Admin or
Installer with related permission needs to create a new site for managing these devices of end
user.

Before You Start
Make sure you have the permission of adding a new site.

Steps
1. Enter the Site page.
- Move your cursor to the Site & Device tab. Select Customer Site to enter the Site page.
- Click on the number of sites or click Add Site on the Home page to enter the Site page.
2. Click Add New Site - New Site .

[:@ Note

If an existing site of end user is not authorized to any installation company, you can select
Existing Site to add the existing site. For more details, refer to Add Existing Site .

3. Set the site name, time zone, scene, site address, city, and state/province/region.
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EE] Note

« When setting the site address, you can click on the map to locate a place, or you can enter
keywords in the search box to locate a place on the map.

« You should select the correct time zone where the devices locate and the time zone cannot be
changed after the site is added.

- The Installer can select different configuration plans for the site and devices according to the
selected scene.

4. Optional: Check Sync Time & Time Zone to Device to synchronize the time and time zone of the
site to the devices added to the site.

5. Optional: Enter the end user information, such as contact number and maintenance records as
the remark.

EE Note

The end user can view the remarks via Hik-Connect Mobile Client.

6. Click OK to add a new site to the list.
7. Optional: According to the site's status and authorization, perform one of the following
operations.

E@ Note

For more details about supported operations in different site status, refer to Site Page
Overview .

Search Site Enter keywords in search filed, and click C) to display the search results in
the list.

View Site Click the site name to view the site details, including managed devices, site

Details information, and so on.

Edit Site On the right side of the Site Details page, click Z to edit the site name, site

address, city, state/province/region, remarks, and whether to check Sync
Time & Time Zone to Device or not.

DE Note

When editing the site address, you can find and click the place on the map,
or you can enter keywords in the search box to locate the place on the map.

Delete Site Hover the cursor over ... on Operation column and click [i to delete the
site.

EE] Note

If a site contains armed security control panel(s), it cannot be deleted.
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Hand Over Site

Manage Device

Export Site
Information

For the site in the status of Not Handed Over, click 2, on Operation column
on Site page or click Hand Over on Site Details page to hand over the site to
an end user.

DEJ Note

For more details, refer to Hand Over Site .

For the site in the status of Not Handed Over, Not Registered, To Be
Accepted, or Authorized and Monitoring, you can click the corresponding
icon on Operation column or enter Site Details page to manage the devices,
such as adding device to the site, upgrading device, deleting devices,
applying for live view or configuration permission, adding linkage rule,
adding exception rule, etc. For more details, refer to Device Management .

EE] Note

If a security control panel is armed, it cannot be deleted unless being
disarmed first.

Click Export to export all sites and device information under the account.

6.3 Add Existing Site

When a site is not assigned to a company or if a site was previously assigned to a company but was
later released and is now not associated with a company, you can add it by applying for site
authorization from the site owner.

Steps

1. Enter the Site page.

- Move your cursor to the Site & Device tab. Select Customer Site to enter the Site page.
- Click on the number of sites or click Add Site on the Home page to enter the Site page.
2. Click Add New Site and select Existing Site.
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Add New Site X

New Site (o) Existing Site

Figure 6-4 Add Existing Site

3. Enter the site ID provided.

EE] Note

« You can get the site ID form the site owner, who can view the site ID via Hik-Connect Mobile
Client.

 Please inform your end users to download or update the Hik-Connect Mobile Client (V 4.15.0
or later). You can send the QR code or download link shown in the banner on the Home page
to them.

4. Optional: Enter the end user information, such as contact number and maintenance records as
the remark.
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EE] Note

The end user can view the remarks via Hik-Connect Mobile Client.

5. Click OK.

The site will be added in the site list and the site owner will receive an application. After the site
owner approves the application, the site will be authorized to the Installer.

6.4 Assign Site to Installer

The Installer Admin or the Installers with the Manage All Sites permission can assign a site to the
specified Installer as site manager responsible for configurations of the devices on the site.

Before You Start
Make sure you have the the Manage All Sites permission.

Steps
1. Enter the Site page.
- Move your cursor to the Site & Device tab. Select Customer Site to enter the Site page.
- Click on the number of sites or click Add Site on the Home page to enter the Site page.
2. Select one or multiple sites for assignment.
. Click Assign.
4. Select one or multiple Installers as the site manager(s) of the selected site(s).

w

[:Ej Note

No more than 100 site managers can be assigned to each site.

5. Click OK.

The site manager of assigned sites can enter site details and perform related operations, such as
adding devices.

6.5 Hand Over Site

After the installation company completed the installation, the Installer needs to hand over the site
to a customer. If required, the Installer can also apply for specified permissions for further device
maintenance when handing over the site.

Before You Start
Make sure the site status is Not Handed Over and you have the permission of site management,
such as managing all sites and assigning sites.

Steps
1. Move your cursor to the Site & Device tab.
2. Select Customer Site to enter the Site page.
3. Select a site to be handed over.
- Select a site and click 2, in the Operation column.
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N

- Click the site name to enter the Site Details page and click Hand Over Now.

You will enter the Hand Over Site page.
. Optional: Check Allow Me to Disable Hik-Connect Mobile Client Remote Use.

[:@ Note

« If checked, after you hand over the site to your customer and your customer approves the
request, you can disable the Hik-Connect Mobile Client remote use for devices that you rent
to your customer without their authorization. If the Hik-Connect Mobile Client remote use is
disabled, your customer will not be able to use these devices via the Hik-Connect Mobile
Client for live view, playback, receiving alarms, etc. The tenant site scenario is a typical
scenario to which this feature is applicable (see Typical Tenant Site Scenario for details).

« You can go to the Device tab to disable the Hik-Connect Mobile Client remote use for one
device or all devices in this site by clicking 2 or setting the Hik-Connect Mobile Client Remote
Use switch to off. You can also delete the devices from the your customer's Hik-Connect
account without her/his authorization.

. Optional: If you have checked Allow Me to Disable Hik-Connect Mobile Client Remote Use in
the previous step, check Grant Me Highest Configuration Permissions for Devices on Site to get
the highest configuration permissions for devices on the current site which your customer
cannot edit.

. Select Email or Phone Number as handover mode.

. Enter the site owner's email address or phone number.

. Optional: Select permissions to apply for.

EE Note

« You can set the validity period for the permissions of configuration, live view, and playback,
and select the device(s).

« If you have no permission for managing devices, or no devices are added to the site, you
cannot select the permissions of configuration, live view, or playback when handing over the
site.

« If the following permissions are selected, when the customer accepts the handover, the
permissions will be authorized to the installer. The installer does not need to apply for
authorization from the site owner again.

Site Information Management
The permission to manage the site information.
Configuration
The permission to configure selected devices on the site.
Live View
The permission to stream the live video from the selected devices on the site.
Playback
The permission to play back videos of the selected devices on the site.
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9. Optional: Check Apply for Activation of Cloud Attendance Service.

EE] Note

. If the check-box is checked, after you handed over the site to your customer, he/she will be

able to use the cloud attendance system provided by Hikvision or third-party manufactures.

- If the cloud attendance system provided by Hikvsion has been added to the site and activated,

the check-box will appear on the Hand Over Site page.

- If the attendance service is provided by a third-party manufacturer, the check-box will be

Allow #it#t System to Access or Allow Third-Party Attendance System to Access. ### here
refers to the name of the third-party manufacturer.

10. Optional: Check Apply for Site Authorization for Maintenance Service Partner to apply for site
authorization for your maintenance service partner.

EE Note

For details, refer to Share a Site During Handover

11.

12,

13.

Enter the remarks, such as the reason of the handover, which your customer can view when

he/she receives the handover via the Hik-Connect Mobile Client.

Click OK to send the handover.

Your customer will receive the handover email or message in email box or via short message
with a download link of the Hik-Connect Mobile Client. Your customer can download or open
the Hik-Connect Mobile Client via the link.

If your customer has not registered a Hik-Connect account, he/she needs to register a Hik-
Connect account first. After registering the account and accepting the handover via the Hik-
Connect Mobile Client, the customer will become the site owner.

EE] Note

Please inform your customers to download or update the Hik-Connect Mobile Client (V
4.15.0 or later). You can send the QR code or download link shown in the banner on the
Home page to them.

If there are maintenance requirements for the devices added in the Hik-Connect Mobile
Client, but not added and managed in the site, after the customer accepts the handover and
becomes the site owner, he/she can authorize the permissions about these devices to the
Installer.

Optional: Before your customer accepts the handover, click Hand Over Again to send handover

again.

[:Ej Note

You can send the handover for at most five times in one day and the previous handover will be
invalid if you send the new handover again.
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6.6 Typical Tenant Site Scenario

In a typical tenant site scenario, you can help the property management company install and set up
their security devices in their apartments, and help manage the devices so that the devices will be
available for the tenants only during lease periods; as for the tenants, you can help them manage
and configure the devices during lease periods.

To know more about the typical tenant site scenario, read the sections below:

. Two Agreements Reached
« Online Operations

Two Agreements Reached

Before you can hand over the devices in the apartment to the tenant via Hik-Partner Pro, the
following two agreements have to be reached.

We need installers to install and
set up security devices in our
apartments. These devices should
be available for tenants during
their lzzse periods and
unavailable for them when their
leases expire or when they break

‘We have solutions to
meet your demand.

3greements w
(7
= > v
: ALY
L -
Property Management Company Installer

Figure 6-5 Agreement Reached Between the Property Management Company and Installer

Apartment A is available for rent. We have already
installed some security devices in the apartment to
guard the tenant and their property. During the lease
period, you can use the HC App to use these devices for
live view, playback, receiving alarms, etc.

| want to rent an
apartment. N
g
@
dib

End User/Customer (Site Owner) Property Management Company

Figure 6-6 Agreement Reached Between the Tenant and Property Management Company
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Online Operations

After the two agreements are reached, you will operate on Hik-Partner Pro to hand over the
devices to the tenant, of which the process is shown below:

Apartment A is available for rent. We have already
installed some security devices in the apartment to
guard the tenant and their property. During the lease
period, you can use the HC App to use these devices for
live view, playback, receiving alarms, etc.

I want to rentan

apartment.
| installer can disable HC Mobile Client remote use via 3
| the HPP Portal to prevent the end user from using |

® 4 |

| the rent devices when the end user breaks their |

- | contra |
dib $ - !
I
|

End User/Customer (Site Owner) Property Management Company
HPP Portal or Installer hands over site to customer [ HCApp
App & requests end user to
allow installer to disable ---*
HC Mobile Client remote use. .
A R
w -
End user accepts & approves. ..h
.e Installer creates a site on
L AN and adds devices to
the site. Device 2 Devices are handed over to HC.
__|---Site A
End User’s Site (Apartment A) I
| Referred to as a tenantsite on HPP. E \ /

Figure 6-7 Hand Over Devices to the Tenant

1. Create a site. Refer to Add New Site for more details.

Add the devices to the site.

3. Batch configure the devices. Refer to Batch Configure Devices on LAN or Batch Configure AX
PRO for more details.

4. Hand over the site to the tenant. Refer to Hand Over Site for more details.

N

Dﬂ Note

You should request the tenant to allow you to disable the Hik-Connect Mobile Client remote
use, and if the tenant does not approve the request, the devices will not be handed over.

5. The tenant accepts the handover on the Hik-Connect Mobile Client, which means the tenant
also approves your request to allow you to disable the Hik-Connect Mobile Client remote use
and approves your application for permissions (if any).

6. The devices are handed over to the tenant's Hik-Connect account.

6.7 Apply for Site Authorization from Site Owner

When the Site (no permission selected when handing over site) has been handed over to Site
Owner, and then there are maintenance requirements for the devices in the Site, the Installer
needs to send an application to Site Owner for the authorization. After the authorization is
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approved, the Installer can get the permission to manage and configure the devices of the Site.
Besides, the Site Owner can add a device on Hik-Connect Mobile Client and authorize it to the
Installer for further management and configuration.

Steps
1. Move your cursor to the Site & Device tab.
2. Select Customer Site to enter the Site page.
3. Select a Site.
4. Enter Apply for Authorization page.
- Select a Site and click £ on Operation column.
- Click the Site name to enter Site Details page and click Apply for Authorization.
5. Enter the remarks and click OK to send the application.

The Site Owner will receive and handle the application via Hik-Connect Mobile Client. After the
Site Owner approves the application, the Installer will have the authorization of the Site and
perform some operations.

If there are maintenance requirements for the devices added in Hik-Connect Mobile Client, but
not added and managed in the Site by the Installer yet, after consensus, the Site Owner can
select the devices and authorize the permissions of the devices to the Installer.

[:@ Note

« Please inform your end users to download or update the Hik-Connect Mobile Client (V 4.15.0
or later). You can send the QR code to them.

« For AX Pro, after adding an AX Pro to Hik-Partner Pro, the Installer and Installer Admin's
accounts will become the accounts of the AX Pro; these accounts will be deleted after the
Installer deletes the AX Pro from Hik-Partner Pro. If you edit an Installer's login password, the
password for logging in to the AX Pro by this account will also change.

« After authorizing a Site with AX Pro to an Installer, the Installer and Installer Admin's accounts
will become the accounts of the AX Pro; besides, the account with the permission of
managing all Sites will also become the account of the AX Pro.

« If an Installer hands over the Site with this AX Pro to an end user, the end user's Hik-Connect
account will also become an account of the AX Pro, while the Installer's account will be
deleted from the AX Pro. This is also applicable to an Installer Admin.

« For more details about operations on Hik-Connect Mobile Client, refer to the User Manual of
Hik-Connect Mobile Client.

6. Optional: Perform the following operations.

Apply for Device Click the Site name to enter Site Details page and apply for
Permission permissions.

Discard Authorization On the Site list page, click --- & .= to discard authorization or the
Site.
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[:E] Note

For Sites with Allow Me to Disable Hik-Partner Pro Service function enabled when handing over
to Installer, discarding authorization is not supported.

6.8 Accept a Device Management Invitation from a Hik-Connect User

You can accept a device management invitation from your customer (i.e., a Hik-Connect user) to
manage a device already added to a Hik-Connect account. In this way, the device, along with its
configuration and operation permissions, can be shared with you to allow you to manage the
device on Hik-Partner Pro. Compared with synchronizing the device in Hik-Connect with the device
in Hik-Partner Pro, which requires your customer to share their Hik-Connect account name and
password with you, this way is more privacy-friendly and easier to be accepted.

To know more about the device management invitation, read the sections below:

« Overall Process

« Introduction About the Device Management Invitation on Hik-Partner Pro

« The Email of Device Management Invitation

« The Notification of Device Management Invitation

« How Can Your Customer Invite You to Manage Their Device via Hik-Connect

Overall Process

If your customer (i.e., the Hik-Connect user) has already added one device to their Hik-Connect
account, the customer can use the Hik-Connect Mobile Client to invite you to manage this device.
Once the customer completes the invitation, an email containing the invitation information (e.g.,
the Hik-Connect user name and device name) and the button/link for accepting the invitation will
be sent to you, and then you can accept the invitation. Invitations for device management can also
be accepted via Notification Center - Business Notification . Once you accept the invitation, the
device will show on the specified site (namely, the site mentioned in the email or the notification)
on Hik-Partner Pro.
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| need an installer to

manage Device A for me. Email Containing the
Invitation Details and the
Button/Link for Accepting

Customer Invites

Installer via - Hik-Connect Sends the Invitation
Customer App Hik-Connect Invitation Email
Customer Email Sent to Installer

Installer Accepts Invitation and
Hik-Partner Pro then Device A Shows on Hik-

[(==== Partner Pro
| Device A l=

e

Installer

| agree to manage this device
for the customer.

Figure 6-8 Overall Process Diagram

Introduction About the Device Management Invitation on Hik-Partner Pro

You can go to the site list page, and then click Device Management Invitation from Customer to
open the window shown below. This shows how your customer uses the Hik-Connect Mobile Client
to invite you to manage their device. It should be noted that you need to provide your Hik-Partner
Pro account (email address) to your customer first to let them specify you as the Service Provider
who manages their device.
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How Can Hik-Connect Users Authorize You to Manage Their Devices?

f your customer needs to authorize you to manage the devices in her/his Hik-Connect account, please ask the customer
use the Hik-Connect Mobile Client to invite you (by sending an invitation email) to manage her/his devices. After
receiving the invitation email, you only need to accept the invitation to be able to manage her/his devices via Hik-Partner
Pro.

1. You need to provide your Hik-Partner Pro account (email address) to the customer to let her/him find you and invite
you via Hik-Connect.

2. In the invitation process, the customer can select a site (new site or existing site) to which her/his devices will be added.

- Where can Hik-Connect Users Authorize You to Manage Their Devices?

o Share Devics 9 Authorization Service 9 Share Device

Authorization Service .

Figure 6-9 The Pop-Up Window

The Email of Device Management Invitation

The email shows the invitation details including device name, device serial No., name of the site
where the device(s) is added, Hik-Connect user account, and the time of invitation. If you agree to
manage the device(s) for your customer, you need to accept the invitation in three days, otherwise
the invitation will be invalid.

The Notification of Device Management Invitation

The notification shows the invitation details including name of the site where the device(s) is
added, device name, device serial No., and the Hik-Connect user account. If you agree to manage
the device(s) for your customer, you need to accept the invitation in three days, otherwise the
invitation will be invalid.
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Device Management Invitation

My!
Ds-
yzpr

- You should accept the invitation in 3 days if you agree to manage y
our customer's devices. Otherwise, the invitation will be invalid.

- If you do not agree, you need not to perform any operation. The in
vitation will be invalid in 3 days automatically

- If you agree, the site where the device is added will be displayed o

n the Hik-ProConnect Portal or Mobile Client, and you can view the

device status and maintain the devices. Also, you can enter the site |
ist page, and search for the site according to the site name or the us
er’'s account name.

Figure 6-10 Notification Example

How Can Your Customer Invite You to Manage Their Device via Hik-Connect
Refer to the following steps for details about how can your customer invite you to manage their
device via the Hik-Connect Mobile Client.

1. In the device list, tap «° of the device and the Share Device page will pop up. Or select Me -
Manage Sharing Settings - Share Device to show the Share Device page.
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Share Device

-~

Share with User

You can share device permissions to your friends. After
accepting your sharing, your friends can view the live
video, play the recorded video, and receive the alarms from
the device.

Share with User

al

Share with Service Provider

Devices can be shared with a service provider after you
configure permissions and authorize the service provider.
After accepting your sharing, the service provider can
provide remote device operation & maintenance services
for you.

Share with Service Provider

Figure 6-11 Share Device

EE] Note

If this page doesn't show, it means the device cannot be managed by a Service Provider and can
only be shared with another Hik-Connect user.

Possible reasons: the device is shared from others; the device is already managed by a Service
Provider; the device is not enabled with the Hik-Connect service; or the Hik-Partner Pro service
(Service Provider service) is not available in your customer's country or region.

. Tap Share with Service Provider.
. Tap New Service Provider and enter the Service Provider's account to share device permissions
with a new Service Provider; or select an existing Service Provider.

EE] Note

After entering the new Service Provider's account, if the account has been linked with two or
more companies, you should select a company to share device permissions with.

. Select the Site where the device will be added and the device permissions to be granted to the
Service Provider.
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£ Authorization

You can grant device authorization to the Service provider.
After authorization, your Service provider will have the
permissions that you select. You can deauthorize the device to
revoke permissions from Service provider at any time. If you
have any questions, tap to get help.
Service
Provider
Site
Live View

ety e Parmans ©
Configuration

iy erod: Permane ©
Playback °

Figure 6-12 Authorization

6.9 Site Sharing

Before the site handover, you can share a site with your installation service partner (ISP) so that
they can help you add and hand over devices. During and after the site handover, you can share a
site with your maintenance service partner (MSP) to allow them to cooperate with you in providing
device management/maintenance services for your customer, especially in offering technical
support. For the ISP, they have all permissions for devices on a shared site before the site
handover, and their device permissions will be removed after the site is handed over or the sharing
is canceled. For the MSP, you can determine the permissions for them to access devices on the
shared site, and after sharing a site, you can change the MSP's permissions.

[:EJ Note

« If you change the MSP's permissions, your customer will receive a notification about it on the
Hik-Connect Mobile Client.

. If the site is handed over by the ISP to your customer, the handover email/message your
customer receives will only contain your company's information and will not contain any
information about the ISP.

Read the following sections to learn the overall process and limitations of site sharing.
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EE] Note

In the diagrams, HPP represents Hik-Partner Pro, HC represents Hik-Connect, MSP represents
maintenance service partner, and ISP represents installation service partner.

« Share a Site Before Handover
« Share a Site During Handover
« Share a Site After Handover

« Limitations

Share a Site Before Handover

The diagram below shows the overall process of sharing a site before you hand it over to your
customer, and in this scenario, suppose your company is an ARC company. For detailed steps, see
Share a Site Before Handover .

@C'S HPP Account \ ﬁp‘s HPP Account \

""""""""""" ™, 4. Add Devices

3. site Shared with ISP with All | site { and/or Hand A
Site Device Permissions Granted to ISP Over Site to w

Site Owner l ! l
———

1. Create Site on |
HPP and Initiate Site \ /.'

® I
A | . Accept ste

Shari ith ISP
aring wi Sharing

\ / \ Site Sharing Invitation Appeared /

Figure 6-13 Overall Process

Share a Site During Handover

The diagram below shows the overall process of sharing a site when you hand it over to your
customer, and in this scenario, suppose your company is an installation company. For detailed
steps, see Share a Site During Handover .
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{ Installer’s HPP Account \ ﬂp’s HPP Account \

e 4. Site Shared with MSP

3. Accept Site Sharing

e ‘J\SV
o
Ko
.

%
s IZI
Site Owner’s HC Site Sharing Invitation Appeared after Site
Account Owner's Authorization
dib

Figure 6-14 Overall Process

Share a Site After Handover

The diagram below shows the overall process of sharing a site that has been handed over to your
customer, and in this scenario, suppose your company is an installation company. For detailed
steps, see Share a Site After Handover .

[ Installer's HPP Account ﬂp's HPP Account \
dl

3. Accept Site Sharing

Authorized Site

4. Site Shared with MSP

Device A

Account Owner’s Authorization

2 ]
Site Owner’s HC \ Site Sharing Invitation Appeared aﬂey

N

Figure 6-15 Overall Process
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Limitations

« Site sharing is not supported in some countries/regions or by some accounts.

« You can only share a site with your MSP's Installer Admin account, or your ISP's account with the
Manage All Sites or Manage Assigned Sites permission.

« Your account and the account with which you share a site need to be in the same country/
region.

« You cannot share a site with any Installer account of your company.

6.9.1 Share a Site Before Handover

Before the site handover, you can share a site with your installation service partner (ISP) so that
they can help you add and hand over devices.

Before You Start

« Make sure site sharing is supported in both your and the ISP's countries/regions and by both
accounts.

« Make sure the site status is Not Handed Over and you have the permission to manage all sites or
assigned sites.

« The ISP's account should have the Manage All Sites or Manage Assigned Sites permission and
should not be an account of your company.

« Your account and the ISP's account need to be in the same country/region.

Steps
1. Move your cursor to the Site & Device tab.
2. Select Customer Site to enter the site page.
3. Go to the Site Sharing page.
- On the site list, select - = « .
- Click a site to go to the site details page, click Site Sharing on the top left of the page.
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Site Sharing X

What Is Site Sharing?

At
o -
1~ [
fou can share the site with an installation service partner so that they can help
you add and hand over devices.
Current Status
&% Mot Shared with Installation Service Partner
* Installation Service Partner's Hik-Partner Pro Account @
Apply for Permission
24 Hours N

Remarks

£3

“ ca n{el

Figure 6-16 Site Sharing (with ISP)
4. Enter the ISP's Hik-Partner Pro account.

EE] Note

Make sure the account you enter has permission to Manage All Sites or Manage Assigned Sites,
otherwise it will not be able to manage the site.

5. Select the validity period of the permission granted to the ISP.
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EE] Note

« When the set validity period ends, the site sharing will be automatically canceled.
- Before the set validity period ends, the ISP has all permissions for devices on the shared site if
the site sharing is not canceled and the site is not handed over.

6. Optional: Enter the remarks.
7. Click OK.

DEJ Note

« The site sharing will be canceled automatically and all device permissions will be removed
from the ISP's account if the set permission validity period ends, or the site is handed over to
the customer, or the site is deleted.

« You will receive notifications in Notification Center if the ISP accepts/rejects/cancels the
sharing.

8. Optional: Perform the operation(s) below if needed.

View Site You can enter the Site Sharing page of the site you just shared to view the

Sharing sharing status (to be accepted, shared, rejected, etc.), the ISP's account, and
the validity period.

Cancel Site After the ISP accepts/rejects the site sharing, you can cancel site sharing.

Sharing

Share Again After the ISP rejects the site sharing or if the site sharing is to be accepted,
you can go to the site sharing page, and edit the ISP's account and/or the
validity period to share the site again.

6.9.2 Share a Site During Handover

You can apply for site authorization and select permissions for the maintenance service partner at
the same time when you hand over the site, in order to share the site with your maintenance
service partner for managing and maintaining the site together.

Before You Start
Make sure the site status is Not Handed Over and you have the permission to manage all sites or
assigned sites.

Steps

EE Note

« The maintenance service partner's Hik-Partner Pro account should be an Installer Admin
account, of which the country/region should be the same as that of your account.
« You cannot share the site with the account of any employee in your company.

1. Enter the Hand Over Site page. Refer to Hand Over Site for details.
2. In the Site Sharing section, check Apply for Site Authorization for Maintenance Service Partner.
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3.

(23}

Enter the maintenance service partner's Hik-Partner Pro account.

EE] Note

If the account has been linked with two or more companies, you should select a company to
share device permissions with.

. Select permissions for the maintenance service partner.

EE Note

« You can set the validity period for the permissions of configuration, live view, and playback,
and select the device(s).

. If you have no permission to manage devices, or no devices are added to the site, you cannot
select the permissions of configuration, live view, and playback when handing over the site.

« If the following permissions are selected, when your customer accepts the handover and the
maintenance service partner accepts site sharing, the permissions will be authorized to the
maintenance service partner.

Site Information Management
The permission to manage the site information.
Configuration
The permission to configure selected devices on the site.
Live View
The permission to stream the live video from the selected devices on the site.
Playback
The permission to play back videos of the selected devices on the site.

. Configure other settings on the Hand Over Site page. Refer to Hand Over Site for details.
. Click OK.
. Optional: After your customer accepts the handover and the maintenance service partner

accepts the site sharing, perform the operations below.

View Information You can view the status of site sharing and the email address of the
About the maintenance service partner on the site details page.
Maintenance Service
Partner
Cancel Site Sharing You can cancel site sharing on the Site Sharing page.
Change Permissions for You can change permissions for the maintenance service partner
the Maintenance on the Site Sharing page.
Service Partner

[:E]Note

You can only change the permissions that have already been
granted to the maintenance service partner by your customer, and
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your customer will receive a notification on the Hik-Connect
Mobile Client if the permissions are changed.

6.9.3 Share a Site After Handover

After a site is handed over, you can share the site with your maintenance service partner for
managing and maintaining the site together.

Before You Start
Make sure the site status is Authorized and Monitoring and you have the permission to manage all
sites or assigned sites.

Steps

EE Note

The maintenance service partner's Hik-Partner Pro account should be an Installer Admin
account, of which the country/region should be the same as that of your account.
« You cannot share the site with the account of any employee in your company.

. Move your cursor to the Site & Device tab.
. Select Customer Site to enter the Site page.
. Select a site for site sharing.
. Enter the Site Sharing page.
- Move the cursor to - in the Operation column and click @ .
- Click the site name to enter the site details page and click Site Sharing.
5. Enter the maintenance service partner's Hik-Partner Pro account.

[:E] Note

If the account has been linked with two or more companies, you should select a company to
share device permissions with.

6. Select permissions for the maintenance service partner.

EE Note

You can set the validity period for the permissions of configuration, live view, and playback,
and select the device(s).

- If you have no permission to manage devices, or no devices are added to the site, you cannot
select the permissions of configuration, live view, and playback when handing over the site.

« If the following permissions are selected, when your customer accepts the handover and the
maintenance service partner accepts site sharing, the permissions will be authorized to the
maintenance service partner.

A WN R

Site Information Management
The permission to manage the site information.
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Configuration

The permission to configure selected devices on the site.
Live View

The permission to stream the live video from the selected devices on the site.
Playback

The permission to play back videos of the selected devices on the site.
7. Enter the remarks, such as the reason for site sharing.
8. Click OK.
9. Optional: After your customer accepts the application and the maintenance service partner
accepts the site sharing, perform the operations below.

View Information You can view the status of site sharing and the email address of the
About the maintenance service partner on the site details page.
Maintenance Service
Partner
Cancel Site Sharing You can cancel site sharing on the Site Sharing page.
Change Permissions for  You can change permissions for the maintenance service partner
the Maintenance on the Site Sharing page.
Service Partner

EENote

You can only change the permissions that have already been
granted to the maintenance service partner by your customer, and
your customer will receive a notification on the Hik-Connect
Mobile Client if the permissions are changed.

6.9.4 Accept Site Sharing

If you are the maintenance/installation service partner (MSP/ISP), you can receive and handle the
site sharing application in the Notification Center on Hik-Partner Pro.

Before You Start

« If you are the MISP, make sure the site owner has agreed to the device authorization on the Hik-
Connect Mobile Client.
« Make sure you (MSP/ISP) have logged in to the Hik-Partner Pro.

Steps

[:BJ Note

If the site is shared with the ISP, all accounts of the ISP company can view the site sharing
application in the Notification Center, but only the ISP account specified in the site sharing
application and the accounts with the Manage All Sites permission can handle the application.

85



Hik-Partner Pro Portal User Manual

1. In the upper-right corner of the page, click & to enter the Notification Center.
2. Click the Business Notification tab.
3. Click I Agree to accept the site sharing.

& Business Notification Exception Center System Message @ Deals and Offers @

@, site Sharing Application

Figure 6-17 Site Sharing Application

For MSPs, you can manage and maintain devices on the shared site; for ISPs, you can add,
configure, and hand over devices on the shared site.

6.9.5 Features Available to MSP/ISP on a Shared Site

After the maintenance/installation service partner (MSP/ISP) accepts the site sharing, the MSP can
perform configurations and operations which the customer authorized on the shared site, and the
ISP can add, configure, and hand over devices on the shared site. The MSP can also release device
permissions, and both the MSP and ISP can cancel the site sharing. If the MSP is authorized to
manage the site, the MSP can directly applying from the customer for device permissions.

E@ Note

The MSP/ISP who accepted the site sharing cannot share the shared site with another MSP/ISP.

Customer Site
For MSP

Live view and playback, arming and disarming, remote configuration, device upgrade, linkage
rule configuration, DDNS configuration, password reset, exception notification configuration,
and deleting the site.

EE Note

If the MSP deletes the site, it indicates that the site authorization is discarded by the MSP, but
the installer can still manage the sites and their devices.

For ISP

Adding and deleting devices, live view and playback, arming and disarming, remote
configuration, linkage rule configuration, DDNS configuration, exception notification
configuration, device upgrade, remote log collection, editing device names, editing site
information (except the site name), ARC service configuration, and site handover.
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Health Monitoring

Viewing the status of devices on the shared sites, device remote configuration, refreshing devices'
status, live view, playback, manually inspecting devices, exporting health check reports, and device
upgrade.

Exception Center

Receiving device exceptions and exporting exception records.

Send Report Regularly

Configuring report settings to send reports regularly.

[:E] Note

This feature is not available to the ISP.

My Service

Viewing the validity periods, expiration time, and status of activated services of the shared site and
their corresponding resources.

EE Note

« The MSP cannot activate or transfer services on the shared site.
« This feature is not available to the ISP.

MSP Applies from Customer for Device Permissions

If the MSP is authorized to manage the site, the MSP can directly apply from the customer for
device permissions. The installer who shared the site will receive the notification after the MSP
sends the application for device permissions.

For how the MSP applies from the customer for device permissions, refer to Apply for Device
Permission .

MSP Releases Device Permissions

If the MSP does not need device permissions, or the MSP finished the device configuration task
earlier than the planned time, the MSP can release the permission.
For how the MSP releases device permissions, refer to Release the Permission for Devices .

MSP/ISP Cancels Site Sharing

The MSP/ISP can cancel the site sharing. After the site sharing is canceled, the site (and also the
devices on the site) will be deleted from the MSP/ISP's Hik-Partner Pro account, and the granted
permissions will be removed.
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6.10 View Sites on the Map

If you have configured GPS information for the sites, you can view them on the map.

Move your cursor to the Site & Device tab. Select Site Map to enter the Site Map page.

Kranji

Adxgyewianing

{3 Kranji Expy

Choa Chu Kang

Central

Catchment

Reservo 75 =
8’
&
5
Reserve ; ﬂ
Installer's Companyl §* |,
Bisk SRS
8

Jalan Kayu

Tampines, %, S
Sele@FEXpy Py
()

v

Vio Chu Kang

Thomsohn

Syt e,

0] 47
PaN The number of

os it
95 gima

Katong

Marina East

5 Singapore

Centra —
n resencic &
N

Business
District &

A - BedokiNg
abidrmal devices

Kampung Kabong

]

ewpp cnangt RS

Siglap. |

Tampines|e
te
New'

e28220915

&
&
5*
2
&
&

<

%,

24
e,

Figure 6-18 Site Map

[:E] Note

« Installer's company is in the center of the map by default.
« ?:There are device(s) that have been activated the health monitoring service in this site.

« @ :Thereis no device that has been activated the health monitoring service in this site.

You can perform the followings on this page.

» You can view companies and sites whose GPS information have been configured on the map. For

details about configuring GPS information for companies and sites, refer to Add New Site and

Manage Company Information .

« You can click a site to view its information, including site name, site owner, site location, the
number of online/offline/abnormal devices, etc. Also, you can click Site Details to enter site
details page to view more information about the site. You can click Health Monitoring Details to

enter the health status page and view the health status of all the devices added to this site.
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New Site, Site Details »

Health Monitoring Details >

Figure 6-19 Site Information

« You can drag the map as needed. You can scroll the mouse or click + / - in the down-right

corner to zoom in/out the map. Also, you can click g to view the company's location on the
map.

« You can enter keyword(s) in the search box in the upper-left corner to search for the site name
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Chapter 7 Device Management

Hik-Partner Pro supports multiple device types, including encoding device (e.g., solar camera),
security control panel, video intercom device, access control device, doorbell. After adding them to
the system, you can manage them and configure settings, including remotely configuring device
parameters, configuring exception rule, linkage rule, people counting, temperature screening, etc.

[:E] Note

Some functions may not be available in specific countries and regions.

7.1 Batch Configure Devices on LAN

You can batch configure online devices on the same Local Area Network (LAN) with the PC on
which the Hik-Partner Pro Portal runs. The available configurations include batch device activation
and device IP address assignment, batch linking channels to NVR/DVR, and batch setting
parameters for devices via templates. These functions allow you to complete basic configurations
for multiple devices with much less effort compared with configuring devices one by one.

EE Note

« For entering the device batch configuration page for the first time, a video tutorial about how to
batch configure devices on LAN will pop up and automatically play in the down-left corner.

« The functionality is only available to certain models of cameras, NVRs, and DVRs.

- Before batch configuring devices, make sure you have connected them to the same LAN with the
PC on which the Hik-Partner Pro Portal runs.

The flow chart for batch configuration of devices is shown below.
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Batch Activate Devices

Batch Link Channels to
NVR/DVR

Batch Set Parameters

Manually Set Parameters
for a Device

Create Template

Configure Parameters

for Devices via Template

Add Device(s) to Site

Figure 7-1 Flow Chart
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Table 7-1 Flow Chart Description

Parameters

Parameters for a
Device

Step Sub-step Description

Batch Activate N/A Batch activate online devices on the same Local Area

Devices Network (LAN) with the PC on which the Hik-Partner
Pro Portal runs, and assign IP addresses for the
activated devices. See Batch Activate Devices and
Assign IP Addresses for Them for details.

Batch Link Channels | N/A If the activated devices include NVR or DVR, link

to NVR/DVR channels to NVR or DVR. See Batch Link Channels to
NVR and DVR for details.

Batch Set Device Manually Set Select an activated device and set its parameters

manually. See Create Template for Setting Parameters
for details.

Create Template

Created a template based on the manually configured
device. See Create Template for Setting Parameters
for details.

Site

Configure Batch configure parameters for multiple devices via a
Parameters for selected template. See Batch Set Parameters for
Devices via Devices via Template for details.
Template

Add Device(s) to N/A If required, add the activated and configured device(s)

to a Site. See Add Detected Online Device for details.

7.1.1 Batch Activate Devices and Assign IP Addresses for Them

The Portal can detect available devices connected to the same network with the Portal, and then
you can activate devices and assign IP address for them.

Before You Start

Make sure the devices you are going to use are correctly installed and connected to the network as
specified by the manufacturers.

Steps

1. Click Install & Config - On-Site Config to enter the batch device configuration page.

92




Hik-Partner Pro Portal User Manual

(@) tinkchamnelsto NV or DV © setparameters

Device Name Device Serial No. Device IP Address Device Model Device Port HTTP Port Subnet Mask Gateway Activated Operation
8000 80
8000 EY
8000 80
8000 EY
8000 80
8000 EY
8000 80
8000 EY Activated
8000 80
8000 EY Activated
8000 80
8000 EY Activated
8001 80
8000 EY Activated

8000 80

Figure 7-2 Batch Device Configuration

2. Select the detected online devices to be activated.

3. Click Activate Devices & Assign IP to open the Activate Devices & Assign IP window.
4. Enter the device admin password and confirm the password.

5. Click Activate Devices & Assign IP.

[:@ Note

« The unactivated device and the activated device but not be assigned with IP address will be
displayed as Not Obtained in the Device Name column.

« For the activated device and be assigned with IP address, if you hover the mouse on the IP
address, Auto will be displayed to remind you the IP address is automatically assigned.

The devices are activated, and the device IP address are assigned by the Portal.

The time of the computer will be synchronized to the activated devices.
6. Optional: After the devices are activated, you can perform the following operations.

Operation Description

Edit Device Network Click # to edit the device network parameters, including IP address,
Parameters device port, HTTP port, subnet mask, gateway, device admin
password and then click OK.

Reset Device Admin  Click 2 to reset the admin password of the device.
Password

Unbind Device Click ;» and then enter the device password and verification code to
unbind the device from its current account. After unbound, the device
can be added to another account.
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What to do next
After activating the devices, you should batch add channels to NVR or DVR. For details, refer to
Batch Link Channels to NVR and DVR .

7.1.2 Batch Link Channels to NVR and DVR

If there are online NVR, DVR, and network camera on the same LAN, you can batch link the
network camera to the NVR and DVR as channels. After linking, you can manage the linked
channels according to your need.

Before You Start
Make sure you have activated the NVR, DVR, and network cameras. See Batch Activate Devices
and Assign IP Addresses for Them for details.

Steps

EE] Note

If there is no online NVR or DVR on the same LAN, skip this task.

1. On the Link Channel page, select an NVR or DVR on the left.

EE Note

If you have not logged in to the device, enter the password to log in.

2. Click Next.
Channels that have been linked will be displayed in the middle.

DeepinMind(J88 < . B
m o Camera 01 2 s IPCamera 2@
Linked Channel(s): 2 10 L 5 Switch Device 10,1 3 = Switch Device
DS-MDSO01 (F65
10
Getting device inform
iDS-9632NXI-I
101
Getting device inform...
DS-9632NI-1
m
Getting device inform
Previous: Activate Device m

Figure 7-3 Channels on the Same LAN

DEJ Note

If a linked channel is offline, (@) will be displayed beside the channel name. Hover the cursor on
the icon to view the reason for being offline. You can click Set Parameters to change channel
parameters to try again.
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3. Click Link Channel to open the Link Channel panel.

4. Optional: Select a device and click || to log in to the device and get device information.
5. Click + to link the device.

6. Optional: Perform the following operations.

Edit NVR/DVR/Channel Click # to edit the NVR/DVR/channel name.

Name

Sort Channels Click - or .| to sort the channels.

Replace Device Click Replace Device to unlink this channel and link a new
device.

Unlink Device Click 1 to unlink channel.

What to do next
Click Next to batch set parameters for devices. See Batch Set Parameters for Devices via Template
for details.

7.1.3 Create Template for Setting Parameters

Before batch configuring parameters for devices, you should create a template. After creating a
template, you can batch apply it to devices.

Before You Start

Make sure you have activated devices and linked channels to NVR and DVR (if any). See Batch
Activate Devices and Assign IP Addresses for Them and Batch Link Channels to NVR and DVR for
details.

Steps

1. Click a device name or Set Parameters to enter the remote configuration page.

2. On the remote configuration page, set parameters for the device.

3. Click Save as Template on the top right.

4. Set a template name and check the parameters you want to save in the template.
5. Click Save to save the parameters as a template.

6. Optional: Add a new template based on device with configured parameters.

1) Click Manage Template - +.

2) Enter template name.

3) Select device type.

4) In the template content field, select a device.
5) Click Save.
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© Manage Template

Network Camera / Dome Camera / Thermal Camera

Figure 7-4 Add Template
7. Optional: Click @ to delete a template.

7.1.4 Batch Set Parameters for Devices via Template

To configure devices with high efficiency, you can batch apply parameters in an existing template to
devices.

Before You Start
Make sure you have created at least one template for setting parameters. See Create Template for
Setting Parameters for details.

Steps
1. Check device(s) and click Set Parameters by Template.

E@ Note

Before setting parameters for an NVR or DVR, you can tap Format to format the disk of the
selected device. Batch formatting is not supported.

2. Select a template.
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@ Actiate peces (© Link chamels o NVR or DVR

0 : Details
Manage Template Sync Computer Time to Device Q
DeviceNa... ¢ | Device Model * Device Type * Device IP Addr... + | Device Serial No. * Operation
> Not Obtained D3N NVR/DVR 104 DS-MD: @ SetParameters £ Rename Format
> Not Obtained iDS-¢ NVR/DVR 101 iDS-963 @ SetParameters £ Rename Format
> Not Obtained iDS-¢ NVR/DVR 101 iDS-963 @ SetParameters £ Rename Format
> Not Obtained Ds-9 NVR/DVR 101 D5-963: @ SetParameters £ Rename Format
Not Obtained Ds-2 Network Camera / 101 Ds-2TD 0 SetParameters £ Rename
Not Obtained DS-2 Network Camera / 1041 iDS-2CT 2 SetParameters £ Rename

Figure 7-5 Set Parameters
3. Click Apply Parameters to apply the configured parameters to devices.
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Set Parameters by Template

Cancel

Figure 7-6 Set Parameters by Template

The application process and application results will be displayed.
4. Optional: Perform the following operations.

Add Device to Site

Manage Template

Edit NVR or Channel
Name

Synchronize Computer
Time to Device

Add devices to Sites. See Add Device for details.

Click Manage Template to add new template or delete template.
See Create Template for Setting Parameters for details.

Click Rename to edit name(s) of NVR or channels of NVR.

Check device(s) and click Synchronize Time to Device. And then
check devices and click OK.
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7.2 Add Device

Hik-Partner Pro accesses devices by two modes: Hik-Connect (P2P) and Device IP Address/Domain
Name. The former provides securer data communication (between Hik-Partner Pro and devices)
and full access to features based on the Hik-Connect service, such as device handover and
exception notification; the latter provides faster data communication but no access to the features
based on Hik-Connect service.

The table below shows the device adding methods for the two access modes respectively.

Table 7-2 Device Adding Methods

Access Mode Device Adding Method

Hik-Connect (P2P) - Add Detected Online Device

« Add Device by Entering Serial No.

« Synchronize Devices with Hik-Connect Account

« Add Devices Without Support for the Hik-Connect Service

EE:I Note

The last method in this table cell is for devices which do NOT
support the Hik-Connect service. In this method, you can add
them via the proxy of Hik-ProConnect Box to allow them to get
full access to the features based on the Hik-Connect service.

Device IP Address/Domain « Add Devices by IP Address or Domain Name
Name « Batch Add Devices

7.2.1 Add Device(s) after Batch Configuring Them

After batch configuring devices, you can add the device(s) to the existing site or a new site.

Select one of the following ways to enter the Add Device page.
- After batch configuring device(s), click Add Device in the prompt box.

[:E Note

For details about batch configuring devices, refer to Batch Configure Devices on LAN

« On the Home page, click Add Device.
« On the navigation pane, click Site & HCC - Customer Site (or Customer Site if HikCentral
Connect is not available in your region).
o Click Add Device on the top of the site list.
o Click + in the Operation column of the site list.
o Click the site name to enter the site details page, and then go to Device - Add Device .
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Select Scan for Devices on LAN, Enter Serial No., Enter IP Address / Domain, Batch Import, or
Synchronize devices from the Hik-Connect as the adding method.

Select the device(s) to be added, and perform one of the following two ways to add the device(s)
to the site.

« Select Existing Site and then click the site in the drop-down list.
- Select New Site and edit the following parameters to create a new site.

Site Name

The name of the site, which can describe the site location, function, etc.
Time Zone

Select the time zone in the drop-down list according to the location the site belongs to.
Scene

Select the scene of the site in the drop-down list according to the usage scene, such as house,
department, villa, and store.

Site Address
Enter the site address, such as street and number, apartment suite, unit, building, floor, etc.
City
Enter the city of the site.
State/Province/Region
Enter the state, province or region of the site.
Sync Time & Time Zone to Device
After checked, the time and time zone will be synchronized to the device from the site.

Click Next and perform the operations according to the prompts on the page. For more details,
refer to Add Device .

7.2.2 Add Detected Online Device

The Portal can detect available devices connected to the same network with the Portal, which
makes the devices' information about themselves (e.g., IP address) recognized by the Portal. Based
on the information, you can add the devices quickly.

[:E] Note

« Make sure the devices you are going to use are correctly installed and connected to the network
as specified by the manufacturers.
« You can add up to 15 detected online devices simultaneously.

On the navigation pane, click Site & HCC - Customer Site (or Customer Site if HikCentral Connect
is not available in your region).

On the Add Device page, click Scan for Devices on LAN.
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EE] Note

For details about how to enter Add Device page, refer to Add Device(s) after Batch Configuring
Them .

The device(s) connected to the same LAN with the Portal will be displayed on the device list. You
can view information including device serial No., device IP address, activation status (activated or
not), Hik-Connect status (connected to Hik-Connect service or not), etc.

Check the online device(s) to be added and click Next. Perform part or all of the following 4 steps
based on the status of the selected devices before you can add them.

Table 7-3 Step Description

Step Description

Activate Device If there are device(s) not activated, activate them. See Activate
Device for details.

EE] Note

If a device is activated, the platform will automatically assign a
fixed IP address for it.

Enter Device Password Enter admin password of the device. See Enter Device Password
for details.

Automatically Connect to Hik- | Connect device(s) to the Hik-Connect service. See Connect to

Connect Service Hik-Connect Service for details.

Set Device Verification Code If a device is connected to the Hik-Connect service successfully,
the platform will automatically get device verification code from
device.

If not, you need to set verification code for it.
See Set Device Verification Code for details.

EE] Note

« After you add an AX PRO device to Hik-Partner Pro, you will be able to log into the AX PRO by
your Hik-Partner Pro account (i.e., Installer account or Installer Admin account) to configure and
manage the device; if you delete the AX PRO device from Hik-Partner Pro, you can no longer log
into the AX PRO device by your Hik-Partner Pro account.

« After your customer authorizes a Site with AX PRO devices to you, you can log into these AX PRO
devices by your Hik-Partner Pro account to configure and manage the device. In this case, if you
are an Installer, the Installer Admin can also log into these AX PRO devices by her/his Hik-Partner
Pro account; if you are the Installer Admin, your employees (i.e., Installers) have no permission
to log into these devices by their Hik-Partner Pro accounts.
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- After you hand over a Site with AX PRO devices to your customer, your customer will be able to
log into these devices by her/his Hik-Connect account, and you will no longer have the
permission to log into these devices by your Hik-Partner Pro account.

« For the AX Hybrid Pro, after the device is added to the Hik-Partner Pro, its account and password
which are configured on the Device Configuration page will be overwritten by those of the Hik-
Partner Pro.

After adding devices to the Portal, you can perform the following operations if required.

Table 7-4 Available Operations after Adding Devices

Operation Description

Edit Device Click the device name to edit it. Or move the cursor to the
device and then click Z to edit device name.

Configure Linkage Rule Click = to configure linkage rule for the device.

EE:I Note

For details, see Add Custom Linkage Rule .

Activate Health Monitoring Click Activate Service on the adding result page.

Service Or hover the cursor onto @ on the device card on the site
details page, and then click Activate Service.

EE:I Note

For details about how to activate the health monitoring
service, see Activate the Health Monitoring Service for
Devices .

« For details about Health Monitoring service, see Health
Monitoring Service .

Delete Device Click --- = 1 to delete the device.

DE] Note

« Deleting device (except devices added by IP/domain) is not
supported if the site is authorized.

« For AX Hybrid Pro (V1.0.1 and above) which is connected to
the Hik-Connect service and is online, if the device is in the
armed status, you should disarm the device before deleting
it.

Upgrade Device Firmware When device adding completes, the platform will start detecting
whether the device firmware version is compatible. Some
functions (including health monitoring, linkage rule, and remote
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Operation Description

configuration) are unavailable if the device is not compatible
with the Hik-Partner Pro.

For devices incompatible with the Hik-Partner Pro, you need to
upgrade them.

1. Select Upgrade to Compatible Version on the Upgrade or
Not column, and click Add and Upgrade.

2. Enter device user name and password to add and upgrade
the device.

Set Type for Unknown Device |If the Hik-Partner Pro cannot recognize a device's type after you
add it, you can manually set a device type for it. Click Set Device
Type and select a device type from the drop-down list. You can
edit it again after the selection.

Unbind Device from Its Current |If the adding result page shows that a device fails to be added
Account and has been added to another account, you can click # to
unbind it. When the device is unbound, you can add it to your
account. For details about unbinding device, see Unbind a
Device from Its Current Account .

Activate Device

If there are inactivated device(s) in the selected devices, create a device admin password for all the
inactivated device(s) on the pop-up window to activated them.

EE] Note

We highly recommend you to create a strong password of your own choosing (using a minimum of
8 characters, including at least three kinds of following categories: upper case letters, lower case
letters, numbers, and special characters) in order to increase the security of your product. And we
recommend you change your password regularly, especially in the high security system, changing
the password monthly or weekly can better protect your product.

Enter Device Password

For devices which are activated but not connected to the Hik-Connect service, you should enter its
admin password on the pop-up window. The admin password is created when you activate the
device.

If multiple devices share the same password, enable Batch Enter admin Password to enter the
password for all the devices in a batch. If any devices' passwords are incorrect, a notification will
prompt showing these device(s) for you to enter the correct password(s).
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EE] Note

Before entering admin password, you should make sure that no repeated device IP address exists,
or one of the devices with the same IP address will fail to be added. You can click Z in the
Operation column, and then edit the device IP address.

Connect to Hik-Connect Service

After entering device admin passwords, the platform will automatically start connecting the
device(s) to the Hik-Connect service. Devices that are failed to be connected to the Hik-Connect
service cannot be added.

EE Note

Make sure that no repeated device IP address exists and that the IP addresses of the to-be-
connected devices are in the same network segment with the PC running Hik-Partner Pro, or
connection exception will occur. You can click 2 in the Operation column, and then edit the device
IP address.

Set Device Verification Code

- If a device is connected to the Hik-Connect service successfully, the platform will automatically
get device verification code from device. If the platform failed to get the verification codes from
any devices, you need to manually enter their verification codes.

If multiple devices share the same verification code, enable Batch Enter Verification Code and
enter the verification code for all of them.

- If device(s) failed to be connected to the Hik-Connect service, you need to set a shared device
verification code for multiple devices, or set verification codes for each device. After you
complete device verification settings, the device(s) will be connected the Hik-Connect service.

[:@ Note

For EZVIZ devices, admin password is not required, and device verification code is required.

7.2.3 Add Device by Entering Serial No.

If a device is connected to Hik-Connect service, you can manually add it to a site by entering the
device serial number and device verification code.

Before You Start

« Make sure the devices you are going to use are correctly installed and connected to the network
as specified by the manufacturers.

« Make sure the device has been activated and connected to Hik-Connect service.

Steps
1. On the navigation pane, click Customer Site - Site (or Customer Site if HikCentral Connect is
not available in your region).
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2. Open the Add Device page.

EE] Note

For details, refer to Add Device(s) after Batch Configuring Them .

3. Select Enter Serial No. as the adding mode.
4. Enter the device serial number and device verification code.

EE Note

The device serial number and the default device verification code are usually on the device label.
If no device verification code found, enter the verification code you created when enabling Hik-
Connect service.

5. Click Next.

EE] Note

Hik-Partner Pro will start detecting whether the device firmware version is compatible with the
Hik-Partner Pro. Some functions (including health monitoring, linkage, and remote
configuration) cannot be used if the device is not compatible with the Hik-Partner Pro. Firmware
version detection will not happen if a site is authorized. For devices incompatible with the Hik-
Partner Pro, you need to upgrade them.

1) Select Upgrade to Compatible Version on the Upgrade or Not column, and click Add and
Upgrade.
2) Enter device user name and password to add and upgrade the device.
6. Check the device(s) to be added.
7. Click Add.

DEJ Note

« After you add an AX PRO device to Hik-Partner Pro, you will be able to log into the AX PRO
device by your Hik-Partner Pro account (i.e., Installer account or Installer Admin account) to
configure and manage the device; if you delete the AX PRO device from Hik-Partner Pro, you
can no longer log into the AX PRO device by your Hik-Partner Pro account.

« After your customer authorizes a Site with AX PRO devices to you, you can log into these AX
PRO devices by your Hik-Partner Pro account to configure and manage the device. In this case,
if you are an Installer, the Installer Admin can also log into these AX PRO devices by her/his
Hik-Partner Pro account; if you are the Installer Admin, your employees (i.e., Installers) have
no permission to log into these devices by their Hik-Partner Pro accounts.

- After you hand over a Site with AX PRO devices to your customer, your customer will be able
to log into these devices by her/his Hik-Connect account, and you will no longer have the
permission to log into these devices by your Hik-Partner Pro account.

« For the AX Hybrid Pro, after the device is added to the Hik-Partner Pro, its account and
password which are configured on the Device Configuration page will be overwritten by those
of the Hik-Partner Pro.

8. Optional: Perform the following operations after adding device(s).
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Edit Device
Name

Delete Device

Upgrade Device

Set Type for
Unknown
Device

View DDNS
Status

Activate Health
Monitoring
Service

Configure Cloud
Storage

Click the device name to edit it.
Or move the cursor to the device and then click #Z to edit it.

Click - => 1 .

DE] Note

« Deleting device (except devices added by IP/domain) is not supported if
the Site is authorized to you.

« For AX Hybrid Pro (V1.0.1 and above) which is connected to the Hik-
Connect service and is online, if the device is in the armed status, you
should disarm the device before deleting it.

Refer to Upgrade Device .

If the Hik-Partner Pro cannot recognize a device's type after you add it, you
can manually set a device type for it. Click Set Device Type and select a
device type from the drop-down list. You can edit it again after the
selection.

Click « » » and hover the cursor on 22 . See Confiqure DDNS for Devices
for details about configuring device DDNS.

Click Activate Service on the adding result page.

Or hover the cursor onto = on the device card on the site details page,
and then click Activate Service.

EE] Note

« For details about how to activate the health monitoring service, see
Activate the Health Monitoring Service for Devices .

« For details about health monitoring service, see Health Monitoring
Service .

For the Hik-ProConnect box, DVR that supports cloud storage, and NVR
that supports cloud storage, you can click Cloud Storage Service to
configure Cloud Storage settings. See Set Cloud Storage for Hik-
ProConnect Box , Set Cloud Storage for DVR , and How to enable cloud
storage for an NVR that supports cloud storage? for details.

7.2.4 Add Devices by IP Address or Domain Name

If you know the IP address or domain name of a device, you can add it to Hik-Partner Pro by
specifying its IP address/domain name, user name, password, etc. Once a device is added in this
way, Hik-Partner Pro will generate a QR code containing the device information. After completing
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device setup, you can share the QR code to your customer. And then your customer can scan the
QR code via the Hik-Connect Mobile Client to add the device to her/his Hik-Connect account.

Before You Start
Make sure the devices you are going to use are correctly installed and connected to the network as
specified by the manufacturers.

Steps

EE] Note

« Devices added in this mode do NOT support the device handover process. If you need to hand
over a device to your customer after completing the device setup work, please add it in one of
following two methods: Add Detected Online Device or Add Device by Entering Serial No. .

« Only encoding devices mapped in WAN support this function.

« Ask your customers to download or update the Hik-Connect Mobile Client (V 4.15.0 or later). You
can send the QR code or download link shown in the banner on the Home page to them.

1. On the navigation pane, click Site & HCC -» Customer Site (or Customer Site if HikCentral
Connect is not available in your region).
2. Open the Add Device page.

EE Note

For details, refer to Add Device(s) after Batch Configuring Them .
3. Select Enter IP Address / Domain as the adding mode.
4. Enter the device's name, IP address/domain name, port number, user name, and password.

/s \ Caution

The password strength of the device can be automatically checked. We highly recommend you
change the password of your own choosing (using a minimum of 8 characters, including at least
three kinds of following categories: upper case letters, lower case letters, numbers, and special
characters) in order to increase the security of your product. And we recommend you change
your password regularly, especially in the high security system, changing the password monthly
or weekly can better protect your product.
Proper configuration of all passwords and other security settings is the responsibility of the
installer and/or end-user.

5. Click Add.

A QR code containing the device information will be generated and displayed in the device card
on the site details page.
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Figure 7-7 The QR Code of the Added Device

6. Optional: Perform the following operations if you need.

It is highly recommended that you encrypt the device QR code for
security reasons.

a. Click 27 to display the QR code.

b. Create a password to encrypt the QR code, and then click Save.

Click the device's IP address or domain name to view the device basic
information. If the device's information changed, or a network exception
occurs, you can edit its information accordingly.

Select a device, and click « » « = Z to edit the device's name, IP
address/domain name, port number, user name, and password.

If the Hik-Partner Pro cannot recognize a device's type after you add it,
you can manually set a device type for it. Click Set Device Type and select
a device type from the drop-down list. You can edit it again after the
selection.

Hover the cursor onto @ on the device card on the site details page, and
then click Activate Service.

[:E Note

« For details about how to activate the health monitoring service, see
Activate the Health Monitoring Service for Devices .

+ For details about the health monitoring service, see Health Monitoring
Service .

Click e # # > 1.

Dﬂ Note

Deleting device (except devices added by IP/Domain) is not supported if
the site is authorized to you.
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7.2.5 Batch Add Devices

You can batch add multiple devices to the client by entering the device parameters in a predefined
template.

Before You Start
Make sure the devices you are going to use are correctly installed and connected to the network as
specified by the manufacturers.

Steps

EE] Note

« The devices added in this mode cannot be handed over to your customer. If you need to hand
over a device to your customer after completing the device setup work, please add it by Hik-
Connect (P2P). For details, see Add Detected Online Device or Add Device by Entering Serial
No. .

« Only encoding devices mapped in WAN support this function.

1. On the navigation pane, click Site & HCC - Customer Site (or Customer Site if HikCentral
Connect is not available in your region).
2. Open the Add Device page.

EE Note

For details, refer to Add Device(s) after Batch Configuring Them .

3. Select Batch Import as the adding mode.

4. Click Download Template to save the predefined template (CSV file) in your PC.

5. Open the downloaded template file and enter the required information of the devices to be
added in the corresponding column.

6. Click Upload Template to upload the edited template to Hik-Partner Pro.

7. Optional: Perform the following operations after adding the devices.

Encrypt Device A QR code will be generated and displayed in the device information area.

QR Code If an end user did not add the device to his/her Hik-Connect account,
he/she can add it to the Hik-Connect account by scanning this QR code
using Hik-Connect.

a. Click 27 to display the QR code.
b. Enter a password to encrypt the QR code, and then click Save.

Activate Health  Hover the cursor onto &= on the device card on the site details page, and
Monitoring then click Activate Service.
Service
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View and Edit
Device
Information

Set Type for
Unknown
Device

Delete Device

EE] Note

« For details about how to activate the health monitoring service, see
Activate the Health Monitoring Service for Devices .

« For details about Health Monitoring service, see Health Monitoring
Service .

Click the device's IP address or domain name to view the device basic
information. If the device's information changed, or a network exception
occurs, you can edit its information accordingly.

Select a device, and click « « « 2 2 to edit the device's name, IP address/
domain name, port number, user name, and password.

If the Hik-Partner Pro cannot recognize a device's type after you add it, you
can manually set a device type for it. Click Set Device Type and select a
device type from the drop-down list. You can edit it again after the
selection.

Click # # &« = 1.

[:E] Note

« Deleting device (except devices added by IP/domain) is not supported if
the site is authorized .

« For AX Hybrid Pro (V1.0.1 and above) which is connected to the Hik-
Connect service and is online, if the device is in the armed status, you
should disarm the device before deleting it.

EE] Note

« ltis highly recommended to encrypt the device QR code for security reasons.
« Please inform your end users to download or update the Hik-Connect Mobile Client (V 4.15.0
or later). You can send the QR code or download link shown in the banner on the Home page

to them.

« For AX Pro, after adding an AX Pro to Hik-Partner Pro, the Installer and Installer Admin's
accounts will become the accounts of the AX Pro; these accounts will be deleted after the
Installer deletes the AX Pro from Hik-Partner Pro. If you edit an Installer's login password, the
password for logging in to the AX Pro by this account will also change.

« After authorizing a site with AX Pro to an Installer, the Installer and Installer Admin's accounts
will become the accounts of the AX Pro; besides, the account with the permission of
managing all sites will also become the account of the AX Pro.
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« If an Installer hands over the site with this AX Pro to an end user, the end user's Hik-Connect
account will also become an account of the AX Pro, while the Installer's account will be
deleted from the AX Pro. This is also applicable to an Installer Admin.

« For the AX Hybrid Pro, after the device is added to the Hik-Partner Pro, its account and
password which are configured on the Device Configuration page will be overwritten by those
of the Hik-Partner Pro.

7.2.6 Synchronize Devices with Hik-Connect Account

You can synchronize devices in your Hik-Connect account with devices in the Hik-Partner Pro
account. After synchronization, the devices are still managed in your Hik-Connect account and you
can continue to use Hik-Connect service.

In the following two cases, you need to synchronize devices in the Hik-Connect account with
devices in the Hik-Partner Pro account.

- Case 1: Before using Hik-Partner Pro, you managed the devices for the customer by the Hik-
Connect Mobile Client after the customer shares her/his devices to your Hik-Connect account.

« Case 2: Before using Hik-Partner Pro, you already have a Hik-Connect account and have added
device(s) to it.

Under the above two circumstances, you can synchronize these devices (including the ones the

customers shared to you, or the ones added in your Hik-Connect account) with the Hik-Partner Pro

account for quick and convenient devices adding and better device management and maintenance.

Figure 7-9 Synchronize Devices With Hik-Connect Account

There are three entries.
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« On the Customer Site page, click Synchronize Devices from Hik-Connect on the top of the site
list.

« On the Add Device page, click Synchronize Devices from Hik-Connect.

« Click the user name in the upper-right corner, click Link with Hik-Connect Account in the drop-
down menu, and click Link with Account.

Log into Hik-Connect

First, you need to log into Hik-Connect by entering your account or by scanning QR code.
(Optional): Check Get Your Account and Device Information to allow Hik-Partner Pro to get these
information.

Check Authorize Automatic Device Synchronization from Your Account to the Current Hik-Partner
Pro Account to authorize automatic device synchronization. After authorization, devices newly
added to Hik-Connect will be automatically synchronized to Hik-Partner Pro.

Select Device for Synchronization

Secondly, you need to select the devices for synchronization.

After login, the devices added to your Hik-Connect account, as well as the ones others shared to
you, will be displayed in the device list.

You can filter the devices by selecting Show All Devices, Show My Devices Only (the devices added
to your Hik-Connect account), or Show Others' Devices Only (the devices shared to your Hik-
Connect account from the customer) in the drop-down list.

Select the devices you want to synchronize with Hik-Partner Pro account, and click Next.

Configure Site for My Devices

Thirdly, you need to set the site information in Hik-Partner Pro for your devices to be synchronized.
For the devices added in your Hik-Connect account (displayed in My Devices list), you can add
them to different sites or to the same site according to your actual needs.
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Configure Site
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Figure 7-10 Configure Site for My Devices

Add to Different Sites
If your devices are shared to different customers, select this option and you can add them to
different sites.

For the devices which have been shared to the customers, the system will automatically create
sites by the user names of the customers, and then add the devices to these sites. If there
already exists a site the site owner of which is the customer, the information of this site (site
name and time zone) will be displayed and the corresponding devices will be added to this site
automatically.
For the devices which are not shared to anyone, the system will automatically create a site
named after your Hik-Connect account user name, and then assign them to this site.
You can hover over the site name and click 2 to edit the site name.

Add to the Same Site
You can also add these devices to the same site. The system will automatically create a site
named after your Hik-Connect account user name, and then add all these selected devices to
this site.

You can hover over the site name and click # to edit the site name.
By default, after synchronization, you will have site authorization permission of the automatically
created site(s), and configuration as well as live view permission of the devices in My Devices list.
Configure Site and Permissions for Others' Devices

Fourthly, you need to set the site information in Hik-Partner Pro and set the device permission for
the devices shared to you.
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Configure Site
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Figure 7-11 Configure Site and Permissions for Others' Devices

For the devices shared to you by others, usually customers, (displayed in Others' Devices list), they
will be added to different sites. The system will automatically create sites named after the user
names of the customers, and then add all these selected devices to this site. If there already exists
a site the site Owner of which is the customer, the information of this site (site name and time
zone) will be displayed and the corresponding devices will be added to this site automatically.

You can hover over the site name and click 2 to edit the site name.

In the Apply for Permission list, you need to select the permissions that you want to apply from
the customers for the devices. By default, you will have site authorization permission of the
automatically created site(s). After synchronization, the customers will receive a notification on
Hik-Connect Mobile Client. After authorization by the customers, you can manage the devices on
Hik-Partner Pro.

Set Time Zone

Fifthly, you can set the time zone of the devices if needed.
You can set the time zone for each device, or you can select a time zone in the Set Time Zone drop-
down list at the upper-left corner to set a time zone for the devices in a batch.

Start Synchronization

Finally, start device synchronization.

After setting the sites and device permissions, select the devices in the My Devices and Others'
Devices list, and click Synchronize to start synchronization.

For devices shared from the customers in Others' Devices list, the system will send a request to the
customers. After the customers approving the authorization request, the devices will be
synchronized successfully.
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Click Continue to select other devices for synchronization, or click Finish and View to view the
devices synchronized after creating sites in the site list.

7.2.7 Add Devices Without Support for the Hik-Connect Service

Some devices do not support the Hik-Connect service, and therefore they cannot be accessed by
Hik-Partner Pro via Hik-Connect (P2P). If they are accessed via device IP address/domain name,
some features (such as health monitoring, exception rule, and remote configuration) will be
unavailable. To solve this issue, you can add these devices to Hik-Partner Pro via the proxy of Hik-
ProConnect boxes. In this way, the originally unavailable features will be available.

Before You Start
Make sure that you have added Hik-ProConnect boxes to Hik-Partner Pro. For details, see Add
Device by Entering Serial No. or Add Detected Online Device .

Steps

[:E] Note

« Currently only some encoding devices and access control devices can be proxied by Hik-
ProConnect boxes. For detailed device models, see Hik-Partner Pro Device Compatibility List.

- The proxied devices do not support features including ARC service, cloud attendance service,
temperature screening service, people counting service, and ISAPI alarm. For the proxied
encoding device, in addition to the above-mentioned features, linkage rule is not supported as
well.

1. On the navigation pane, click Site & HCC - Customer Site (or Customer Site if HikCentral
Connect is not available in your region).
2. Click the name of a site with Hik-ProConnect boxes added.

You enter the site details page.
3. Click a Hik-ProConnect box to show its details panel, and then select Proxied Device - Add To-
Be-Proxied Device to enter the following page.
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Add Device

Device Model Device Serial No. Device IP Address Device Port

Figure 7-12 Add To-Be-Proxied Devices

4. Add devices in one of the following two ways.

Table 7-5 Add Devices

Way

Description

Online Device

Add devices on the same LAN with the Portal.

a. Select devices, and then click Next.

b. Select all devices, and then click Batch Verification to set a
user name and a password shared by all devices.
Or enter the device user name and password for each
device.

c. Click Next.

Manual Adding

Add a device manually.

a. Click Add Device.
In the Manual Adding window, select the target Site, and
then enter the device IP address and device port No.

b. Click OK and the device will be displayed in the device list.

c. Click Enter user name and password. in the User Name/
Password column to enter the device user name and
password.
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8.
9.

Way Description

[jﬂ Note

You can also add multiple devices first, and then click Batch
Verification to set a user name and a password shared by
all these devices.

d. Click Next.

The adding result page shows.

. If adding failures exist, you can view the failure reasons on the adding result page and do

corresponding operations (e.g., entering password again if the failure is caused by incorrect
password).

. Click Next.
. If there are encoding devices, enable proxy for channels of encoding devices before you can

view live video and video footage of these channels.

1) Click Enable Proxy in the Operation column.

2) Select channels and then click OK.

Click Complete.

Optional: View the proxy information on the device details page of the Hik-ProConnect box.

7.3 Move Devices

You can use the Device Movement feature to move devices from one Site to another. By
distributing devices to different Sites, you can manage both the Sites and devices more efficiently.

Steps

EE Note

The feature is only supported by a device matches the following conditions:

o The original Site where the device belongs to needs to have been authorized to you.

o The device needs to be added by Hik-Connect (P2P). The devices added by IP address /
domain name are not supported.

o The original Site and the target Site should belong to the same Site Owner.

Once a device is moved from its original Site, you need to configure the device again because all

the original device configurations will be invalid. In addition, device related configurations

including the linkage rules, exception rules, ARC settings, network switch settings, people

counting service, temperature screening service, cloud storage service, and cloud attendance

service, etc., will be affected. You need to configure these related configurations again also.

. Go to Site & HCC - Customer Site (or Customer Site if HikCentral Connect is not available in

your country or region).

. Click the name of an authorized Site to enter its details page.
. Click Move Device to open the Move Device pane.
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4. Click Select Device to Move, select device(s), and click Next.

Select Device X

@ indicates that this device has been configured before. The
configurations might include linkage rule, exception rule, etc. The
device needs to be configured again after it is moved to another
site.

Figure 7-13 Select Device
5. Select a Site.

[:E] Note

+ New Site: If you select New Site, you need to create a name for the Site and set its time zone.

« Existing Site: If you select Existing Site, you need to select a Site that shares the same Site
Owner with the current one. Under the condition that two sites are handed over to the same
Hik-Connect user by email and phone number respectively, you can also move devices
between the two sites.
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< Select Site
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Figure 7-14 Select Site

6. Click Submit Application.

DEJ Note

The application will expire if not handled within 7 days.

7. Optional: On the Move Device pane, click View Device Movement Record to enter the Device
Movement Record page, and perform the following operation(s) if needed.

Apply Again  Click Apply Again to send an application for device movement again if the
former one has been rejected or expired.

View Details Click an application record to enter its details page to see the details.

Move More Click an approved or sent application, and then click Move More to move
more devices.

7.4 Manage Device Permission

By handing over the site and applying for site authorization, you have already acquired some
device permissions. You can still apply for additional device permissions afterward or release
device permissions if needed.
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7.4.1 Apply for Device Permission

After handing over a Site to the end user, and if you need to view the live view/recorded videos of
devices added to the Site or configure the devices added to the Site, you can apply for the
permission accordingly from the end user.

Steps

1. Click the name of a Site to enter the site details page.

2. On the Device tab, click Apply for Permission - Apply for Configuration Permission/Apply for
Live View Permission/Apply for Playback Permission .

3. Check device(s) you want to apply for permission, and click Apply.

4. In the Validity Period drop-down list, select a validity period for the permission.

EE] Note

You can select Permanent, 1 Hour, 2 Hours, 4 Hours, or 8 Hours as the validity period.

5. Optional: Enter the remarks for the permission.
6. Click Apply to apply for the permission from end user.

If the end user approves your application, you will get corresponding permission(s).

7.4.2 Release the Permission for Devices

If you do not need the permissions of configuration and live view for devices, or you finish the
device configuration task earlier than the planned time, you can release the permissions manually.

Before You Start
Make sure the site of the devices has been handed over to you.

Steps

1. Click a site in the site list to enter the site details page.

2. Click a device to show the device details page.

3. In the Permission section, select a permission, and click @ - OK to release the permission.

EE Note

« After releasing, the permission will be unavailable for you. You need to apply for it again if
needed.
« You do not have to release permission if the permission validity is Permanent.

7.5 Linkage Rule and Exception Rule

You can set up a linkage rule to trigger certain device actions when the triggering event occurs. You
can configure an exception rule to specify how, when, and where you want to receive exception
notifications of a device or channel.
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EE] Note

Make sure you have enabled the Notification functionality of the source device of the linkage/
exception rule. If the function is disabled, events detected by the device cannot be reported and
thus the linkage/exception rule cannot be triggered.

7.5.1 Add Linkage Rule

A linkage (see the picture below for reference) refers to the process in which an event detected by
resource A triggers actions of resource B, resource C, resource D, etc. You can add a rule using the
predefined template or customize a rule to define such a linkage. The rule contains five elements,
including Source (resource A), Triggering Event (the event detected by resource A), Linked
Resources (resource B, resource C, resource D... ), Linkage Actions (actions of resource B, resource
C, resource D... ), and Linkage Schedule (the scheduled time during which the linkage is activated).
The linkages can be used for purposes such as notifying security personnel, upgrading security
level, and saving evidence, when specific events happen.

The picture below shows the process of the linkage.

Linkage Actions
Camera

P> +»!  Recording

Door Linked to Access |

o
Detector (Source) Control Device

Hik-Partner Pro

A\ 4

- Remain Closed |
Upload Event e Trigger Signal !

b ——— &

P> l' » Alarm Output |

Triggering Event

Figure 7-15 Linkage

Example

Sample Application

Assume that the end user is the manager of a jewelry store, and the store needs to upgrade
security level during non-work hours. And the store has been installed with a PIR detector linked to
a security control panel, a sounder linked to the security control panel, and several network
cameras.
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In this case, you can set a linkage rule for him/her to trigger alarm output and recording in the

store when object(s) in motion are detected in the store during non-work hours. The following

elements need to be defined in the linkage rule:

« Source: The PIR detector in the store.

« Triggering Event: Motion detection event.

« Linked Resources: The alarm output (the sounder in this case) and the network cameras in the
store.

« Linkage Actions:

o For sounder: The sounder sends out audible alarm.
o For network cameras: The network cameras starts recording.
 Linkage Schedule: Non-work hours every day.

Add Custom Linkage Rule

If the pre-defined templates cannot meet your needs, you can customize linkage rules as desired.

Steps

E@ Note

« Make sure you have the permission for the configuration of the devices. Or you should apply for
the permission first. For details about applying for the permission, see Apply for Device
Permission .

« The Source and the Linked Resource cannot be the same resource.

» You cannot configure two totally same linkage rules. In other words, you cannot configure two
rules with the same Source, Triggering Event, Linked Resource, and Linkage Action.

« If the Source or Linked Resource is an AX security control panel, when EN50131 Compliant mode
is enabled on the device, make sure that you have done authentication by entering the device
password, otherwise the configuration of linkage rule will fail.

« When the Source is a device added by IP/domain, the device added by Hik-Connect cannot be
set as the Linked Resource for triggering capture.

1. On the navigation pane, click Customer Site to enter the site list page.
2. Open the Add Linkage Rule panel.
- Select a site and click --- = [ in the Operation column.
- Click the name of a site to enter the site details page, and then click Linkage Rule - Add
Linkage Rule .
- Click the name of a site to enter the site details page, and then select a device and click [ .
3. Set the required information.
Linkage Rule Name
Create a linkage rule name.
Trigger

Define the trigger for the linkage action.
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Select Source
Select a resource as the Source.

Set Triggering Event

Select an event as the triggering event.

EE] Note

Make sure that the triggering event has been configured on the selected device. For
details about configuring event on device, see the user manual of the device.

Table 7-6 Available Triggering Events for Different Resource Types

Resource

Triggering Event

Camera

Motion Detection

Face Detection
Intrusion

Line Crossing Detection

Access Control Device

Tampering Alarm

Door Linked to Access
Control Device

Door Opened Normally

EE] Note

Capture or Recording cannot be set as the linkage
action for the triggering event Door Opened Normally.
Door Opened Abnormally

Tampering Alarm

Door Station Calling

Area of Security Control Away Arming

Panel Disarmed
Stay Arming

Alarm, such as Instant Zone Alarm, 24-Hour
Annunciating Zone Alarm, and Delayed Zone Alarm.

Zone (Detector) Linked to
Security Control Panel

Alarm, such as Triggering Alarm, such as Instant Zone
Alarm, 24-Hour Annunciating Zone Alarm, and Delayed
Zone Alarm.

Doorbell

Calling
PIR Detection

Linkage

Click Add to select Linkage Action(s) and Linked Resource(s).
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EE] Note

« After selecting a Linkage Action, the resource(s) available to be set as Linked Resource(s)

will appear.

« Up to 128 Linkage Actions or 10 Linked Resources can be selected.

Linkage Action

Select linkage action(s).

Table 7-7 Linkage Action Description

Linked
Resource

Linkage
Action

Description

Camera
(Channel)

Capture

The camera will capture a picture when the Triggering
Event is detected.

Recording

The camera will record video footage when the Triggering
Event is detected.

EE Note

The recorded video footage starts from 5 s before the
detection of the Triggering Event, and lasts 30 s.

Call Preset

Select a preset from the Preset drop-down list to specify it
as the preset which will be called when the Triggering
Event is detected.

A preset is a predefined image position which contains
configuration parameters for pan, tilt, zoom, focus and
other parameters. By calling a preset, the PTZ camera will
move to the predefined image position.

EE Note

Make sure you have configured presets for the PTZ
camera. For details, see the user manual of the PTZ
camera.

Call Patrol

Select a patrol from the Patrol drop-down list to specify it
as the patrol which will be called when the Triggering
Event is detected.

A patrol is a predefined PTZ movement path consisted of a
series of key points (i.e., presets) that have their own
designated sequence. By calling a patrol, the PTZ camera

124




Hik-Partner Pro Portal User Manual

Linked
Resource

Linkage
Action

Description

will travels to all the key points in set speed so as to
provide a dynamic view.

[jﬂ Note

Make sure you have configured patrols for the PTZ
camera. For details, see the user manual of the PTZ
camera.

Call Pattern

Select a pattern from the Pattern drop-down list tot specify
it as the pattern which will be called when the Triggering
Event is detected.

A pattern is a predefined PTZ movement path with a
certain dwell-time configured for a certain position. By
calling a pattern, the PTZ camera moves according the
predefined path.

[jﬂ Note

Make sure you have configured patterns for the PTZ
camera. For details, see the user manual of the PTZ
camera.

Arm

The camera will be armed and hence the events related to
the camera will be uploaded to the Hik-Connect Mobile
Client when the Triggering Event is detected.

Disarm

The camera will be disarmed and hence the events related
to the camera will not be uploaded to the Hik-Connect
Mobile Client when the Triggering Event is detected.

Enable
Privacy Mask

Privacy mask will be displayed on the live images of the
camera when the Triggering Event is detected.

EE] Note

Make sure you have configured privacy mask for the
camera. For details, see the user manual of the camera.

Disable
Privacy Mask

Privacy mask will NOT be displayed on the live images of
the camera when the Triggering Event is detected.

Alarm Output

Alarm Output

The alarm output of the Linked Resource will be triggered
when the Triggering Event is detected.
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Linked Linkage Description
Resource Action
Area of Stay Arm The arming status of the area of the security control panel
Security will switch to Stay when the Triggering Event is detected.

Control Panel Away Arm The arming status of the area of the security control panel

will switch to Away when the Triggering Event is detected.

Disarm The area of the security control panel will be disarmed
when the Triggering Event is detected.

Door Linked |Open Door |The door related to the access control device will be

to Access opened when the Triggering Event is detected.
Conjcrol Remain Open | The door related to the access control device will remain
Device . . .
open when the Triggering Event is detected.
Remain The door related to the access control device will remain
Closed closed when the Triggering Event is detected.

Door Station |Open Door |The door linked to the door station will be automatically
opened when the Triggering Event is detected.

Alarm Input | Arm Alarm The alarm input will be armed and hence events related to
Input it will be uploaded to the Hik-Connect Mobile Client when
the Triggering Event is detected.

Disarm Alarm | The alarm input will be disarmed and hence events related
Input to it will NOT be uploaded to the Hik-Connect Mobile
Client when the Triggering Event is detected.

Linked Resource

Select resource(s) as the trigger source of the Linkage Action.

EEJ Note

For configuring Linkage Actions for a same Source, if its Linked Resources are cameras (i.e.,
channels), you can set at most four Linkage Actions. For example, if you have set capturing
picture and recording (the two are considered as two Linkage Actions) as the Linkage
Actions for camera 1, you can only set two more Linkage Actions, i.e., capturing picture
and recording for camera 2, or capturing picture for channel 2 and recording for channel 3,
or recording for channel 2 and capturing picture for channel 3.

[:Ej Note

After selecting Linkage Action(s) and Linked Resource(s), you can check the check-box(es) and
then click Delete to delete the selected Linked Action(s) and Linkage Resource(s).

Linkage Schedule
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Define the scheduled time during which the linkage is activated.
All Days

The external linkage action is always activated from Monday to Sunday, 7 days x 24 hours.
Custom

Select date(s) within a week and then specify the start time and end time for each selected
date.

[:@ Note

The date(s) marked blue is selected.
4. Click OK.

The linkage rule will appear on the Linkage Rule list.
5. Optional: Perform the following operations if required after adding linkage rules.

Edit Linkage Rule Click --- = Z to edit the linkage rule.
Delete Linkage Rule  Click -.- = @ to delete the linkage rule.

Disable Linkage Rule Set ¢ ) to ( to disable the linkage rule.

What to do next
If you have enabled the linkage rule, make sure the Notification functionality of the Source is
enabled. For details about enabling the functionality, see Enable Device to Send Notifications .

EE] Note

. If the Notification functionality of the Source is disabled, the Linkage Action will NOT be
activated no matter the Triggering Event is detected by Source or not.

« Please notify the end user after handing over the site to him/her that notification of the Source
should be kept enabled on the Hik-Connect Mobile Client, or the Linkage Action will NOT be
activated no matter the Triggering Event is detected by Source or not. For details about enabling
alarm notification for a specific device or channel, see the Hik-Connect Mobile Client User
Manual.

« Please notify your end users to download or update the Hik-Connect Mobile Client (V 4.15.0 or
later). You can send the QR code or download link shown in the banner on the Home page of
Portal to them.

Add Linkage Rule Based on Pre-defined Template

You can use six pre-defined templates to add linkage rules, including Intrusion, Forced Entry Alarm,
Back to Home/Office, Away, Visitor Calling, and Perimeter Zone Alarm. Each of the six templates is
designed for a typical applications (see the table below) of linkage rule.
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Before You Start

Make sure you have the permission for the configuration of the devices. If not, you need to apply
for the permissions first. For details about applying for permission, see Apply for Device

Permission .
Table 7-8 Template Description
Template Description
Intrusion The Intrusion Template: Used for improving security level by triggering

the linkage actions including capture, recording, and alarm output,
when the intrusion event (people, vehicles, or other objects enter a pre-
defined area) occurs.

Forced Entry Alarm

The Forced Entry Alarm Template: Used for improving security level by
triggering the linkage actions including capture, recording, remaining
door closed, alarm output, and calling preset when a door is opened
abnormally.

Back to Home/Office

The Back to Home/Office Template: Used for lowering the security level
and enabling privacy protection by triggering the linkage actions
including disarming and enabling privacy mask, when you are back to
home or office.

Away The Away Template: Used for improving security level and canceling
privacy protection by triggering the linkage actions including arming and
disabling privacy mask when you leave your home or office.

Visitor Calling The Visitor Calling Template: Used for improving security level by

triggering the linkage actions including capture and recording when
visitor(s) are calling from the door station.

Perimeter Zone Alarm

The Perimeter Zone Alarm Template: Used for improving security level
by triggering the linkage actions including capture, recording, calling
preset, alarm output, and remaining door closed, if people or other
objects are detected in all accesses (including doors, windows, cellar
doors, etc.) to a property.

Steps

[:Ej Note

Due to the similarity of adding linkage rules based on different templates, here we only introduce
how to add a linkage rule based on the Forced Entry Alarm template.

1. On the navigation pane, click Site & HCC - Customer Site (or Customer Site if HikCentral
Connect is not available in your country or region).
2. Open the Add Linkage Rule panel.
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- Click the name of a site to enter the site details page and select the Linkage Rule tab, and
then click Forced Entry Alarm template in the Linkage Template area.

- Click .- = E in the Operation column, and then select the Forced Entry Alarm template from
the left side of the Add Linkage Rule panel.

- Click the name of a site to enter the site details page, click Add Linkage Rule and then select
the Forced Entry Alarm template from the left side of the Add Linkage Rule panel.

Customize Linkage Rule Add Linkage Rule X

Forced Entry Alarm
e Camera
. PIZ

® Access Control Device
 Alarm Qutput
® Hik-Connect Mobile Client

£2 Back to Home/Office (1) When
(® * Disarm Camera

Detects Door Opened Abnormally

@ Trigger Following Actions
© select

© +select
EJ Visitor Calling

® Camera

® Hik-Connect Mobile Client Feen Call Preset

B seiect

tion Alarm Output

Figure 7-16 Add Linkage Rule by Template
3. Set the required information.
Linkage Rule Name
Create a linkage rule name.
When
Select a resource as the Source for detecting line crossing event from the drop-down list.
Trigger the Following Actions

Click Select to select the Linked Resources used for triggering the linkage actions, and then
click Add.

EE] Note

« You can set only one linkage action.
 For details about the linkage actions, see Table 7-7 .

Linkage Schedule
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Define the scheduled time during which the linkage is activated.
All Days

The linkage action is always activated from Monday to Sunday, 7 days x 24 hours.
Custom

Select date(s) within a week and then specify the start time and end time for each selected
date.

[:@ Note

The date(s) marked blue is selected.
4. Click OK.

The added linkage rule will be displayed in the linkage rule list.
5. Optional: Set @ ) to ( to disable the linkage rule.

What to do next
If you have enabled the linkage rule, make sure the Notification functionality of the Source is
enabled. For details, see Enable Device to Send Notifications .

EE Note

« If the Notification functionality of the Source is disabled, the Linkage Action will NOT be
activated no matter the Triggering Event is detected by Source or not.

« Please notify the end user after handing over the site to him/her that notification of the Source
should be kept enabled on the Hik-Connect Mobile Client, or the Linkage Action will NOT be
activated no matter the Triggering Event is detected by Source or not. For details about enabling
alarm notification for a specific device or channel, see the Hik-Connect Mobile Client User
Manual.

« Please notify your end users to download or update the Hik-Connect Mobile Client (V 4.15.0 or
later). You can send the QR code or download link shown in the banner on the Home page to
them.

Video Tutorial

The following video shows that what is a linkage rule and how to set a linkage rule.

7.5.2 Add Exception Rule

An exception rule is used to monitor the status of managed resources in real time. When the
resource is exceptional, the resource will push a notification to the Hik-Partner Pro to notify the
specified Installer(s) about this exception. Currently, the exceptions include two types: device
exceptions and channel exceptions.
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Before You Start

« Make sure you have the permission for configuration of the device. For applying configuration
permission, refer to Apply for Device Permission .

« Make sure you have enabled the device to send notifications to the system (if the device
supports). For details, refer to Enable Device to Send Notifications .

You can add a rule to define such a notification. The rule contains five elements, including Source
(device A or channel A), Exception (the exception occurred on device A or channel A), Received by
(the source pushes a notification to notify the recipient via certain ways), Recipient (who can
receive the notification), as well as Schedule (when the recipient can receive the notification).

Steps

EE Note

This function is not supported by the solar camera.

1. On the navigation pane, click Site & HCC - Customer Site (or Customer Site if HikCentral
Connect is not available in your country or region).
2. Click the name of a site to enter the site details page, and then click Exception.

The exception rules of all the devices added in this site are displayed by default.
3. Optional: Click Unfold Channels to display all the channels of the device.
Example

For security control panels, all the zones and alarm outputs are displayed.
4. Set the types of exceptions which can trigger the notification.

Move the cursor to the Exception field of the device or channel and click Z

o

( ... All Exceptions Z
Site Manager All Days
Camera 01 All Exceptions

Figure 7-17 Edit Exception
2) Check the exception type(s) that you want to set exception rules for.
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EE] Note

« For Offline exception, you can set the threshold of offline duration. When the device or
channel is offline for longer than this threshold, an offline exception will be triggered.

« The threshold of offline duration should be between 5 and 120 minutes.

- For network switch, you can set exception rules for the following: PoE Port Power Off, SFP
Port Disconnected, RJ45 Port Disconnected, Port Blocked, Port Busy, and PoE Power Exceeds
Limit.

3) Click OK.
5. Set where the notifications will be sent.

Ty

Move the cursor to the Received by field and click —
2) Check the receiving mode(s) according to actual needs.

Portal
When an exception is detected, the device will push an notification to the Portal in real
time.
The Portal is checked by default and you cannot edit it.

[:Ej Note

For checking the received notification in Portal, refer to Exception Center .

Hik-Partner Pro App

When an exception is detected, the device will push an notification to the Hik-Partner Pro
Mobile Client in real time.
Email

When an exception is detected, the device will push an notification to the Hik-Partner Pro,
and the system will send an email with the exception details to the email address(es) of the
recipient(s) in real time.

Hik-Connect App (Site Owner)

When an exception is detected, the device will push an notification to the Hik-Connect
Mobile Client, used by your customer in real time.

[:E] Note

For alarm devices, this option is enabled by default and you cannot disabled it.

3) Click OK.
6. Set who will receive the notification.

Move the cursor to the Recipient field and click 4

2) Select Site Manager or Installer Admin. The recipient can receive the notification when the
exception is detected in real time.
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EE] Note

- The Site Manager is checked by default and you cannot edit it.
« If you select Hik-Connect App (Site Owner) in the previous step, your customer will receive
the exception notifications.

3) Click OK.
7. Set when the recipient can receive the notification.

Ty

Move the cursor to the Schedule field and click —
2) Select the schedule.

All Day
The recipient can always receive the notification from Monday to Sunday, 7 days x 24
hours.

Custom

Customize the days and time period on the selected days according to the actual needs.
3) Click OK.
8. Optional: Set or edit the exception rules of the devices in the site in a batch.
1) Click Batch Edit.
2) Check the devices or channels you want to set the exception rules.

Click 4 in the bottom to set/edit the exception types, receiving mode, recipient, and
notification time.

Z Batch Edit |[E) Copy to Enable All
) os-760 Enable
& Ds All Exceptions
® 10 All Exceptions 7 Site Manager Z Al Day z
® 20 All Exceptions  #
Fold Channels : 2 2%
m o Enab
® iDS-67 All Exceptions & #  Site Manager Z Al Day z
Al Cancel

Figure 7-18 Batch Set/Edit Exception Rules

4) Click OK to save the settings.

9. Optional: After setting one rule, you can copy the rule settings to other devices or channels for
quick settings.
1) Click Copy to.
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2) In the Copy Exception Settings from field, select device(s) or channel(s) as the sources.

3) In the To field, select the target resources of the same type as the selected sources.

4) Click Copy to copy the rule settings of the sources to the target resources and back to the
exception rule list. Or you can click Copy and Continue to copy the rule settings and continue
to copy other settings.

10. After setting the exception rule, you need to set the Enable switch in the upper-right corner of
the rule to on to enable the device's exception rule, or set the Enable All switch to on to enable
the all the devices' exception rules in the site.

After enabling the rule, it will be active and when an exception occurs, the device will push a
notification according to the settings in the rule.

7.5.3 Enable Device to Send Notifications

After adding and enabling a linkage rule or exception rule, you should make sure the Notification
functionality of the Source device is enabled so that the events detected by the device can be
uploaded to the Hik-Partner Pro system and the Hik-Connect Mobile Client, which is the
prerequisite to trigger the linkage actions and exception rules defined in the Source-device-related
linkage rule(s) and exception rule(s) respectively.

Steps

[:@ Note

The device should support this functionality. If you have activated the health monitoring service for
the device, the Notification function of the device is enabled by default. For details about
activating the health monitoring service, refer to Activate the Health Monitoring Service for
Devices .

1. On the navigation pane, click Site & HCC - Customer Site (or Customer Site if HikCentral
Connect is not available in your country or region).

2. Click a site in the site list to enter the site details page.

3. Select the Device tab.

4. Click --- = n to open the Notification Settings window.
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Figure 7-19 Notification Settings

5. Set the parameters.
Notification
Make sure the functionality is enabled.
Notification Schedule

After enabling the Notification functionality, set a time schedule for uploading the events
detected by the Source to the Hik-Partner Pro system and the Hik-Connect Mobile Client.

You can select date(s) and then set the start time and end time for each selected date.
6. Click OK.

[:EJ Note

. Please notify the end user after handing over the site to her/him that notification of the
Source should be kept enabled on the Hik-Connect Mobile Client, or the Linkage Action will
NOT be activated no matter the Triggering Event is detected by Source or not. For details
about enabling alarm notification for a specific device or channel, see the Hik-Connect Mobile
Client User Manual.

« Please notify your end users to download or update the Hik-Connect Mobile Client (V 4.15.0
or later). You can send the QR code or download link shown in the banner on the Home page
to them.
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7.6 Reset Device Password

You can reset the password of a device when you and the Site Owner both lost the password. Two
methods of resetting device password are available: resetting password offsite (when you are not
at the site) and resetting password onsite (when you are at the site).

EE] Note

 Resetting password via the Hik-Partner Pro platform is not supported by every device type/
model. For example, AX PRO does not support this function.

- Make sure that the device is authorized by the Site Owner to you before resetting device
password. For details, see Apply for Site Authorization from Site Owner .

On the navigation pane, click Site to enter Site page.

Select the device and click « s « = » Reset Device admin Password . There are two methods to

reset password.

- Reset Password Offsite: You needn't go to the site where the device is located to reset the
device password. This method can be used when you are not at the site.

DE] Note

Make sure that Hik-Connect (the Mobile Client for your customers) and the device are on the
same LAN and that the version of Hik-Connect is V 4.15.0 or later.

Refer to the flow chart below for resetting the password offsite.
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Installer Applies for
Authorization

Is Site Authorized?

Devi d Hik-C Site Owner Makes Sure
S They Are on the Same
on the Same Local Area L LA Net K

Network? ocal Area Networ

Installer Sends Password Reset Application to Site Owner via
Hik-Partner Pro

Site Owner Accepts Application on Hik-Connect Mobile
Client

Site Owner Resets Device Password on Hik-Connect Mobile
Client within Validity Period

End

Figure 7-20 Flow Chart of Resetting Device Password Offsite

+ Reset Password Onsite: You need to go to the site where the device is located. This method can
be used when you are at the site.

EE] Note

Make sure that Hik-Partner Pro (the Installer platform) and the device are on the same LAN.

Refer to the flow chart below for resetting the password onsite.

137



Hik-Partner Pro Portal User Manual

Is Site Authorized? Installer Applies for
: Authorization

Installer Makes Sure
They Are on the Same
Local Area Network

s Device and Hik-Partne
Pro on the Same Local Areg
Network?

Installer Sends Password Reset Application to Site Owner via
Hik-Partner Pro

Site Owner Accepts Application on Hik-Connect Mobile
Client

Site Owner Resets Device Password on Hik-Connect Mobile
Client within Validity Period

Figure 7-21 Flow Chart of Resetting Device Password Onsite

7.7 Enable Remote Log Collection

Remote Log Collection is for getting device logs. When this function is enabled, the technical
support can collect device logs remotely for troubleshooting. You can set the validity period for
collecting remote logs as needed, and this function will be automatically disabled when the validity
period expires.
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Before You Start

Make sure you have added the device which supports remote log collection to the site, and the site
has not been handed over to the end user. If the site has been handed over to the end user, you
should contact with the end user to enable the Remote Log Collection function on Hik-Connect.

Steps

1. Enter the site list page.

2. Click a site to enter the site details page.
The devices added in the current site are displayed.

3. Find the device in the device list, and click Remote Log Collection; or click the device to enter its
details page, and click Remote Log Collection.

8 Remote Configuration  [5) Add Linkage Rule

Figure 7-22 First Entry to Remote Log Collection

Basic Information

me: Al

Alarm Device

Status Information

etwark Status: Online

Health Monitoring

& Re... ﬁ . 15} Auto Renew
¢ Not Activated = Auto Tenew

17, Apr, 2022

B Device

121 i fr

Stay Arming Away Arming

51 Remote Configuration = Add Linkage Rule [ Remote Log Collection

Figure 7-23 Second Entry to Remote Log Collection

The Remote Log Collection window pops up.
4. Click Authorize.
5. Select the validity period from the drop-down list.
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EE] Note

The function of remote log collection will be automatically disabled when the validity period
expires.
6. Click Enable to enable the function.

The Remote Log Collection icon turns from = to = .
7. Optional: Disable the function.

1) Click Remote Log Collection.

2) Click Deauthorize in the pop-up window.

7.8 Manage Security Control Panel

You can add and manage AX PRO, AX HUB, AX HYBRID, and AX HYBIRD PRO security control panels
on Hik-Partner Pro.

DEJ Note

« The following chapter introduces functionality supported by AX PRO / AX HYBIRD PRO security
control panel (hereinafter referred to as "AX PRO / AX HYBIRD PRO device"), including batch
arming/disarming and batch device configuration by template.

« AX HUB or AX HYBRID security control panel does not support the functionality introduced in the
following chapter. AX HUB and AX HYBRID support generic device management, such as enabling
ARC service, running health monitoring, setting rules for linkage or exception reporting, and
configuring parameters remotely. For details, refer to Enable ARC Service for Devices , Health
Monitoring , Linkage Rule and Exception Rule , and Remote Configuration respectively.

7.8.1 Control AX PRO and AX HYBIRD PRO

You can perform operations including arming/disarming area, clearing alarm, and bypassing zone.
Click Site & HCC - Customer Site or Customer Site to enter the site list page, and then click the
name of a site to enter site details page.

Click the AX PRO or AX HYBIRD PRO device to open the operation panel. You can perform the
following operations.

Function Operation
Stay Arm an Area Select the Area tab, and then click Stay Arming to stay arm the
area.
Away Arm an Area Select the Area tab and then click Away Arming.
Disarm an Area Select the Area tab and then click Disarm.
Stay Arm Multiple Areas Select the Area tab. Select areas and click £Y .
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Function

Operation

Away Arm Multiple Areas

Select the Area tab. Select areas and click ¢ .

Disarm Multiple Areas

Select the Area tab. Select areas and click & .

Clear Alarms of Multiple
Areas

Select the Area tab. Select areas and click & .

EEJ Note

This function is not supported by the AX HYBIRD PRO device.

Filter Peripheral Device by
Area

Select the Device tab. Click - and select an area to only display
the peripheral devices linked to the selected area, or select All to
display all peripheral devices linked to all the areas.

EE] Note

The AX HYBIRD PRO device only supports adding keyfobs as the
peripheral device.

Bypass Zone

Select the Device tab. Select a zone (i.e., detector) and turn on the
Bypass switch to bypass the zone.

EEJ Note

This function is not supported by the AX HYBIRD PRO device.
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AX PRO

Basic Information

me AX PRO

Alarm Device

Status Information

Permission Validity Period Operation

3 i <]

Stay Arming Away Arming Disarm

%82 Remote Configuration

Figure 7-24 Operation Panel of AX PRO

7.8.2 Configure AX PRO and AX HYBIRD PRO

You can remotely configure AX PRO and AX HYBIRD PRO device parameters, apply for PIN (required
for upgrading firmware), and switch the language of the device.

Click Site & HCC - Customer Site or Customer Site to enter the site list page, and then click the

name of a site to enter site details page.

Remotely Configure AX PRO / AX HYBIRD PRO

You can click 53 Remote Configuration to enter the web page of the device to configure its
parameters.

EE Note

For details about remote configuration, see the user manual of the device.

Apply for a PIN
You can click « « « = = Apply for a PIN to get a PIN code for verification.
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o
g

Device Name AX PRO
Dlevice Serial No.

PIN

Close

Figure 7-25 Apply for a PIN

Switch Language

You canclick « « # = = Language and set the device language. After you click OK, a pop-up
window will ask you if you need to reset the names of the device and its areas. Click Reset to
switch the device language and switch the names to the default names in the switched language;
click Cancel to switch the device language only.

[:EI Note

A PIN code is required for switching language.

Language X

Device Name AX PRO
Device Serial Nc

Device La iguage Engllsh ™

Figure 7-26 Language Window
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7.8.3 Batch Configure AX PRO

You can batch configure parameters for the added AX PRO devices by creating templates. You can
also batch upgrade the firmware of multiple AX PRO devices.

[:E] Note

« Only AX PRO devices (Version 1.1.0 and later) and AX HYBRID PRO devices are supported.
« The function is only supported in certain countries and regions.

Create a Template

You can create a template for batch configuring parameters of AX PRO devices.

1. Go to Install & Config > Remote Batch Config > Manage Template to enter Manage Template
page.

2. Add a template.
- Click Add Template for adding a template for the first time.
- If not, click + .

3. Edit the template by configuring parameters as needed, and these configured parameters can
be batch applied to AX PRO devices later. See the following for the detailed parameters
explanations.

Arming Schedule

Enable auto Arm

Enable the function and set the arming start time. The area will be automatically armed
according to the configured time.

Enable auto Disarm

Enable the function and set the disarming start time. The area will be automatically disarmed
according to the configured time.

DEJ Note

The auto arming time and the auto disarming time cannot be the same.

Late to Disarm

Enable the device to push a notification to the phone or tablet to remind the user to disarm the
area when the area is still armed after a specific time point.

Weekend Exception
Enable the function and the area will not be armed or disarmed on the weekend.
Holiday Exception
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Enable the function and set the holiday schedule. The area will not be armed or disarmed on
the holiday.

[:E] Note

You can set up to 12 holiday groups.

Panel Alarm Duration

The time duration of the panel alarm.

Alarm Receiving Center

Protocol Type

Select ADM-CID, ISUP, SIA-DCS, *SIA-DCS, *ADM-CID, CSV-IP, FSK Module, RDC Module and
IDS Module as the protocol type.

DEJ Note

When selecting *SIA-DCS or *ADM-CID, you should configure the Encryption Arithmetic and
Secret Key.

Address Type (Alarm Receiver Server)

Select IP or Domain Name as the address type, and enter the IP address or domain name of the
alarm receiver server accordingly.

Port No. (Alarm Receiver Server)
Enter the port No., of the alarm receiver server.
Account Code
Enter the assigned account provided by the alarm receiving center.
Transmission Mode
Select TCP or UDP as the transmission mode from.
Impulse Counting Time

Set the timeout period waiting for the receiver to respond. Re-transmission will be arranged if
the transceiver of receiving center is timed out.

Attempts

Set the maximum number that re-transmission will be tried.
Polling Rate

Enable the function and set the interval between 2 live polling.

Event Types Notification (Alarm Receiving Center)

Select which alarm receiving center to receive event notifications and the corresponding event
types, including alarms and tampers, life safety alarms, maintenance and faults, zone alarm/lid
opened, etc.
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Notification by Email

Enable the function of sending video verification event and configure the related parameters
including the sender's name and email address, the SMTP server's IP address and port No., and the
receiver's name and email address, etc.

Server Authentication
If enabled, you should enter the sender's user name and password.

FTP Settings

Address Type

Select IP or Domain Name as the address type, and enter the IP address or domain name of the
FTP server accordingly.

Port No.
Enter the port No. of the FTP server.
Protocol Type
Select FTP or SFTP as the protocol type.
User Name
Enter the user name of the FTP server.
Password
Enter the password of the FTP server.
Enable Anonymity
If enabled, you do not need to enter the user name and password of the FTP server.

[:E] Note

This function is only available when selecting FTP as the protocol type.

Directory Structure

The saving path of snapshots in the FTP server.

Batch Configure AX PRO by Template

You can batch configure parameters for AX PRO devices by the predefined template.

Steps
1. Go to Install & Config > Remote Batch Config .
2. Select multiple AX PRO devices to be configured.
3. Click Set Parameters by Template.
A window of Set Parameters by Template pops up on the right side.
4. Select a template from the list.
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EE] Note

« If you have not added a template, you should click Manage Template to enter Manage
Template page and add a template for AX PRO devices. For details, refer to Create a

Template .
« You can view the general template content on the lower side.

5. Optional: Click Details to view the details of the template.
6. Click Apply to start applying parameters to the devices.

What to do next
View the applying results. If applying failed, you can view the failure reasons.

Batch Upgrade AX PRO

You can batch upgrade the firmware of multiple AX PRO devices to ensure the proper functioning
of these devices. If the firmware version of an AX PRO device is too old, some features might be
unavailable.

Steps
1. Go to Install & Config > Remote Batch Config to enter the page shown below.

Site Name Address Site Owner Operation

L Set Parameters by Template 8¢ Set Parameter

L Set Parameters by Template 8¢ Set Parameter

V127 build 220525 Online - 1 Set Parameters by Template 52 Set Parameter

Figure 7-27 Remote Batch Configuration
2. Select AX PRO devices and then click Upgrade.

The Upgrade Device window will pop up.
3. Click Apply for a PIN to get one.

The PIN code will be automatically entered.
4. Click Update.

7.8.4 Batch Arm/Disarm AX PRO and AX HYBRID PRO

You can batch arm or disarm multiple AX PRO / AX HYBRID PRO devices on multiple sites by
grouping the devices. For example, assume that your customer needs to have her office building
cleaned in the period from 7:00 a.m. to 8:00 a.m. everyday, you can add all the AX PRO / AX
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HYBRID PRO devices in the building to a group and then disarm the group in the period everyday to
avoid the nuisance of false alarms triggered by the cleaning.

Follow the steps to create a group of AX PRO / AX HYBRID PRO devices and then control the group.

Steps

EE] Note

This function is only available in some countries/regions.

1. Go to Install & Config - Batch Arm/Disarm .

Add Group

test ’ Qiiq

o

o o oo

) StayArm 4% Away Arm  f Disarm £} StayArm 8% Away Arm  f Disarm

Ugfug 4 fyfdtd

o o oo

£} stayArm 4 Away Arm % Disarm €Y stayArm 3% Away Arm Y Disarm

Figure 7-28 Batch Arm/Disarm Page

2. Click Add Group.
3. Create a name for the group.

4. Add devices to the group.
1) Click Add and select the devices in different Sites.

[:E] Note

« Only devices of which you have the Configuration permission can be added.
« Up to 500 devices can be added to one group.
2) Click OK.
3) Optional: Select devices and click Delete to remove them from the group.
5. Click OK.
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Add Group for Batch Arming Control

* Group Name

test1

* Select Device

-+ Add

Device Name Site

“ Cance'

Figure 7-29 Add Group for Batch Arming Control
6. Optional: Perform further operations.

View Group Click on the group to view its details, including devices in the group and their

Details arming/disarming status.

Arm/ Click Stay Arm or Away Arm to arm all devices in the group. Or click Disarm to
Disarm disarm the group.

Group

149



Hik-Partner Pro Portal User Manual

[:E] Note
' (&

If you leave the page after starting arming/disarming, you can click * in
the upper-right corner to go back. When the arming/disarming process is
completed, a notice of result will pop up. Click Details to check full result.

« You will also be notified on the Mobile Client when the arming/disarming
process is completed.

Batch Arm/Disarm

Stay arming Building B completed. Armed device...

Figure 7-30 Notice on the Mobile Client

Check Last Click Last Arming Control Record to check the last arming/disarming results. If
Result there are devices that failed to be armed/disarmed, you can check the failure
reasons and arm/disarm the failed ones again.

Edit Group Click « &« « = Edit to edit group name or edit devices in the group.

Delete Click « &« » - Delete to delete the group.
Group
7.9 View Video

You can view the live video and the recorded video footage of the added encoding device(s).

7.9.1 View Live Video

By viewing live view of managed cameras, you can check whether the camera is installed and
located properly by capturing pictures, recording, PTZ control, etc.

Click Encoding Device on the top of the Site Detail page to show all the encoding devices of the
site. Select an encoding device and click =1 to start live view. The live view will work for up to five
minutes. When the live view ends, you can still start a new live view. Hover the cursor on the live
view window and click icons on the tool bar to start recording, conduct digital zoom and PTZ
control, capture a picture, switch image quality, and turn on/off audio. Double-click the live view
image to enter the full-screen mode, and double-click the image again to exit full-screen mode.

EE] Note

« Up to 16 live view windows are supported.
. If Image and Video Encryption has been enabled for the device on the Hik-Connect mobile client,
you are required to enter the device verification code before starting live view. If you don't know
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the device verification code, ask the end user for it. For details about Image and Video
Encryption, see Hik-Connect Mobile Client User Manual.

« Please inform your end users to download or update the Hik-Connect Mobile Client (V 4.15.0 or
later). You can send the QR code or download link shown in the banner on the Home page to
them.

« Make sure the device is online, otherwise the function cannot be used.

7.9.2 Play Back Video Footage

Video playback shows what happens when emergencies occur. If an end user approves your
application for device playback permission, you will be able to play back the recorded video
footage stored on the device.

Dﬂ Note

« Make sure your account has the permission for playback. Otherwise, you cannot enter the
playback page. See Apply for Device Permission for details about applying device permission.

« This function needs to be supported by device.

« Make sure you have configured recording schedule for the device and there is video footage
stored in the device.

On the Device tab page, select a device and click %) to enter the playback page. You can select a
date and time on the calendar to view the playback during a certain time range.

You can select channels from the drop-down list on the top right. Drag the time bar at the bottom
to jump to different video footage. Hover the cursor on the time bar and zoom in the time bar to
select a more accurate time. Hover the cursor on a playback window and click icons on the tool bar
to capture a picture, clip video footage, perform digital zoom, download video footage, and turn on
the audio.

For devices (including the added online devices) added by Hik-Connect Service without configuring
DDNS, the playback will work for up to five minutes; for devices added by IP/Domain Name, and
devices (including the added online devices) added by Hik-Connect Service with DDNS configured,
the playback duration is not limited.

EE] Note

Up to four playback windows are supported.

7.10 Other Management

You can perform more operations for device management, including upgrading device firmware,
unbinding device from its current account, configuring DDNS for devices added by Hik-Connect
service, and remotely configure parameters for devices such as encoding devices and security
control devices.
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7.10.1 Upgrade Device

On the device list page, @ will appear beside the name of a device if it is upgradable. You can
upgrade the device to make it compatible with the Hik-Partner Pro.

Steps

EE] Note

The function is supported by devices such as security control panels (including AX PRO),
doorbells, and certain models of network cameras, Hik-ProConnect boxes, and DVRs/NVRs that
support cloud storage.

The system supports upgrading encoding device, some access control devices and video
intercom devices connected to the same LAN with the PC where the platform runs.

You can also upgrade devices in the Health Monitoring module. For details, see Health
Monitoring .

You can also upgrade devices when you add them. See Add Detected Online Device and Add
Device by Entering Serial No. for details.

A WN R

7.

. Click a site name to enter the site details page.

. Hover over @, click Upgrade Device and then select upgradable device(s).

. Click Upgrade.

. Optional: If there are devices which have enabled EN50131 Compliant mode, enter the device

passwords and click OK.

[:Ej Note

« Once started, the upgrade cannot be stopped. Make sure a power failure or network
disconnection does not happen during the upgrade.

« You can enable EN50131 Compliant mode on device configuration page via the Web Client.
See device user manual for details.

« For the device failed to be upgraded, you can click . to download the upgrade firmware
package, and then upgrade the device on the remote configuration page of device or via other
upgrade tools.

A window will pop up showing the upgrade progress. If there are devices failed to be upgraded,
the causes will be displayed on the window.

10.2 Batch Upgrade Devices on LAN

You can batch upgrade devices (security control panels, encoding devices, doorbells, etc.) on the
same LAN to make the devices compatible with Hik-Partner Pro, if there are new firmware versions
of the devices.

1.

Click Install & Config - On-Site Batch Upgrade .
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EE] Note

A video tutorial about how to use search tool for important firmware update on Hik-Partner Pro
Portal will pop up in the lower-right corner of the page.

2. Select device(s) that need to be upgraded.
3. Click Upgrade Online or Upgrade by Local File to upgrade the selected device(s).

7.10.3 Unbind a Device from Its Current Account

When you add detected online device(s), if the adding result page shows that a device has been
added to another account, you need to unbind it first before you can add it to your account. The
device unbinding functionality is useful when you need to add a device to a new account but have
no access to delete it from the old account (e.g., if you forgot the password of the old account).

EE Note

« For details about adding detected online device, see Add Detected Online Device .

« If you checked Allow Me to Disable Hik-Connect Mobile Client Remote Use when handing over
a Site to your customer, you cannot unbind the devices added to this Site. For details about Site
handover, see Hand Over Site .

On the adding result page, click # in the Operation column, and then enter the device password
and click OK to unbind it from its current account. When the device is unbound, you can click = in
the Operation column to add the device to your account.

[:E] Note

If the device firmware does not support device unbinding, you are required to enter a CAPTCHA
code after entering device password.

7.10.4 Configure DDNS for Devices

For devices with invalid or old firmware version, you can configure DDNS for them to make sure
they can be managed by Hik-Partner Pro properly.

Steps

EE Note

Only encoding devices added by Hik-Connect (P2P) support this function.

1. On the navigation pane, click Site to enter Site page.
2. Select a device, and click « « « = 27 to open the DDNS Settings window.
3. Switch Enable DDNS on to show the DDNS parameters.
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EE] Note

You can click How to set port? to learn the configuration.

. Select Port Mapping Mode.

Auto

In this mode, the service port and HTTP port are obtained automatically, and you cannot edit
them after obtaining them.

Manual
You enter the service port and HTTP port manually.

. Enter the device's domain name.
. Enter the user name and password.

ACauﬁon

The password strength of the device can be automatically checked. We highly recommend you
change the password of your own choosing (using a minimum of 8 characters, including at least
three kinds of following categories: upper case letters, lower case letters, numbers, and special
characters) in order to increase the security of your product. And we recommend you change
your password regularly, especially in the high security system, changing the password monthly
or weekly can better protect your product.

Proper configuration of all passwords and other security settings is the responsibility of the
installer and/or end-user.

7. Click OK.

7.10.5 Remote Configuration

You can perform device remote configuration if you need.

EE Note

Only site manager can perform the following operations and configurations of a site. See Assign
Site to Installer for details about assigning site.

On the navigation pane, click Site to enter Site page. Click a site's name to enter the site's page.
And then click Device tab to show the site's devices.

Click % to open the remote configuration page of the device and set the device's parameters.

Dﬂ Note

Only doorbells, encoding devices, indoor stations, and security control panels support remote
configuration.

Make sure the device is online, otherwise the function cannot be used.

For doorbells, you don't need to enter the device user name and password before accessing the
remote configuration page.
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For encoding devices, if you have already entered the device's user name and password when
adding it, you do not need to enter these information before remote configuration. For NVR and
DVR, operations including rebooting, HDD formatting, and network settings are supported.

For security control devices:

o If the security control device is in the same LAN with the Portal, you need to enter the user
name and password before accessing the remote configuration page.

o If the AX Hub device and AX Hybrid device are not in the same LAN and EN50131 Compliant
mode is enabled, you need to enter the devices' admin passwords for verification first. After
that, you can enter their remote configuration page after entering password of setter account.

For encoding devices and security control devices, if the device is not in the same local area

network with the Portal, some operations in the remote configuration (such as device account

management, enabling Hik-Connect, and restoring device, etc.) are not available.

See device user manual for details about remote configuration.

If you have changed device parameters by other software or client (such as device page, Hik-

Partner Pro Mobile Client, iVMS-4200, , HikCentral Professional, etc.), and the parameters on the

Portal's remote configuration page are not updated to the latest, you can click Clear Cache in the

drop-down list on the top right of the remote configuration page to update the device

parameters.
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Chapter 8 Health Monitoring

The Health Status module provides near-real-time information about the status of the devices
added to the sites. If you have added network switches to a site, you can view the device status
and link status in a visualized way via network topology. The status information, which is of
importance for the maintenance of devices managed across the Hik-Partner Pro platform as a
whole, helps you locate the source of exceptions and determine troubleshooting methods in time.

EE] Note

« Avideo tutorial on how to check device health status will pop up in the lower-right corner of the
page when you enter the Health Status module.

« For Installer, you can only view the status information of devices on the site assigned to you. For
Installer Admin, you can view the status information of devices on all sites.

« When any exception occurs during health monitoring, the notification will appear in the
Exception Center under the Notification Center module. See details in Exception Center .

8.1 View Status of Devices in All Sites

For Installer, you can view the status of each device type in all the sites which has been assigned to
you. For Installer Admin, you can view the status of each device type in all the sites.

Click Health Monitoring - Health Status on the Navigation panel to enter the Health Monitoring
page, and then select All Sites from the site list.

You can view the total number of devices and the number of abnormal devices of each device
type.
Refer to the following table to get to the device description and operations.

Table 8-1 Links of Different Device Types

Encoding Device Refer to Encoding Device .
Access Control Device Refer to Access Control Device .
Alarm Device Refer to Alarm Device .

Video Intercom Device Refer to Video Intercom Device .
Doorbell Refer to Doorbell .
Hik-ProConnect Box Refer to Hik-ProConnect Box .
Network Switch Refer to Network Switch .
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Encoding Device

You can view the status including network status, the number of offline linked cameras, storage
status, HDD usage, last inspected time, overwritten recording status, etc.

EE] Note

For analog camera, you can view the status if video loss occurs.

Offline Cameras
The number on the left of the slash represents the number of offline/total cameras linked to the
device.

Offline Duration

The column displays offline duration of devices in the format of "x Day(s) x Hour(s) x Minute(s)". If
the offline duration is less than one day, the duration will be displayed as "x Hour(s) x Minute(s) x
Second(s)". You can clickOffline Duration to sort devices by offline duration.

You can perform the following operations.

Operation Description

View Device Name and Version Hover the cursor over the device name to view
its device type and device version.

Remotely Configure Device Click 2 in the Operation column to remotely
configure the device parameters. For details,
see the device user manual.

Inspect All Encoding Devices Click Refresh to inspect all the encoding devices
in all sites.
Inspect Selected Encoding Device Click = inthe Operation column to inspect the

selected encoding device manually.

Display Abnormal Devices Check Display Abnormal Devices Only to
display the abnormal devices only.

Display Authorized Devices Check Display Authorized Devices Only to
display the devices of which configuration
permission has been authorized to you.

View Camera Status Click > to show the cameras linked to the
device, and then you can view the online/offline
status of each camera.

View HDD Information of DVR Click > to show the HDD information of the
DVR, including self-inspection evaluation result,
overall evaluation result, running status,
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Operation Description

running time, HDD temperature, and S.M.A.R.T
information.

View Site Owner and Site Manager Information | Move the cursor to %* in the Site column to
view the information of the Site Owner and Site
Manager, such as name and phone number.

Live View Click =1 in the Operation column and then
select camera(s) to view live video(s).

D-—ﬂ Note

+ If you have no permission to view the live
video, you can apply for the live view
permission from the end user. For details,
see Apply for Device Permission .

- If a selected camera has enabled stream
encryption, you should enter the device
verification code before you can view its live
video.

« The device verification code is created when
you connecting the device to the Hik-
Connect service. For details, see Add
Detected Online Device .

Playback Click % in the Operation column and then
select camera(s) to playback video(s).

Dﬂ Note

« If you have no permission to view the video
playback, you can apply for the playback
permission from the end user. For details,
see Apply for Device Permission .

« If a selected camera has enabled stream
encryption, you should enter the device
verification code before you can view its
video playback.

» The device verification code is created when
you connecting the device to the Hik-
Connect service. For details, see Add
Detected Online Device .
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Operation

Description

Apply for Permission or Reconfigure Device

@ appearing beside the device name
represents that you have no configuration
permission for it, the IP address/domain set for
the device is invalid, or DDNS is invalid. You can
hover the cursor on the icon, and then apply for
the permission from the end user, reconfigure
its IP address/domain, or reconfigure DDNS
respectively based on the prompts.

Dﬂ Note

« For details about applying for configuration
permission, see Apply for Device
Permission .

 For details about configuring device IP
address/domain, see Add Devices by IP
Address or Domain Name .

« For details about configuring DDNS, see
Configure DDNS for Devices .

Search for Device

Enter the keywords in the search field and click
to search for specific devices.

Auto Update

You can switch on Auto Update so that the
latest device exceptions and status received by
the Portal will be displayed in real time.

Access Control Device

You can view the status including network status, door number, last inspected time, etc.

You can perform the following operations.

Operation

Description

View Device Name and Version

Hover the cursor over the device name to view
its device type and device version.

Inspect All Access Control Devices

Click Refresh to inspect all access control
devices.

Inspect Selected Access Control Device

Click = in the Operation column to inspect the
selected access control device manually.

Display Abnormal Devices

Check Display Abnormal Devices Only to
display the abnormal devices only.
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Operation

Description

Display Authorized Devices

Check Display Authorized Devices Only to
display the devices of which configuration
permission has been authorized to you.

View Site Owner and Site Manager Information

Move the cursor to %* in the Site column to
view the information of the Site Owner and Site
Manager, such as name and phone number.

Apply for Permission or Reconfigure Device

® appearing beside the device name
represents that you have no configuration
permission for it. You can apply for the
permission from the end user.

D-—ﬂ Note

For details about applying for configuration
permission, see Apply for Device Permission .

Search for Device

Enter the keywords in the search field and click
to search for specific devices.

Auto Update

You can switch on Auto Update so that the
latest device exceptions and status received by
the Portal will be displayed in real time.

Alarm Device

You can view the status including network status, remaining battery power, ARC ID, number of

abnormal peripheral devices, etc.

D;}] Note

Displaying peripheral device's remaining power is not supported.

You can perform the following operations.

Operation

Description

View Device Name and Version

Hover the cursor over the device name to view
its device type and device version.

Remotely Configure Device

Click 2 in the Operation column to remotely
configure the device parameters. For details,
see the device user manual.
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Operation

Description

EE:I Note

Remote configuration is not supported if the
device is armed.

Inspect Access Control Device

Click = to inspect access control devices.

Display Abnormal Devices

Check Display Abnormal Devices Only to
display the abnormal devices only.

After Display Abnormal Devices Only is
checked, you can check different exceptions
(offline, low battery, lid opened, etc.) to display
abnormal devices with different exceptions
accordingly.

Export Abnormal Devices

Click Export Abnormal Devices and the Export
Abnormal Alarm Devices page will pop up on
the right side. You can export the file to the
local PCin Excel or CSV format.

Display Authorized Devices

Check Display Authorized Devices Only to
display the devices whose configuration
permission has been authorized to you.

Upgrade Device

If ® appears beside the device name, hover the
cursor over the icon and then click Upgrade on
the pop-up dialog to upgrade the device. For
details, see Upgrade Device .

Authenticate or Apply for Permission

@ appearing beside the device name
represents that EN50131 Compliant mode has
been enabled on the device, or that you have
no configuration permission for it. For the
former situation, you should hover the cursor
over the icon and then click Authenticate on
the pop-up dialog for authentication before you
can view the device status; For the latter
situation, you can apply for the permission from
the end user.

EE] Note

For details about applying for configuration
permission, see Apply for Device Permission .
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Operation

Description

View Zone and Peripheral Device Status

Click > to view the status of the zones and
peripheral devices linked to the security control
panel.

View Detailed Exceptions

You can hover the cursor over a specific zone to
view its detailed exceptions.

View Site Owner and Site Manager Information

Move the cursor to %* in the Site column to
view the information of the site owner and site
manager, such as name and phone number.

Search for Device

Enter the keywords in the search field and click
to search for specific devices.

Auto Update

You can switch on Auto Update so that the
latest device exceptions and status received by
the Portal will be displayed in real time.

Video Intercom Device

You can view the status such as network status and last inspected time.

You can perform the following operations.

Operation

Description

View Device Name and Version

Hover the cursor over the device name to view
its device type and device version.

Inspect All Video Intercom Devices

Click Refresh to inspect all video intercom
devices.

Inspect Selected Video Intercom Device

Click = inthe Operation column to inspect the
selected device manually.

Display Abnormal Devices

Check Display Abnormal Devices Only to
display the abnormal devices only.

Display Authorized Devices

Check Display Authorized Devices Only to
display the devices of which configuration
permission has been authorized to you.

Apply for Permission or Reconfigure Device

© appearing beside the device name
represents that you have no configuration
permission for it. You can apply for the
permission from the end user.
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Operation

Description

EE:I Note

For details about applying for configuration
permission, see Apply for Device Permission .

Search for Device

Enter the keywords in the search field and click
to search for specific devices.

Auto Update

You can switch on Auto Update so that the
latest device exceptions and status received by
the Portal will be displayed in real time.

Doorbell

You can view the information including device model, network status, SD card status, last checked

time, etc.

You can perform the following operations.

Operation

Description

View Device Name and Version

Hover the cursor over the device name to view
its device type and device version.

Inspect All Doorbells

Click Refresh to inspect all doorbells.

Inspect Selected Doorbell

Click = in the Operation column to inspect the
selected doorbell manually.

Display Abnormal Devices

Check Display Abnormal Devices Only to
display the abnormal devices only.

Display Authorized Devices

Check Display Authorized Devices Only to
display the devices whose configuration
permission has been authorized to you only.

Remotely Configure Device

Click & in the Operation column to remotely
configure parameters of the device. For details,
see the user manual of the device.

Live View

Click =2 in the Operation column and then
select camera(s) to view live video(s).
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Operation Description

EE:I Note

« If you have no permission to view the live
video, you can apply for the live view
permission from the end user. For details,
see Apply for Device Permission .

« If a selected camera has enabled stream
encryption, you should enter the device
verification code before you can view its live
video.

« The device verification code is created when
you connecting the device to the Hik-
Connect service. For details, see Add
Detected Online Device .

Upgrade Device If © appears beside the device name, hover the
cursor over the icon and then click Upgrade on
the pop-up dialog to upgrade the device. For
details, see Upgrade Device .

Apply for Permission ® appearing beside the device name
represents that you have no configuration
permission for it. You can apply for the
permission from the end user.

EE] Note

For details about applying for configuration
permission, see Apply for Device Permission .

Search for Device Enter the keywords in the search field and click
to search for specific devices.

Auto Update You can switch on Auto Update so that the
latest device exceptions and status received by
the Portal will be displayed in real time.

Hik-ProConnect Box

View information including network status of the box, number of offline channels (cameras) added
to the box, and the latest time when the device was inspected.
You can perform the following operations:
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Operation

Description

View Device and Channel Information

Click > to view the basic information (e.g.,
device serial number and device model) and the
detailed list of online and offline channels.

Remotely Configure Device

Click & in the Operation column to remotely
configure parameters of the device. For details,
see the user manual of the device.

Inspect Selected Device

Click < in the Operation column to inspect the
selected device manually.

Network Switch

View information including network status of the switch (online/offline), the number of online
ports of the switch, and the latest time when the device was inspected.

You can also perform the following operations:

Operation

Description

Inspect Selected Device

Click < in the Operation column to inspect the
selected device manually.

Remotely Reboot Device

Click © in the Operation column to reboot the
network switch remotely.

View Typology

Click Zz in the Operation column to view the
topology of this switch. For details about
topology, refer to Network Topology .

View Switch Details

Click > to view the detailed information of the
switch, including the memory usage, CPU
usage, POE power, peak POE power, working
duration, port status (alarm, normal, not
connected).

DE] Note

Working duration refers to the time from when
the switch is turned on till the current moment.
If the switch is turned off, its working duration
will be recounted when turned on again.
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Figure 8-1 Switch Details

On the Switch Details page, You can perform the following operations:

Operation

Description

View Enlarged Port Picture

Hover the cursor onto the switch picture to
view the enlarged picture of the ports.

Clear Alarm

For port with alarm(s), click --- = Clear Alarm
to clear the alarm(s) of this port.

Restart Port

For the abnormal port, click --- - Restart Port
to restart this port.

Extend Port Transmission Range

Click --- = Enable Extend Mode/Disable
Extend Mode to extend the transmission range
of this port or not.

[:E] Note

When enabled, the transmission range of the
port will be extended from 200 to 300 m.
Meanwhile, its bandwidth will be limited
within 10 Mbps.

8.2 View Status of Devices in a Specific Site

You can view the status of devices in a specific site which has been assigned to you.

Steps

1. Click Health Monitoring - Health Status on the Navigation panel to enter the Health Status

page.
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2. Select a specific site from the site list.

The status of the devices in the site will be displayed.
3. Optional: Perform the following operations.

Filter Data

Auto Update

Upgrade Device
Firmware

Diagnose Devices
of the Site

View Site Owner
Information

View Site
Manager
Information

Inspect Devices in
the Sites

Remote
Configuration

Check Display Abnormal Devices Only to display the abnormal device(s)
only.

Check Display Authorized Devices Only to display the device(s) of which
configuration permission has been authorized to you only.

You can switch on Auto Update so that the latest device exceptions and
status received by the Portal will be displayed in real time.

If there are device(s) available for upgrade, a number in red will be
displayed on Upgrade showing the number of upgradable device(s). You
can click Upgrade, select the upgradable device(s), and then click
Upgrade to upgrade them.

Select a device to view its basic information. If the device firmware is
upgradable, you can click Upgrade in the Firmware Version field to
upgrade it.

[:EJ Note

For details, see Upgrade Device .

Click Health Check to open the Health Check window, and click Check
Now to diagnose the devices of the site.

When the checking completed, you can view the status of each device in
the site.

For AX PRO security control panel, NVR, and DVR, you can click View
Report to export the diagnostics report as a PDF file to the local PC.

Click Site Owner to view the Site Owner information, including name,
email address, and phone number.

Click Site Manager to view the Site Manager information, including
name, email address and phone number. Up to 100 site managers can
be displayed.

Click Refresh to inspect all the devices in the site.

Select a device and then click Remote Configuration to remotely
configure the parameters of the device.
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Inspect a Single
Device

Search for Device

Reconfigure IP/
Domain of
Encoding Device

Reconfigure DDNS

View Encoding
Device Details

EE] Note

« The device should be online, or remote configuration will be
unavailable.
« For details, see the user manual of the device.

Select a device and then click == to inspect it.

Enter the keywords in the search field and click ) to search for specific
devices.

Move the cursor to @ , and then click Edit IP/Domain to reconfigure the
device's IP/domain. For details about configuring IP/Domain, see Add
Devices by IP Address or Domain Name .

Move the cursor to @ , and then click Configure DDNS to reconfigure
the device's DDNS. For details about configuring DDNS, see Configure
DDNS for Devices .

You can view the network status, storage status, HDD usage, and
overwritten recording status, etc.

You also click the encoding device to view its details, including basic
information such as device type and serial No., and the network status
of each camera linked to it. You can click =1 and select linked cameras,
and then click to view live videos.

If the encoding device is a DVR, you can also view its HDD information,
including self-inspection evaluation result, overall evaluation result,
running status, running time, HDD temperature, and S.M.A.R.T
information.

For analog camera, you can view if video loss occurs.

EE] Note

« If you have no permission to view the live video, you can apply for the
live view permission from the end user. For details, see Apply for
Device Permission .

« If a camera has enabled stream encryption, you should enter its
device verification code in the pop-up window before you can view its
live video.

« The device verification code is created when you connecting the
camera to the Hik-Connect service. For details, see Add Detected
Online Device .
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View Access
Control Device
Details

View Security
Control Panel
Details

View Video
Intercom Device
Details

View Doorbell
Details

View Hik-
ProConnect Box
Details

View Network
Switch Details

Click an access control device to view its details, including basic
information such as device type and serial No., and the device status
including network status and the number of its linked doors.

Click a security control panel to view its details, including the basic
information of the security control panel, and status of the zones, the
linked peripheral devices, and the linked cameras.

The following list shows the description of each status icon.

« [ : Sufficient battery power.

« [ : Insufficient battery power.

« @ : Normal strength of the communication signals between the
peripheral device and the security control panel.

@ : Weak strength of the communication signals between the
peripheral device and the security control panel.

« @ :Alarm triggered.

. : Device tampered.

« A :Zone bypassed.

« A :Trigger exception.

Click a video intercom device to view its basic information and its
network status.

Click a doorbell to view its basic information (including device model,
device type, and device serial No.)

If the camera(s) are linked to the doorbell, you can also click a linked
camera to view the live video.

Click a Hik-ProConnect box to view its basic information and the
channel(s) added to it.

You can also view the online status of the added channel(s).

The network switches are displayed by card.

Click a switch to view its information, including the device model, device
type, device serial No., the time of last inspection, network status,
memory usage, CPU usage, PoE Power, peak PoE power in latest 70 days,
working duration, port status (alarm, normal, not connected).

EE] Note

Working duration refers to the time from when the switch is turned on
till the current moment. If the switch is turned off, its working duration
will be recounted when turned on again.

Hover the cursor onto the picture of switch to view the enlarged picture
of the switch.
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Click 2z Topology at the top of the page to view the topology of this
switch. For details about topology, refer to Network Topology .

Click < in the Operation column to inspect the device manually.

For port with alarm(s), click --- = Clear Alarm to clear the alarm(s) of
this port.

For the abnormal port, click --- - Restart Port to restart this port.

Click --- = Enable Extend Mode/Disable Extend Mode to extend the
transmission range of this port or not.

EE] Note

When enabled, the transmission range of the port will be extended to
200 to 300 m. Meanwhile, its bandwidth will be limited within 10 Mbps.

8.3 Send Report Regularly

You can set up schedules for the platform to generate and send device health check reports to the
specified email addresses automatically, so that the recipients can get regular updates on the
health status of important devices and compare the report of each period.

Before You Start
Make sure you have activated the Health Monitoring service.

Steps

1. Enter the Scheduled Report page.
- Go to Health Monitoring - Scheduled Report .
- Click Customer Site - Scheduled Report .

EE Note

« All sites available for this feature are shown on the page automatically.

« The platform only supports automatically sending health check reports of encoding devices
and AX PRO security control panels on authorized sites.

- Sites without the above-mentioned types of devices or sites that are not authorized to you
will NOT be shown on the page.

2. Enter the editing mode.
- To configure the report sending schedule for a single site, click Edit on the right side of a site.
- To configure the report sending schedule for multiple sites, click Batch Configure and then
select the sites you want to configure.
3. Configure the report sending settings.
Device
Select the device(s) to be health-checked and included in the report.

Send At
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Specify the frequency, date, and time of sending the reports. You can set the frequency to
Daily, Weekly, Monthly, Quarterly, Semiannually, or Annually.

Recipient Email Address
Add and edit the email addresses of the recipients.

EE] Note

« You can check Site Owner's Email to send a copy of the report to your customer.
« Up to 4 email addresses can be added.

Report Language
Choose a language for the report. The report is now available in 39 languages.
4, Click OK.
5. Enable the settings.

- To enable the settings for one site, switch on Enable for the site.
- To enable the settings for all sites, switch on Enable All in the upper-right corner.

The platform will generate and send reports according to the settings.

EE Note

If there are more than three site owners, only the first three can be displayed on the report
while the others will be displayed as "...".

6. Optional: On the Search filled, enter the keywords and click ) to search for specific sites.
7. Optional: Click Report Sample to view a report sample.

8.4 Network Topology

If you have added network switch(es) to a site and connected devices to the network switch(es),
you can view these devices' network topology. Network topology displays the network links
between devices and shows the link exceptions and abnormal devices, which helps you to locate
exception source and troubleshoot faults in a visualized way.

[:@ Note

» Make sure you have the configuration permission of the network switch, otherwise network
topology will be unavailable. For details about applying for the configuration permission, see
Apply for Device Permission .

« If you have not activated the health monitoring service for the network switch, some topology
functions (e.g., viewing device status on the topology) will be unavailable. For details about
activating the heath monitoring service for devices, see Activate the Health Monitoring Service

for Devices .

You can enter the network topology page in the following ways:

- On the navigation pane, click Site to enter the Site page, and then click the name of a site to
enter the site details page, and then click View Topology.
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EE] Note

If you have NOT enabled the Health Monitoring service for the network switch, you can enter
the network topology page in this way only.

« On the navigation pane, click Health Monitoring - Health Status , select All Sites from the site
list, and then select Network Switch, and then click 7z in the Operation column in the network
switch list.

« On the navigation pane, click Health Monitoring - Health Status, select a site from the site list
to enter the site details page, and then click Topology.

Network Cable = Optical Fiber =@ Normal Busy = Blocked Disconnected More

% -

S Display in Cards

Figure 8-2 Network Topology

The following table shows the descriptions of the available operations on network topology.

Table 8-2 Available Operations

Operation Description

View Legend You can click ¥ next to More to view the legends.
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Operation

— NetworkCable  [== Optical Fiber ™ Normal Busy ™ Blocked Disconnected

Device Type

B Netwark Switch £ Virtual Network Switch [28 Vides Intercom Devics W= Access Control Device T Thermal Camera ¥ Spesd Dome ® N
R security Control Pinel B ooorbel B Hik-ProConnect Box M DVR/NVR BB Unknown Device Type

Normal

Abnormal Offline Devices not Under the Site

Figure 8-3 Legend

Edit Root Node

[

When multiple network switches are added to a site, the platform
will randomly select one of them as the root node by default for

the network topology. If the randomly-selected network switch is
not the real root node, you can hover the cursor over the current

root node, and then click [ to select a network switch as the root
node.

Figure 8-4 Edit Root Node

Refresh Topology

Click Refresh to refresh the topology structure.

EE] Note

The device status will not be refreshed.

Display in Cards

If you want to view more device status information of all the
devices connected to the network switch(es), click Display in
Cards to display device information in cards.

twork Camera

T
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Operation

Description

Move Network Topology

Drag the network topology to move it.

Zoom In/Out

You can click + / -~ in the upper left corner to zoom in/out the

topology.

Adjust Topology Size

You can click - in the upper left corner to fit the topology size
into the display window.

You can click :: in the upper left corner to display the topology in
full-screen mode.

Display Thumbnail

If you have zoomed in the topology to a large scale, you can click
= to show the thumbnail which shows the current cursor location
on the topology.

Search Devices in Topology

You can enter the keyword of a device to search for it on the
topology. Once the device is found, the topology will pan and
zoom automatically to display the found device.

View Link Information

—— Netw

You can view link information based on the legends shown in the
figure below.

brk Cable = Optical Fiber =™ Normal Busy = Blocked

Figure 8-5 Link Information Legend

Dis

View Link Details

You can hover the cursor over a specific link to view its details,
such as the upstream, downstream, port name, and port status.

Apply for Configuration
Permission

If you don't have the permission to configure a device, a prompt
will pop up asking you to apply for the permission first. You can
click Apply for Permission to apply for it.

EE:I Note

If you don't have the permission, the position of the device in the
network topology might be incorrect.

View Network Switch Details
and Control It

You can click a network switch on the topology to view the
information about the network switch, including basic
information, device status, and port status.

You can also perform operations such as rebooting the network
switch and restarting the port. For details, see Network Switch

and View Status of Devices in a Specific Site .
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Operation Description

EE] Note

You cannot view details of a virtual network switch.

View Another Device's Details | If an online device is connected to the network switch and added
and Configure It to the same site with the network switch, its device icon and
device serial number will be displayed. And you can click the
device to view its information including the basic information
(e.g., device model) and device status (e.g., network status).

You can also click # to configure device parameters.

EE] Note

« If an unknown device (e.g., a PC) is connected to the network

switch, it will be displayed as ==~ . And you cannot view its
information.

« If an online device is connected to the network switch but is
NOT added to the same site with the network switch, its serial
number displayed will be a randomly-generated virtual serial
number. And you cannot view its information.

8.5 Create a Maintenance Quotation

You can create a quotation for providing the device maintenance service for your customer. Thus,
you can standardize the service process, improve customer satisfaction, and expand your business.

Before You Start
Make sure your company is authenticated. See Authenticate Account for details.

Steps
1. Go to Health Monitoring - Maintenance Quotation .
2. Click Create Quotation.
3. Set the quotation information.
Quotation Details

Enter a name for the quotation, and if needed, edit the quotation No. which is generated
automatically.

Customer Information

Set the customer information including the name, email, phone number, and address. Enter
the information manually, or click Get from Site and then select a site from the drop-down
list to automatically synchronize the customer (site owner) information.
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Item

Click Add Item to set the quotation items. Add default items (remote maintenance, health
check report, on-site maintenance (annual), on-site maintenance (additional), etc.) or custom
items. After adding the items, set the device model, unit price, and quantity. The quotation
tool will automatically add up the prices of all set items to calculate the total price.

Set Discount

If needed, enable Set Discount and enter the discount percentage to give your customer a
discount.

Set VAT Rate
If needed, enable Set VAT Rate and enter the VAT rate to include the value-added tax.
Service Provider Information
The service provider information, including the name, email, phone number, address, and
company logo, is automatically set according to your company information. Edit the
information (except for the company logo) if needed.
. Optional: Click Preview/Export to see how the quotation will be presented and to export it as a

PDF file.
. Click Save.

[:E] Note

You can create no more than 10 quotations if co-branding is enabled; otherwise, you can only
create 3 quotations.

. Optional: Perform the following operations after creating the quotation.
Edit a Quotation On the quotation list, click Edit to edit a quotation.
Delete a Quotation On the quotation list, click - = Delete .

Preview/Export a Quotation On the quotation list, click Preview/Export.
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Chapter 9 Search Operation Log

All operations information (including operator, operating time, site, operation target and result,
etc.) of the employees (referring to Installer Admin and Installers) will be recorded so that you can
search the operation log(s) of any employee to make sure what makes the sites wrong.

EE] Note

This feature is not available to authenticated channel partner.

Click My Hik-Partner - Company Management - Operation Log to display the employee list and
all the operation logs. You can search logs by employee, site, and time.

[:E:] Note

+ Logs of all accounts are available for accounts with the permission for managing account and
role. For accounts without permission for managing account and role, they can only view their
own logs.

+ Logs of all sites are available for accounts with the permission for managing all sites. For
accounts without permission for managing all sites, they can only view the logs of assigned site.

Employee

2 LA

T T T T T T T
T & a F T F ®

Figure 9-1 Search Operation Logs
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Chapter 10 Notification Center

The Notification Center module shows all the history business notifications (including device
management invitations, site sharing notifications, and notifications about device installation work
orders) and notifications of device/channel exceptions, which help you take reactions in time for
the smooth running of the devices. The module also keeps you informed about the system
messages (such as the latest version of the system, newly added features, and successful company
authentication) and the latest deals and offers (such as complimentary service packages).

10.1 Business Notifications

In the Business Notification module, you can receive the device management invitations from Hik-
Connect users for device management on Hik-Partner Pro, notifications concerning site sharing,
and notifications concerning device installation work order.

Go to the Notification Center page. Click Business Notification to enter the Business Notification
page.

Device Management Invitations

Besides receiving the device management invitation from Hik-Connect users through an email, you
can also receive it in the Business Notification on Hik-Partner Pro. After accepting the invitation,
you will be able to manage the device on Hik-Partner Pro.

For details about accepting the invitation, refer to Accept a Device Management Invitation from a
Hik-Connect User .

Site Sharing Notifications

Both the person who shares sites and the person who accepts site sharing (MSP/ISP) can view the
notifications concerning site sharing.

For the person who shares sites, you can receive site sharing notifications involving the customers
and/or the MSP/ISP. For example, when the MSP/ISP accepts or cancels the site sharing, when the
customer cancels the site sharing authorization to you and/or the MSP, or when the customer
modifies your and/or the MSP's device management permissions.

For MSPs, you can receive site sharing notifications involving the Installer and/or the customers.
For example, when the Installer cancels the site sharing, when the Installer shares a site with you
and modifies your device management permissions, when the customer cancels the site sharing
authorization to you and/or the Installer, or when the customer modifies your and/or the Installer's
device management permissions.

For ISPs, you can receive site sharing notifications involving the ARC. For example, when the ARC
cancels the site sharing.

For details about accepting site sharing, refer to Accept Site Sharing .
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Notifications about Work Order for Device Installation

If an RMC from HikCentral ReGuard assigns a work order for device installation to you, the message
will be displayed in Notification Center - Business Notification .

The message shows the work order name, person who created it, and phone number. You can
handle the work order on the Mobile Client.

10.2 Exception Center

Exception Center shows all the history notifications of device exceptions and channel exceptions.

[:E] Note

« For Installer Admin, you can view all the exceptions of the devices in all the added sites. For
Installers, you can view the exceptions of the devices in the site which has been assigned to you.

- Device exception messages can be preserved for up to 90 days.

« You need to set the exception rule first. For details, refer to Add Exception Rule .

Go to the Notification Center page. Click Exception Center to enter the Exception Center page.

Filter the Exceptions

You can filter the exceptions according to your actual needs.

1. Select a site in the site list to view the exceptions of the devices in this site. You can also select a
device or a channel to view the exceptions occurred on the device or channel.

2. Set the time period. The exceptions received during this time period will be displayed.

Set the handling result from All Status, Not Handled, Solved, False Alarm, and To Be Checked.

4. Select the exception types that you want to check. The exception types include alarm,
exception, and operation.

You can switch on Auto-Update so that the latest exceptions received by the Portal will be

displayed in the table in real time.

EE Note

The auto-update will be invalid when viewing history records (including records after page 1 and
records received before today).

w

Handle an Exception

When you have solved an exception or you want to mark it for further examinations, you can select
the handling result on Hik-Partner Pro. By handling the exceptions, you can better sort the
exception list and avoid leaving some exceptions unattended. Your customer (the Site Owner) will
also be informed of the handling result on Hik-Connect.

Follow the steps below to handle an exception.

1. Click Handle in the Operation column to show the Handle Exception pop-up window.
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Figure 10-1 Handle Exception

2. Select a handling result in Result. You can select from Solved, To Be Checked, and False Alarm.
3. Click OK to save the changes.

Batch Handle Exceptions

If the handling results of several devices are the same, you can select multiple exception items and
click Batch Handle to batch handle them.

Jump to Device Health Monitoring

Click #4 in the Operation column to jump to the device's health monitoring page to troubleshoot
the exceptions.

Export Exception Records

After filtering the exceptions, click Export and select the format of the file to export these
exception records to your local PC.

[:E] Note

Currently, the supported formats of the exported file include CSV, Excel, and PDF.
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Open in New Window

Click Open in New Window in the upper-right corner to open a new window of the browser to
view the Exception Center. With this function, you can view the Exception Center and other pages
at the same time.

10.3 System Messages

The System Message tab of the Notification Center supports displaying system messages to keep
you informed of any system-related information. You can view basic information of the messages in
the list, including the message title, time when it was generated, the read/unread status, and the
message content (in the form of texts or images).

On the top right of the page, click & to go to the Notification Center. Click System Message to
enter the System Message page.

Business Notification Exception Center @ System Message © Deals and Offers

Company Merger Reminder

Other companies with information similar to your company's are detected. Initiate a merger?

Complimentary Cloud Storage Service Packages

Thank you for using Hik-Partner Pro. The complimentary value-added service packages have been issued to your account. Type of Servic... m

Y Company Merger Reminder

Other companies with information similar to your company's are detected. Initiate a merger?

Y Company Authentication Application Submitted

‘You have already submitted a company authentication application for your company = . We will review it as soon as possible. Please wait patiently.

Total: 5 | 20 ~ 1 1 /1 Go

Figure 10-2 System Message Page

Feature and Version Updates

You can receive and view messages of system version updates and newly added features.

Complimentary Service Packages

You can receive and view messages notifying you of the complimentary value-added service
packages issued to your account, which tell you the type of the service packages and the total
quantity.
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Company Authentication Application Related

You can receive and view messages related to company authentication applications, which include
status change information such as application submitted, application approved, and application
declined.

[:E] Note

- These are relevant for online applications only. If you are authenticating your account with an
authentication code, status change information will not be displayed here.

« Only users who have the permission to manage company information can view messages of
company authentication status change.

Case Related

You can receive and view messages related to cases, which include case updates such as case reply
receiving, request to close the case, notification on upcoming auto-closing of case (7 days from
closing-case request), and notification on completed auto-closing of case (14 days from closing-
case request).

Points Balance Change

You can receive and view messages of changes to your reward points balance.

Company Merger Related

If you are the Installer Admin, you can receive and view messages related to company mergers that
you have initiated, which include status change information such as merger failed, merger rejected,
and merger completed. Besides, you can also receive invitation to merge with your company or
reminders for initiating a merger if there are other companies with information similar to your
company's detected.

For details about company merger, refer to Company Merger .

10.4 Deals and Offers

The Notification Center supports displaying notifications of the latest deals and offers.

Go to the Notification Center page. Click Deals and Offers to enter the Deals and Offers page.

You can view the notifications concerning complimentary service packages and lottery draws
(including the notifications of rejected receipts, obtained tickets, and lottery draw results).

You can view basic information of the notifications in the notification list, including the notification
type, title, time when it was generated, the read/unread status, and the notification content (in the
form of texts or images). You can also jump to corresponding pages from the notifications.
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Chapter 11 Project

After you register your projects on Hik-Partner Pro, you can not only receive special pricing on
essential components, but also receive technical support for your projects.

EE] Note

The function is only available in certain countries and regions. For details about whether your
country or region supports the function, refer to the after-sales or local distributor.

11.1 Create a Project

Projects can be created by distributors or system integrators/installers. A project contains project
information, information about who creates the project, end user information, support
information, product information, and project document.

Steps

EE Note

The function is only available in certain countries and regions. For details about whether your
country or region supports the function, refer to the after-sales or local distributor.

1. Click Project on the top of the page after login.
2. Click New Project.
3. Fill in the blanks.

- If you are a distributor, enter project information, system integrator / installer information,
end user information, support information, and product selection. Then upload the project
document if there is any.

- If you are a system integrator / installer, enter project information, distributor information,
end user information, support type, support information, and product selection. Then upload
the project document if there is any.

183



Hik-Partner Pro Portal User Manual

o Project Info 2 System Integrat... 3 ' End User Inform... 4 Support Informa... 5 | Product Selection 6 Project Document

Project Info

Project Name (NAME OF PROJECT + RFP or Edital Number + Razdo SOCIAL end user + CNPJ)

Estimated Hikvision Product Amount * Total CCTV Budget Total Security Budget

Competitort * Competitor Solution Description? =

+ Add

Figure 11-1 Add Project

EE] Note

+ For product selection, click Add - < , select products and click Confirm.
« When you select products, you can click @ to compare products. For details about comparing
products, refer to Compare Products .

4. Click Save & Submit.

The project will be displayed on the Project History page, and the Status will be Waiting for
supporter.

What to do next
For further operations, refer to View Project History .

11.2 Compare Products

When you select products, you can add multiple products and compare them with their same
specifications hidden. In this way, different specifications will be directly displayed and you can
choose products as needed.

EE Note

Only products of the same category and subcategory can be compared.
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Click Project - New Project, and in the Product Selection part, click @ to start compare products.
You can also click v at the right bottom, and add products to compare them.

To start to compare products, select at least two but no more than four products from the
comparison list. On the comparison result page, fields that are different are highlighted with a
background color. You can switch on Hide the Same on the top left to hide parts that are the same
and focus only on the differences.

Product Comparison

|
Hide the same
v External interface
USE 4 4
VGA 1 1
Data 4, 1000M Ethernet interface, exten...
Management 1, T00M Ethernet interface
COM 1 1, for HyperTerminal or UPS
Data network interface -- 4, 1000M Ethernet interface
MiniSAS interface -- Supported
Controller Parameters -- SAS Interface (Upper-level)
HDMI -- 1
Management network interface -- 1, 100M Ethernet interface

Figure 11-2 Compare Products

11.3 View Project History

You can view all projects on the Project History page. You can check the information and perform
further operations.
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EE] Note

The function is only available in certain countries and regions. For details about whether your
country or region supports the function, refer to the after-sales or local distributor.

Click Project on the top of the page after login.

For Distributors
There are three tabs All, Project Supported by Hikvision, and Project Supported by Me.
All

All projects will be displayed under this tab. FW means the project is forwarded to you. S means
the project is shared to you. For shared projects, you can only check the information but not
quote.

Project Supported by Hikvision
It includes projects submitted by you and projects shared to you.
Project Supported by Me

It includes projects forwarded to you. You can click Go to Quote, enter distributor prices, and
click Save&Send Quote to Customer to generate a quote and send it to the customer.

Project History

All Project Supported by Hikvision Project Supported by Me

Project Name Status Y | Registration Number  HIK Project Number | S End User Project Suppo... | @ Hikvision Sales Operation

12 Draft EP-PRI-ASIA-10012 Clone Datails  Edit

Figure 11-3 Project History for Distributors

For System Integrators / Installers

You can view all projects that you created. In the Operation column, you can click Quote and click
the document in the Download column of the pop-up window to check the quote list.

Further Operations

Operations Description

Filter Projects by Status Click ¥ in the Status column to filter projects

by their status.
Here are some project status types.
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Operations

Description

« Draft: The project is only saved but not
submitted.

« Waiting for supporter: The project is
submitted but not yet processed.

« Processing: The project is currently being
processed by Hikvision.

« Approved: It is only available in some
countries and regions. It suggests that the
project be approved.

« More Info Required: Hikvision needs more
information to decide whether to approve
the project.

« Ineligible: The project is rejected by Hikvision.
You can check the comments for why the
project is rejected.

Close Project

Click Close Project and select among Close
Won, Close Lost, and Closed Canceled.

« Closed Won: It means the project is closed
won, and you can enter Closed Won Amount
and upload Purchase Order Document to
accept the quote and close the project.

« Closed Lost: It means the quote of the project
is rejected, and you can select reasons, enter
comments and close the project.

« Closed Canceled: It means the project is
canceled and closed, and you can select
reasons, enter comments and close the
project.

Copy Project

Click Copy to copy the project.

Edit Project

If the status turns to More Info Required or the
project is only saved but not submitted, you can
click Edit to edit the project.

View Details

Click Details to view the project details.
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Chapter 12 Case

If you have any issues related to hardware, software, device password reset, etc., you can get
professional help from our technical support via Case. On the Case page, you can submit cases to
report your issues to us and follow up on the cases you submitted.

EE] Note

« This feature is only available for some countries and regions.
- This feature is available only if your company is authenticated.
« All employee accounts of an authenticated company have the permission to use this feature.

The methods to access Case are as follows:

+ Click Support - Case .
+ Click Case on the right side of the dashboard.

The Case page will be opened in a new tab page.

12.1 Submit Case

Enter different information for submitting Hardware Product Case, Software Product Case, Hik-
Partner Pro Case, and Dedicated Customer Service Case.

Submit different types of cases as needed.

[:Ej Note

- Hardware Product Case, Software Product Case, and Hik-Partner Pro Case are only available to
some countries and regions.

- For device password reset, please submit cases on the Hik-Partner Pro Mobile Client.

- Some installers can submit Dedicated Customer Service Case for focused troubleshooting from
technical support.

12.1.1 Submit Hardware Product Case

You can submit hardware product cases for issues related to operations, configurations, or faults.

Steps
1. Go to the Case page.

EE] Note

For how to enter the Case page, refer to Case .

2. Select Submit Case - Hardware Products .
3. Fill in the fields as required.
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& Hik-Partner Pro

- Case - Submit Case

2 Gt @ sccctcaseype > @) Fillin and Submit Information

Y Case Records Selected Case Type: Hardware Products Reselect

* Title Screenshot / Error Information

Link for Accessing Files on Network Disk

Figure 12-1 Submit Hardware Product Case

Title

Enter the title of your case.

EE] Note

The maximum length of the title is 100 characters.

Device Serial No.
Enter the device serial No. You can click @ to see where to find the serial No.
Firmware Version

Enter the version number and build number. You can click @ to see where to find the
firmware version.

Issue Description

Describe your issue according to the suggestions in the blank.

EE] Note

The length of issue description should vary from 20 to 2000 characters.

You can also click Add Details to add issue details (software name, software version, network
type, etc.) to your description as needed.

Screenshot / Error Information

Click  to upload screenshots or error information.
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EE] Note

- You can upload attachments in PNG, JPG, BMP, JPEG, PDF, DOC, XLSX, and TXT format.
« No more than 5 PNG/JIPG/BMP/IJPEG files and 3 PDF/DOC/XLSX/TXT files are allowed.
« The maximum size of each attachment is 5 MB.

Link for Accessing Files on Network Disk
For files larger than 5 MB, please upload them to a network disk.
Contact Information

This field is filled with your account information by default. You can edit it as needed.
4. Check the statement in the end.

5. Click Submit to submit the case.

DEJ Note

The case you submitted will be displayed on the Case Records page. For more operations such as
relying to the case and closing the case, refer to View and Handle Case Records .

12.1.2 Submit Software Product Case

You can submit software product cases for issues related to Hik-Connect and iVMS-4200.

Steps
1. Go to the Case page.

E@ Note

For how to enter the Case page, refer to Case .

2. Select Submit Case > Software Products , and select Hik-Connect/iVMS-4200 as the software
name.

3. Fill in the fields as required.
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0 Select Case Type > e Fill In and Submit Information

Selected Case Type: Software Products Reselect

* Title Screenshot / Error Information

* Software Name

* Software Version (9)

Link for Accessing Files on Network Disk

Add Details

* Issue Description

Contact Information

|-

Cancel

Figure 12-2 Submit Software Product Case
Title

Enter the title of your case.

EE] Note

The maximum length of the title is 100 characters.

Software Name

The software name is predefined and cannot be edited.
Software Version

Enter the software version. You can click @ to see where to find the software version.
Issue Description

Describe your issue according to the suggestions in the blank.

EE] Note

The length of issue description should vary from 20 to 2000 characters.

You can also click Add Details to add issue details to your description as needed.
How did it occur?
The maximum length is 500 characters.

Phone/PC Operating System and Version
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The maximum length is 72 characters.
Information About the Related Hikvision Devices
The maximum length is 500 characters.
Screenshot / Error Information

Click = to upload screenshots or error information.

EE] Note

You can upload attachments in PNG, JPG, BMP, JPEG, PDF, DOC, XLSX, and TXT format.
No more than 5 PNG/JIPG/BMP/IJPEG files and 3 PDF/DOC/XLSX/TXT files are allowed.
The maximum size of each attachment is 5 MB.

Link for Accessing Files on Network Disk
For files larger than 5 MB, please upload them to a network disk.
Contact Information

This field is filled with your account information by default. You can edit it as needed.
4. Check the statement in the end.
5. Click Submit to submit the case.

EE Note

The case you submitted will be displayed on the Case Records page. For more operations such as
relying to the case and closing the case, refer to View and Handle Case Records .

12.1.3 Submit Hik-Partner Pro Case

You can submit Hik-Partner Pro cases for issues related to Hik-Partner Pro.

Steps
1. Go to the Case page.

EE] Note

For how to enter the Case page, refer to Case .
2. Select Submit Case - Hik-Partner Pro, and select an issue type from the supported ones.
3. Fill in the fields as required.
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Submit Case

o Select Case Type > e Fill In and Submit Information

Selected Case Type: Hik-Partner Pro Reselect

* Title Screenshot / Error Information

Link for Accessing Files on Network Disk

Other Contacts

Authorization Code @

») Do Not Provide Provide

Figure 12-3 Submit Hik-Partner Pro Case
Title

Enter the title of your case.

[:E Note

The maximum length of the title is 100 characters.

Issue Description

Describe your issue according to the suggestions in the blank.

EE Note

The length of issue description should vary from 20 to 2000 characters.

Authorization Code

The after-sales authorization code is exclusive to Hikvision's technicians for troubleshooting
only. You can give your authorization code to the technicians when it is necessary for them to
log in to your account for troubleshooting.

EE] Note

This field is not available for the following issue types: Code Scanning and Reward Point
Market, Solution and Project, and Others.

Screenshot / Error Information
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Click = to upload screenshots or error information.

EE] Note

You can upload attachments in PNG, JPG, BMP, JPEG, PDF, DOC, XLSX, and TXT format.
No more than 5 PNG/JPG/BMP/IJPEG files and 3 PDF/DOC/XLSX/TXT files are allowed.
The maximum size of each attachment is 5 MB.

Link for Accessing Files on Network Disk
For files larger than 5 MB, please upload them to a network disk.
Other Contacts

Enter the email address of other contacts.

EE Note

No more than 5 contacts can be added.
4. Click Submit to submit the case.

EE] Note

The case you submitted will be displayed on the Case Records page. For more operations such as
relying to the case and closing the case, refer to View and Handle Case Records .

12.1.4 Submit Dedicated Customer Service Case

You can report the issues found when using Hik-Partner Pro to us by submitting dedicated
customer service cases. We will respond to your case and provide support according to your case
severity and language. Submitting dedicated customer service cases is only available for some
installers, for focused troubleshooting from technical support.

Steps

EE] Note

If you have more function-related requirements or improvement suggestions, you can give your
feedback. For details, refer to Hik-Partner Pro Portal Overview .

1. Go to the Case page.

EE] Note

For how to enter the Case page, refer to Case .

2. Click Submit Case on the left.
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Submit Case

Critical Business Down Business Impaired Functional Defects

Figure 12-4 Submit Dedicated Customer Service Case

3. Enter a title for your case.
4. Select the language.

[:@ Note

The language options vary according to the country/region of your account.
5. Select the case severity.

Critical Business Down

Main functions which are critical to your business, such as logging in to the platform, creating
sites, adding devices, receiving alarms, and handing over sites, are unavailable.

Business Impaired

Main functions work properly, but there are other function-related issues such as batch LAN
configuration not working, probabilistic failure of remote configuration, and connection
failure of some devices.

Functional Defects

There are some functional defects which do not affect your business or only affect your
business slightly, such as wrong words on the page and high response latency.

EE Note

To get our rapid response when you have an urgent issue, select the case severity objectively.

6. Enter the issue description.
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EE] Note

You're recommended to refer to the items listed on the page to describe the issue in detail. If
the issue is difficult to describe with words, you can put links to related videos in the issue
description and attach pictures below.

7. Set whether to provide the authorization code for the technical support staff for
troubleshooting.

EE Note

For details about the authorization code, refer to Hik-Partner Pro Portal Overview .

8. Optional: Click  to upload screenshots or error information.

EE] Note

You can upload attachments in PNG, JPG, BMP, JPEG, PDF, DOC, DOCX, XLS, XLSX, and TXT
format.

No more than 5 PNG/JPG/BMP/IPEG files and 3 PDF/DOC/XLSX/TXT files are allowed.
The maximum size of each attachment is 5 MB.

9. Optional: Enter the link for accessing files on network disk.

EE] Note

For files larger than 5 MB, please upload them to a network disk.

10. Select Case or Phone Number as Contact Information.

EE] Note

If you select the latter, select the country/region code and enter the contact number.

11. Optional: Enter the email addresses of other contacts.

EE Note

No more than 5 contacts can be added.

12. Click Submit.

[:@ Note

The case you submitted will be displayed on the Case Records page. For more operations such
as relying to the case and closing the case, refer to View and Handle Case Records .

12.2 View and Handle Case Records

You can view cases you submitted on the Case Records page, view replies to a case, reply to a case,
and close a case.

Go to the Case page and click Case Records on the left.
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EE] Note

For how to enter the Case page, refer to Case .

Table 12-1 Available Operations on Case Records Page

Operation Description

View All Submitted Cases You can view cases you submitted on the Case Records page,
including the case ID, time the case was created, case title, case
type, and case status.

View Case Details Click a case to enter the Case Details page to view the case
creator, issue description, replies from technical support,
request from the technical support for closing the case, case
status updates, and so on.

DE] Note

You will be notified via emails and push notifications on the
Mobile Client if there are new replies or updates of case status.

Reply to Case Click a case to enter the Case Details page. Click Reply on the
bottom right corner, enter the reply content, and add
attachments in the Reply section. Click Confirm to submit your
reply to the current case.

Close Case Click a case to enter the Case Details page, and click Close Case
on the bottom right corner to close the case after your issue is

solved. You can rate our services and give your comment when
closing the case.

Dﬂ Note

The case will be closed automatically if you do not reply within
14 days.
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Chapter 13 Return Materials Authorization

Return material authorization (RMA) is an arrangement in which you can ship an item back for an
exchange or repair due to a product defect or malfunction. The process is firstly Installers can
initiate RMA applications, and distributors can repair the defected products after receiving
applications. Finally the products will be returned after they are repaired and debugged.

[:E] Note

The function is only available in certain countries and regions. For details about whether your
country or region supports the function, refer to the after-sales or local distributor.

13.1 Submit RMA Request

You can register an RMA request for exchanging or repairing goods. After registration, you can
check real-time status of the requests.

The function is only available in certain countries and regions. For details about whether your
country or region supports the function, refer to the after-sales or local distributor.

Steps
1. Go to Support - RMA .
2. Click Add to add products.
- You can input the serial number of the products of interest, click Add, and enter fault
description and reference. Click Add Attachment to add attachments if there are any.
- You can click Download Template, enter information of multiple products, and click Upload
Serial List to batch upload products.

EE Note

It should be a Hikvision product sold in the current country or region.

3. After all products are added, click Next to select shipping information.
4. Select shipping information.

- For countries and regions that support cross-distributor repair, if the distributor is identified
according to the serial number, the distributor will be automatically selected. If not identified,
you need to click Change Shipping Address to choose a distributor by yourself. After choosing
a distributor, the distributor and product information will show up in the list.

By default, the selected repair station is the nearest one. You can also select among all
stations of all distributors in the country.

- For countries and regions that do not support cross-distributor repair, the system will identify
the distributor according to the serial number. The default choice is the nearest location of
the distributor. If the distributor can not be identified according to the serial number, then the
product can not be added.

5. Check the information in the list, and click Submit.
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Whether your application is submitted successfully or not is displayed.

6. You can perform the following operations.

Operation Description

Download Document Click RMA number to download document.

Back to Menu Click Back to Menu to check details and track status.
Create More Click Create More to add more applications.
13.2 View RMA Request

After an RMA application is submitted, you can view its status and perform further operations.

Go to Support - RMA , and the successfully submitted applications are displayed in the list.

You can perform the operations as needed.

Operation

Description

Search for RMA Applications

You can search for an application by its
Reference Number, RMA Number, Date,
Application Number, and Serial Number.

Filter by Status

Click v , and select among Saved, Unreceived,
In Repair, Waiting For Customer Response,
Ready for Shipment, and Completed.

View Details

Click Detail to view application details.

Download Document

Click Download Document to download the
application file.
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Chapter 14 Order & Promotion

The Order & Promotion module supports viewing information of regular products, hot products,
and promotional products that are discounted or are put on clearance. You can search for and
select products to place an order or submit your product order by uploading a predefined
template.

[:E] Note

The module is only available to authenticated channel partners.

14.1 View and Search for Products

You can search for products and view detailed product information, including the product picture,
description, stock availability, and other related parameters.

Under the B2B tab of the Order & Promotion module, you can view information of hot products
and the products you have recently viewed. You can also view information of the regular products
or promotional products (e.g., discount products, clearance products, etc.) by selecting the
corresponding tabs under the navigation bar. You can filter the products by product category and
search for specific products by product name or model.

Click a product to view its detailed information, including the product picture, description, stock
availability, and other related parameters. If needed, you can add a product to Favorites by
hovering over it and clicking # .
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EUR

Model / Specification

Qty

1 +

Add to Cart Buy Now Continue Shopping

Figure 14-1 Product Information Details

EE] Note

You can find the products you have added to Favorites later in My Hik-Partner - Account
Information - My Favorite - B2B Product .

14.2 Create an Order

You can place an order by adding products to the shopping cart, selecting the products you need
for checkout, and entering the required shipping information.

Steps

EE Note

Besides adding products to the shopping cart, you can also submit an order by uploading
information (material code, quantity, etc.) of products with a predefined template via Order
Upload.
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- My E-Wallet >
- &

thik-partnercom Ql

=1
E

o /
AUTOMATE . . 1 Notice
YOUR ORDERS

S8 InReview 64 Vs

(O Undelivered Order 214

R ) Order Upload

Figure 14-2 Ways for Accessing Order Upload

. View or search for the products to be ordered.

EE] Note

For details, refer to View and Search for Products .

. Hover over a product of interest, set the quantity to be ordered, and click Add to Cart. Repeat
this step to add multiple products to your shopping cart as needed.

. Click & on the right to go to your shopping cart.

. Select the products to be ordered, adjust the quantity for each product if needed, and click
Next.

. On the Check Order Information page, enter your shipping/billing address, select a preferred
shipping method, and confirm the order details (quantity to be ordered, total cost, etc.).

EE:I Note

» You can also set a preferred future date of delivery and upload a project register form if
needed.

. If you have entered a shipping/billing address before, check whether the address information
displayed on the page is correct.

. Click Submit.

You can track the status of the submitted order via My Hik-Partner - Order - My Order . For
details, refer to View My Orders .

14.3 View My Orders

After submitting an order, you can track the status of your order, perform operations such as
canceling or reordering as needed, and view related information such as invoices and transaction
records.

The following order related information can be accessed via My Hik-Partner - Order .
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@ > My Hik-Partner > My Order
BB company Management All In Review Confirmed Undelivered Fully Delivere: Completed Canceled Back Order
88 Account Information v [ Export 1y Order Upload Y
88 Dashboard .
B2B Order No. SAP Order No. Customer PO
=
88 order ~ l
8
My Order Delivery Note Date Product Name
Start - End 5 Vs
My Invoice
Ship From Status 0
My E-Wallet . . m Reset
Financial Report
Stock List
Price List 8
»
Figure 14-3 Order Related Information of Your Company

On the My Order page, you can view your orders by different status (e.g., In Review, Confirmed,
Fully Delivered, Completed, etc.) and click an order to view the order details, including the
products selected, total cost, and shipping related information.

EE] Note

The My Order page can also be accessed via the In Review and Undelivered Order tabs displayed
on the B2B page of the Order & Promotion module.

B2 Regular Single Promotion Clearance Smart Try Combo Discounts Aging Stock Promotion

Product Categories

1o \
Go Digital! icporrecon Q)
Take your B2B ordering process online and say
Hello to convenience!

Traffic&Mobile
R EUR

Accessories

P G =4
HDD ey — AUTOMATE 4 Notice =
YOUR ORDERS
Analog Camera ® o E N &
e
Analog PTZ Camera - QT Review 4 Vs
@ © °
Digital Video Recorder £
© Undelivered Order 214
Monitor
More J— 1, Order Upload

Figure 14-4 Another Way for Accessing the My Order Page

If needed, you can click Export to export the list of orders to your local PC, click Order Upload to
submit an order using a predefined template, click @ next to an order No. to copy the order No.,
or click &z to reorder the same products of an order. To cancel ordering a product, click an order to
enter the order details page, and click Cancel next to the product.
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[:E] Note

The ordering of products that are fully delivered or the stock clearance / combo discount products
are not allowed to be canceled.

My Invoice Page

On the My Invoice page, you can search for and view invoices of your past orders and export the
list of invoices if needed.

My E-Wallet Page

On the My E-Wallet page, you can view your E-Wallet balance and transaction records, and search
for specific records as needed.

EE] Note

. If the type of a record is "Compensation", the number displayed is the amount you received
when the corresponding compensation application is approved. For details about compensation,
refer to Compensation .

« You can also click the E-Wallet balance displayed on the B2B page of the Order & Promotion
module to access your E-Wallet.

B2E | reaua Single Promotion Clearance Smart Try Combo Discounts Aging Stock Promotion

Go Digital! separnarcon Q)

Take your B2B ordering process online and say
Hello to convenience!

Traffic&Mobile

Accessories

ST =4
HDD gl O . AUTOMATE 5 Notice =
YOUR ORDERS
Analog Camera ® -} £ - =
Order Shipped Poyment Orter Compiores R

Analog PTZ Camera s * > N ] VS

2 54 InReview 64
© o @ 2

Digital Video Recorder %)

(© Undelivered Order 214

Monitor

More —_ \1, Order Upload

Figure 14-5 Another Way for Accessing the My E-Wallet Page

Financial Report Page

On the Financial Report page, you can view details of your credit status, account payable balance,
and basic information of the invoices.

Stock List Page

On the Stock List page, you can view and search for stock related information of your products and
export the full stock list or specific search results to the local PC as needed.
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Price List Page

On the Price List page, you can view and search for price related information of all products and
export the full price list or specific search results to the local PC as needed.
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Chapter 15 Value-Added Services

Hik-Partner Pro provides multiple value-added services for you to better serve your customers,
including the health monitoring service, cloud attendance service, cloud storage service, people
counting service, temperature screening service, alarm receiving center service, HikCentral
Connect service, co-branding service, and employee account add-on.

EE] Note

« Most of value-added services are only available in certain countries and regions. For more
information, refer to the after sales or local distributor.
« Only the cloud storage service is supported by the solar camera.

15.1 Health Monitoring Service

Hik-Partner Pro offers a free package containing a series of basic features such as viewing device
online status once you complete account registration. In some cases, for the capacity and
functionality limitation of the free package, these basic features are insufficient for you to satisfy
higher level needs of your customers (i.e., end users), such as their need for the maintenance of a
large number of devices. Compared with the free package, the health monitoring package not only
allows you to add more devices to Hik-Partner Pro, but also monitor the health status of your
customers' devices and configure other value-added features. You can access the health
monitoring service by purchasing health monitoring packages in the Service Market.

The following table shows the differences between the free package and the health monitoring
package.

EE Note

For the countries and regions where the health monitoring service is currently free, the details of
the health monitoring package might be different from the information displayed in the table
below. Refer to the distributors or after-sales in these countries and regions for details.

Table 15-1 Differences Between Free Package and Health Monitoring Package

Functionality Free Package Health Monitoring Package
Adding Devices « Supported « Supported
. . « Manageable Devices: 1024 |« Manageable Devices: More
Site & D
e evice than 1024 based on the
Applying for Authorization package you purchase.

Viewing Device Online Status

Remote Configuration
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Functionality Free Package Health Monitoring Package

Live View/Playback/

Downloading Video

Device Firmware Remote

Upgrade

Health Monitoring Not Supported Supported

Exception Rule Not Supported Supported

Linkage Rule Not Supported Supported

Employee Management Not Supported Employees Accounts: 4
D}]Note
You can get 4 employee
accounts for free only when
purchasing the health
monitoring service for the first
time.

Role/Permission Management |Not Supported Supported

Searching Operation Logs of Not Supported Supported

Employees

15.1.1 Purchase Health Monitoring Service

You can purchase the health monitoring service packages online in the Service Market in Hik-
Partner Pro or purchase a service key from the local distributor offline first, and then activate the
health monitoring service packages by the service key in the Service Market.

Steps

EE] Note

Purchasing the service by service key is only supported in some countries and regions. Contact the
local distributor for details.

1. Go to the Service Market page.
2. In the Health Monitoring Package area, click Online Purchase to enter the Purchase Health
Monitoring Package page.
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[:E] Note

If your country or region supports service key and you have purchased a service key from the
distributor, you can also click Activate by Service Key to purchase the service.
3. Select service packages and set the number of service packages that you want to purchase.

All-Type Device Monthly Package
An All-Type Device Monthly Package can be used to activate the service for a device of nearly
any type. And the activated service lasts one month.

"All-Type Device" here means that the service package is applicable to nearly all device types,
including DVR, NVR, network cameras, PTZ cameras, access control devices, alarm devices,
video intercom devices, doorbells, Hik-ProConnect boxes, thermal devices, and network
switches.

"Monthly" here means that the service term is one month. The service term starts when you
activate the service.
All-Type Device Monthly Package * 20
20 All-Type Device Monthly Packages sold as a batch. Set the number of batches to purchase.
All-Type Device Monthly Package * 100
100 All-Type Device Monthly Packages sold as a batch. Set the number of batches to
purchase.
All-Type Device Annual Package

An All-Type Device Annual Package can be used to activate the service for a device of nearly
any type. And the activated service lasts one year.

"All-Type Device" here means that the service package is applicable to nearly all device types,
including DVR, NVR, network cameras, PTZ cameras, access control devices, alarm devices,
video intercom devices, doorbells, Hik-ProConnect boxes, thermal devices, and network
switches.

"Annual" here means that the service term is one year. The service term starts when you

activate the service.
All-Type Device Annual Package * 20

20 All-Type Device Annual Packages sold as a batch. Set the number of batches to purchase.
All-Type Device Annual Package * 100

100 All-Type Device Annual Package sold as a batch. Set the number of batches to purchase.
Network Camera Monthly Package

A Network Camera Monthly Package can be used to activate the service for a network
camera. And the activated service lasts one month.

"Network Camera" here means that the service package is only applicable to network
cameras.

"Monthly" here means that the service term is one month. The service term starts when you
activate the service.
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Network Camera Monthly Package * 20

20 Network Camera Monthly Packages sold as a batch. Set the number of batches to
purchase.

Network Camera Monthly Package * 100

100 Network Camera Monthly Packages sold as a batch. Set the number of batches to
purchase.

Network Camera Annual Package

A Network Camera Annual Package can be used to activate the service for a network camera.
And the activated service lasts one year.

"Network Camera" here means that the service package is only applicable to network
cameras.

"Annual" here means that the service term is one year. The service term starts when you
activate the service.

Network Camera Annal Package * 20
20 Network Camera Annual Packages sold as a batch. Set the number of batches to purchase.
Network Camera Annual Package * 100

100 Network Camera Annual Packages sold as a batch. Set the number of batches to
purchase.

. Enter your VAT number.

[:E] Note

The VAT number entered here will be displayed in the payment receipt.

. Select Credit/Debit Cards as the payment method.
. Click Checkout to enter the payment page and finish the payment.
. Optional: Go to Service - Service Market - My Service - Health Monitoring Service to view

your health monitoring packages and manage them.

EE Note

For details, see Manage Your Health Monitoring Service .

15.1.2 Activate the Health Monitoring Service for Devices

After purchasing health monitoring packages, you can use them to activate the health monitoring
service for specific devices. Once the service is activated, features such as device health monitoring
and device exception notifications will be available for these devices.

Before You Start
Make sure you have purchased health monitoring packages. For details, see Purchase Health
Monitoring Service .
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Steps

EE] Note

If the firmware version of a device is obsolete, or its device type cannot be recognized by Hik-
Partner Pro, activating health monitoring service for the device is not supported

1. Enter the Activate Health Monitoring Service page in one of the following ways.

- Choice 1: Click the Site & Device tab. Go to Service -» My Service - All Services , and then
click Activate Health Monitoring Service.

- Choice 2: Click the Site & Device tab. Go to Service - My Service - Health Monitoring
Service , and then click Activate Health Monitoring Service.

- Choice 3: Go to the site details page, and then hover the cursor onto = on the device card,
and then click Activate Service on the pop-up dialog.

- Choice 4: Go to the site details page, and then click a device to show the device details panel,
and then hover the cursor onto @ on the panel and click Activate Service

- Choice 5: Click Activate Service on the adding result page after adding detected online
devices or adding a device by Hik-Connect (P2P). See Add Detected Online Device or Add
Device by Entering Serial No. for details.

The Activate Health Monitoring Service page will be displayed as one of the following two
figures show.

Activate Health Monitoring Service X

° Select Device

Service-Inactivated Device(s): 2

@ New Site_

Ran out of health monitoring packages?

° Select Activation Type

Figure 15-1 Select Devices to Activate Health Monitoring Service
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Activate Health Monitoring Service X

Available Package Purchase by Service Key  Online Purchase

Select Type

. All-Type Device Monthly Package 0
All-Type Device Annual Package

Auto Renewal

Cancel

Figure 15-2 Activate Health Monitoring Service for One Selected Device
2. Select devices.

[:Ej Note

Skip this step if you enter the Activate Health Monitoring Service page as Figure 15-2 shows.
3. Select the activation type.

EE] Note

« The number you set represents the number of months/years that the service lasts for each
selected device.

. If service packages are insufficient, you can click Online Purchase or Activate by Service Key
to purchase more. For details, see Purchase Health Monitoring Service .

Use All Device Package Only

When enabled, you can only select All Device Packages (All Device Monthly Package and All
Device Annual Package) for network cameras to activate the service for them.

Auto Renewal

When enabled, if the service for a device expires, the service will be automatically renewed
using the same service package in previous activation. For example, assume that you
activated a 1-month health monitoring service for a NVR using an All Device Monthly Package
on 5/14/2021, the 1-month service will be automatically renewed using another All Device
Monthly Package on 6/14/2021.
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4. Click OK.

After the health monitoring service is activated for devices, the notifications of all exceptions will
be enabled by default.

5. Optional: Click Site & Device - Customer Site , and select a site to open to the site details page,
and then perform the following operations if needed.

Renew the
Service

Transfer the
Service

Enable Auto
Renewing the
Service

View Health
Status of Devices

Inspect Devices in
the Sites

Inspect a Single
Device

Diagnose Devices
of the Site

Filter Devices by
Health Status

Click a device with the service activated to show the device details panel,
and click Renew to renew the service for the device.

Click a device with the service activated to show the device details panel,
and click Transfer to open the Transfer Health Monitoring Service
window, and then select a device to transfer the remaining service time
from the current device to the selected device.

Click a device with the service activated to show the device details panel,
and click Auto Renewal to Open the Auto Renew window, switch on
Auto Renewal, and then select a type of service packages for auto
renewal.

View health status of all devices on the device list, and view health status
of a specific device on the device details panel. For details, refer to View
Status of Devices in All Sites and View Status of Devices in a Specific
Site .

Click Refresh to inspect all the devices in the site.

Select a device and then click « to inspect it.

Click Health Check to open the Health Check window, and click Check
Now to diagnose the devices of the site.

When the checking completed, you can view the status of each device in
the site.

For AX PRO security control panel, NVR, and DVR, you can click View
Report to export the diagnostics report as a PDF file to the local PC.

Click Filter Devices and filter devices by Normal Devices / Abnormal
Devices / Devices Without Permission.

15.1.3 Manage Your Health Monitoring Service

In My Service, you can manage your health monitoring service. The available features for the
management include viewing remaining service packages, service activation, service renewal,
service transfer, service auto renewal, and so on.

Go to Service - My Service - Health Monitoring Service to enter the health monitoring service
page (as the figure below shows).
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Cloud Storage Service HikCentral Connect Service  Cloud Attendance Service

Site Owner Vaiiity Period Status Operation

w
)
)
)
)
@

€69 6866868¢

Figure 15-3 Manage Your Health Monitoring Service

On the page, the following features are available.

Table 15-2 Available Features

Area No. Feature Description
1 View Remaining Packages |View used number and remaining number of each type
& Purchase More of heath monitoring packages.

Click Activate by Service Key or Online Purchase to
purchase more packages. For details, see Purchase
Health Monitoring Service .

2 View Expiration and Auto |« Expires in 30 Days: The number of devices whose

Renewal Information health monitoring services expire in 30 days.

You can click Expires in 30 Days to view these
devices in the device list below.

« Expired: The number the devices whose health
monitoring services have expired.

You can click Expired to view these devices in the
device list below.

+ Devices with Auto Renewal: The number of devices
for which you have enabled service auto-renewal.
You can click Devices with Auto Renewal to view
these devices.

3 Filter Devices or Search by |Select a Site from the site list on the left, and then
Keywords select a filter type (All, Expire in 30 Days, or Expired)
from the drop-down list to filter devices.

Or enter key words to search for matched devices.
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Area No. Feature Description

3 Activate Service Click Activate Health Monitoring Service to activate
the heath monitoring service for specific devices. For
details, see Activate the Health Monitoring Service for

Devices .
3 Batch Renew Service for Select devices and then click Batch Renew to renew
Devices the service for the selected devices.

The process of renewing the service is similar to that of
activating the service. See Activate the Health
Monitoring Service for Devices for details.

3 Renew Service for a Device | Click @ in the Operation column to renew service for a
device.

The process of renewing the service is similar to that of
activating the service. See Activate the Health
Monitoring Service for Devices for details.

3 Transfer Service Click 23 in the Operation column to transfer the
remaining service time from the current device to
another.

3 Enable Service Auto Click @ in the Operation column to open the Auto

Renewal Renew window, switch on Auto Renewal, and then

select a type of service packages for auto renewing the
health monitoring service.

15.2 Purchase Employee Account Add-On

Hik-Partner Pro offers only one Installer Admin account for your company to manage resources in
the system. You can invite more employees to join Hik-Partner Pro to work collaboratively. By
default, the status of employees are limited and some operations like managing sites are not
available to them. However, the account limits can be removed by purchasing the employee
account add-on. You can purchase the employee account add-on online in the Service Market in
Hik-Partner Pro or purchase a service key from the local distributor offline first, and then activate
the employee account add-on by the service key in the Service Market.

Steps

[:@ Note

Activating the service by service key is only supported in some countries and regions. Contact the
local distributor for details.

1. Go to the Service Market page.
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2. In the Employee Account Add-On area, click Online Purchase to enter the Purchase Employee
Account Add-On page.

EE] Note

If your country or region supports service key and you have purchased a service key from the
distributor, you can also click Activate by Service Key to purchase the service.

Purchase Employee Account Add-on

Purchasing Currently Selected

Item tem

Number of Employees
Number of Employees

Amount

Amount 31

1/Year

5/Year

Tota!

25/Year

28, Jun, 2022 - 28, Jun, 2023

v

Figure 15-4 Purchase Employee Account Add-On

3. Select type(s) of add-on and set the number of employee accounts that you want to purchase.

[:E] Note

An 1/Year, 5/Year, or 25/Year add-on can be used to invite 1, 5, or 25 employee accounts which
will expire after one year.

4. Enter your VAT number.

EE Note

The VAT number entered here will be displayed in the payment receipt.

5. Select Credit/Debit Cards as the payment method.
6. Check your purchasing information and click Checkout to enter the payment page and finish the
purchase.
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15.3 Cloud Attendance Service

The cloud attendance service provides a cloud-based and all-in-one solution for access control and
attendance management in various businesses. You can create cloud attendance systems for your
customers, so that your customers, such as managers of small organizations or human resource
director, can configure the system on the Hik-Connect portal ( http://www.hik-connect.com ) and
use it to manage the attendance of the employees. Employees of your customers can check in or
check out via the devices configured in the cloud attendance system. With the Hik-Connect Mobile
Client V4.13.0 or later, the employees can control doors and check attendance records on their
mobile phones.

[:E] Note

The cloud attendance service is only supported in some countries and regions currently. You might
fail to find related functionality due to its unavailability in your country or region. If you need
related functionality, please feel free to contact the local distributor or our branch office.

15.3.1 Flow Chart for Setting the Cloud Attendance Service

The flow chart below shows the recommended process for setting cloud attendance service.
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Add MinMoe Access Control Device
to Hik-Partner Pro

Add a Coud Attendance System to a
Site

Purchase Cloud Attendance Service

Activate Cloud Attendance Service
for the System

Add MinMoe Access Control Device
to the System

Invite Your Customer to Be Site
Owner

End

Figure 15-5 Flow Chart

The table below shows the description of each step and the link to corresponding section.

Table 15-3 Flow Chart Description

Step Description
Add MinMoe Access Control Add MinMoe access control devices to site(s) which are owned
Devices to Hik-Partner Pro by the same customer. For details about adding devices to Hik-
Partner Pro, see Add Device and its sections.
Add a Cloud Attendance Add a cloud attendance system to a specific site. The cloud
System to a Site attendance system is used for grouping and managing MinMoe
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Step

Description

access control devices. For details about adding the system, see
Add Cloud Attendance System .

Purchase Cloud Attendance
Service

See Purchase Cloud Attendance Service for details.

Activate Cloud Attendance
Service

Activate the cloud attendance service for the system. For details,
see Add Cloud Attendance System

Add Cloud Attendance Devices
to the System

Add MinMoe access control devices to the system. For details,
see Add Cloud Attendance System .

Hand Over Site to Your
Customer

After completing the required configurations, hand over the site
to your customer and so they will be the site owner. For details,
see Hand Over Site .

EE:I Note

When your customer accept the site handover and approving
activating the cloud attendance service on the Hik-Connect
Mobile Client (V 4.15.0 or later), they will be able to set access
levels and attendance rules for their employees via the Hik-
Connect Portal ( http://www.hik-connect.com ), and their
employees will be able to use the Hik-Connect Mobile Client to
check their attendance records.

15.3.2 Purchase Cloud Attendance Service

You can purchase the cloud attendance service packages online in the Service Market in Hik-
Partner Pro or purchase a service key from the local distributor offline first, and then activate the
cloud attendance service packages by the service key in the Service Market.

Steps

[:Ej Note

Activating the service by service key is only supported in some countries and regions. Contact the

local distributor for details.

1. In the left navigation, click Service - Service Market to enter the Service Market page.
2. In the Cloud Attendance area, click Online Purchase to enter the Purchase Cloud Attendance

Package page.
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EE] Note

If your country or region supports service key and you have purchased a service key from the
distributor, you can also click Activate by Service Key to purchase the service.

. Select the service packages (purchase by month or by year), and set the number of service

packages that you want to purchase.
Cloud Attendance Package (Monthly)

The service term is one month. The service term starts when you activate the service.
12 * Cloud Attendance Package (Monthly)

12 Cloud Attendance Packages sold as a batch.

DEJ Note

The price of the package changes when you purchase different numbers of packages.

. Click 2z to enter the VAT number, and click .~ to confirm.

E@ Note

The VAT number will be displayed in the payment receipt.

. Select Credit/Debit Cards as the payment method.
. Click Checkout to enter the payment page and finish the payment.
. Optional: Go to Service -> Service Market - My Service - Cloud Attendance Service to view

your cloud attendance packages and manage them.

EE Note

For details, see Manage Your Cloud Attendance Service .

15.3.3 Add Cloud Attendance System

You can add a cloud attendance system for a site to set up the basic attendance management
environment for the Site Owner.

Steps

UV A WN R

. Go to the Customer Site page.

. Select the site where you want to add the cloud attendance system.
. Select the Cloud Attendance tab.

. Click Add Cloud Attendance System.

. Create a name for the system.

. Click OK.

[:E] Note

The service is inactivated.

. Activate the cloud attendance service for the site.

1) Click Free Trial.
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2) Click Confirm in the pop-up window.

EE] Note

You can view the trial capacity of the service (25 persons) and the expiry date.
8. Optional: If you need to expand and renew the service, click Expand & Renew.

Cloud Attendance Service Expansion & Renewal X

Total Remaining: Activate by Service Key

Cloud Attendance Package (Monthly 0

Current Capacity & Expiry Date
Attendance Check Capacity: 25 Person(s) Expire on: 31, Dec, 2099

Expand and Renew

0 ’
”o Expand Capacity Add | 0 Person(s)

A
—] Add | 0 ’ Montt
B, Renew e

Cancel

Figure 15-6 Cloud Attendance Service Expansion & Renewal

1) Set the number of person(s) to be added.
2) Set the month(s) to be renewed.

[:EJ Note

You can view the number of cloud attendance service packages needed after the service is
expanded and renewed.

3) Optional: If service packages are insufficient, you can click Online Purchase or Activate by
Service Key in the upper-right corner to purchase more.

[:IIJ Note

For details, refer to Purchase Cloud Attendance Service .
4) Click OK.
9. Click Add Device or Edit to add access control devices to the cloud attendance system or edit the
devices.
- To add the devices in the current site to the system, click Add, select the devices, and click OK.
- To add the devices in the other sites that belong to the same Site Owner, click Add Other
Sites' Devices, select the devices, and click OK.
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EE] Note

Make sure to switch on Cloud Attendance for the devices.

What to do next
Hand over the site to the Site Owner and inform the Site Owner to accept the cloud attendance
service permission application. See details in Hand Over Site .

15.3.4 Manage Your Cloud Attendance Service

In My Service, you can manage your cloud attendance service. The available features for the
management include viewing remaining service packages, service activation, service renewal, and
so on.

Go to Service - My Service - Cloud Attendance Service to enter the cloud attendance service
page (as the figure below shows).

Figure 15-7 Manage Your Cloud Attendance Service

On the page, the following features are available.

Table 15-4 Available Features

Area No. Feature Description

1 View Remaining Packages View used number and remaining number of each

& Purchase More type of cloud attendance packages.

« Click Activate by Service Key or Online Purchase to
purchase more packages. For details, see Purchase
Cloud Attendance Service .

2 View Expiration + Cloud Attendance System Expires in 30 Days: The
Information number of cloud attendance systems that expire in
30 days.
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Area No. Feature Description

You can click Cloud Attendance System Expires in 30
Days to view these cloud attendance systems in the
list below.

» Cloud Attendance System Expired: The number of
cloud attendance systems that expired.
You can click Cloud Attendance System Expired to
view these cloud attendance systems in the list

below.
3 Filter Cloud Attendance « Select a Site from the site list on the left, and then
Systems or Search by select a filter type (All, Expire in 30 Days, Expired, or
Keywords Trial) from the drop-down list to filter cloud

attendance systems.

» Enter keywords (of cloud attendance system name,
site name, or site owner name) to search for the
matched cloud attendance systems.

4 Renew Service Click @ in the Operation column to renew the service.
See Add Cloud Attendance System for details.

15.4 Cloud Storage Service

Hik-Partner Pro offers cloud storage solution for the event-related video footage, which refers to
the video footage recorded when a pre-defined event is detected by the channel of an encoding
device.

After you add a cloud storage device to the platform and complete cloud storage settings, the
device will function as the transmission medium by uploading the event-related video footage
from its linked channels to the cloud. The uploaded video footage will be retained for 7 days, 30
days, 90 days, 180 days, or 365 days on the cloud, basing on the types of the cloud storage service
packages purchased from the service market.

15.4.1 Flow Chart for Setting Cloud Storage Service

The flow charts below shows the recommended procedures for using cloud storage service by Hik-
ProConnect box, DVR that supports cloud storage, NVR that supports cloud storage, and solar
camera.
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EEJ Note

If your DVR/NVR does not support cloud storage, you should use a Hik-ProConnect box to help the
DVR/NVR upload footage to the cloud, and the flow chart is the same as that for the Hik-
ProConnect box.

Flow Chart for Hik-ProConnect Box

Add Cameras/NVRs/DVRs
to a Site

Add a Hik-ProConnect Box
to the Same Site

Network Test
(Optional but Recommended)

Add Channel(s) to the Hik-
ProConnect Box

Set Resolution and Event

Already Purchased
Service Package?

Purchase Cloud Storage
Service Package(s)

Activate Cloud Storage
Service for Channel(s)

The following table shows the description for each procedure of the flow chart.
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Table 15-5 Flow Chart Description

Procedure

Description

Add Cameras/NVRs/DVRs to a
Site

Add cameras, NVRs, or DVRs to a site. For details, see Add
Device .

Add a Hik-ProConnect Box to
the Same Site

Add a Hik-ProConnect box to the same site by Hik-Connect
(P2P). For details, see Add Device by Entering Serial No. , Batch
Add Devices , and Add Detected Online Device .

EE:I Note

For the Hik-ProConnect box added by IP/Domain name, cloud
storage service is not supported.

Set Cloud Storage

Set cloud storage for the Hik-Partner Pro. See Set Cloud Storage
for Hik-ProConnect Box for details.

The following list shows the descriptions of the sub-procedures.

« Network Test: Test your network condition to get the
recommended settings for cloud storage. See Network Test
for details.

« Add Channel(s) to the Hik-ProConnect Box: Add channel(s) to
the Hik-ProConnect box to allow the latter to get video
footage data from the channel(s).

« Set Resolution and Event: Set resolution for the channels, and
set the event(s) that will trigger the channel to record related
video footage.

« Purchase Cloud Storage Service Package(s): Purchase cloud
storage service packages from the service market. See
Purchase Cloud Storage Service for details.

[:@ Note

You can also activate service packages by service key. Consult
the distributor to get the service key.

« Activate Cloud Storage Service for Channel(s): Activate cloud
storage service for specific channel(s) using the purchased
cloud storage service package(s) or service key. See Activate
or Renew Service for a Channel for details.
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Add a DVR That Supports
Cloud Storage to a Site

Network Test
(Optional but Recommended)

Set Stream Type and Event

Enable Cloud Storage for
Channel(s)

Purchase Cloud Storage
Service Packages

Activate Cloud Storage
Service for Channel(s)

Figure 15-8 Flow Chart for DVR That Supports Cloud Storage
The following table shows the description for each procedure of the flow chart.

Table 15-6 Flow Chart Description

Procedure Description

Add a DVR That Supports Cloud | Add a DVR that supports cloud storage to a site by Hik-Connect
Storage to a Site (P2P). For details, see Add Device by Entering Serial No. , Batch
Add Devices , and Add Detected Online Device .
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Procedure

Description

DE] Note

If the DVR that supports cloud storage is added by IP/Domain
Name, cloud storage service is not supported.

Set Cloud Storage

Set cloud storage for the DVR that supports cloud storage. For
details, see Set Cloud Storage for DVR .

The following list shows the descriptions of the sub-procedures.

Network Test: Test your network condition to get the
recommended settings for cloud storage. See Network Test
for details.

Enable Cloud Storage for Channel(s): Enable cloud storage for
the channel(s) of the DVR that supports cloud storage.

Set Stream Type and Event: Set stream type (main-stream or
sub-stream) for the channel(s). And set event(s) that will
trigger the channel to record related video footage.
Purchase Cloud Storage Service Package(s): Purchase cloud
storage service packages from the service market. See
Purchase Cloud Storage Service for details.

E@ Note

You can also activate service packages by service key. Consult
the distributor to get the service key.

Activate Cloud Storage Service for Channel(s): Activate cloud
storage service for specific channel(s) using the purchased
cloud storage service package(s) or service key. See Activate
or Renew Service for a Channel for details.

226




Hik-Partner Pro Portal User Manual

Add an NVR That Supports
Cloud Storage to a Site

Network Test
(Optional but Recommended)

Enable Cloud Storage for
Channel(s)

Set Resolution and Event

Already Purchased
Service Package?

Purchase Cloud Storage
Service Packages

Activate Cloud Storage
Service for Channel(s)

Figure 15-9 Flow Chart for NVR That Supports Cloud Storage
The following table shows the description for each procedure of the flow chart.

Table 15-7 Flow Chart Description

Procedure Description

Add an NVR That Supports Cloud Storage to a Add an NVR that supports cloud storage to a
Site site by Hik-Connect (P2P). For details, see Add
Device by Entering Serial No. , Batch Add
Devices , and Add Detected Online Device .
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Procedure

Description

DE] Note

If the NVR that supports cloud storage is added
by IP/Domain Name, cloud storage service is
not supported.

Set Cloud Storage

Set cloud storage for the NVR that supports
cloud storage. For details, see How to enable
cloud storage for an NVR that supports cloud

storage? .

The following list shows the descriptions of the
sub-procedures.

« Network Test: Test your network condition to
get the recommended settings for cloud
storage. See Network Test for details.

« Enable Cloud Storage for Channel(s): Enable
cloud storage for the channel(s) of the NVR
that supports cloud storage.

E@ Note

o If Smart H.264+ / H.265+ encoding is
enabled for the channel with cloud storage
enabled, the quality of the footage on
cloud will be affected. The platform will
notify you to disable Smart H.264+ / H.
265+ encoding.

o If stream encryption is not enabled for an
encoding device linked to an NVR that
supports cloud storage, you cannot enable
cloud storage for the channels of the
encoding device.

« Set Resolution and Event: Set resolution for
the channels, and set the event(s) that will
trigger the channel to record related video
footage.

« Purchase Cloud Storage Service Package(s):
Purchase cloud storage service packages from
the service market. See Purchase Cloud
Storage Service for details.
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Procedure

Description

[:E Note

You can also activate service packages by
service key. Consult the distributor to get the
service key.

Activate Cloud Storage Service for Channel(s):
Activate cloud storage service for specific
channel(s) using the purchased cloud storage
service package(s) or service key. See
Activate or Renew Service for a Channel for
details.
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Add a Solar Camera to a Site

Network Test
(Optional but Recommended)

Set Stream Type and Event

Enable Cloud Storage for Channel

Already Purchase
Service Package?,

Purchase Cloud Storage
Service Packages

Activate Cloud Storage
Service for Channel

Figure 15-10 Flow Chart for Solar Camera

The following table shows the description for each procedure of the flow chart.

Table 15-8 Flow Chart Description

Procedure Description

Add a Solar Camera to a Site Add a solar camera to a site by Hik-Connect (P2P). For details,
see Add Device by Entering Serial No. , Batch Add Devices , and
Add Detected Online Device .
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Procedure Description

DE] Note

If the solar camera is added by IP address / domain name, cloud
storage service is not supported.

Set Cloud Storage Set cloud storage for the solar camera. For details, see Set Cloud
Storage for Solar Camera .

The following list shows the descriptions of the sub-procedures.

« Network Test: Test your network condition to get the
recommended settings for cloud storage. See Network Test
for details.

« Set Stream Type and Event: Set stream type (main stream or
sub-stream) for the channel. And set the event that will
trigger the channel to record related video footage.

E@ Note

Currently only motion detection is supported.

+ Enable Cloud Storage for Channel: Enable cloud storage for
the channel of the solar camera.

« Purchase Cloud Storage Service Package(s): Purchase cloud
storage service packages from the service market. See
Purchase Cloud Storage Service for details.

[:@ Note

You can also activate service packages by service key. Consult
the distributor to get the service key.

« Activate Cloud Storage Service for Channel: Activate cloud
storage service for the channel using the purchased cloud
storage service package(s). See Activate or Renew Service for
a Channel for details.

15.4.2 Purchase Cloud Storage Service

There are seven types of cloud storage service packages, namely, 7-Day Monthly Package, 7-Day
Annual Package, 30-Day Monthly Package, 30-Day Annual Package, 90-Day Annual Package, 180-
Day Annual Package, and 365-Day Annual Package. You should purchase the cloud storage service
from the service market before using it.

Before You Start
The cloud storage service is available for purchase only if your company is authenticated.
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Steps

1. Go to the Service Market page.

2. Click Cloud Storage under Value-Added Services.

3. In the Cloud Storage area, click Online Purchase to enter the purchasing page.

You can view the seven types of cloud storage service packages and their corresponding prices.
4. Click or manually enter a number to define the number of the packages to be purchased.

EE Note

« You can purchase one or more packages at a time. The validity period of the service is one
year after purchase, and thus you should activate the service within the validity period.

« The number before "Day" (e.g. 7-Day, 30-Day, 90-Day, etc.) refers to the retention period of
the event-related video footage on the cloud. Monthly and Annual refer to how long the
service will last after activation.

Example

For example, if you select 7-Day Monthly Package, the video footage can be saved on the cloud
storage for 7 days, and it will be covered by new video footage from the 8th day. After activation,
the service will last for a month.
The selected service package(s) will be displayed on the right side of the page.

5. Click # to enter the VAT number, and click .~ to confirm.

EE Note

The VAT number entered here will be displayed in the payment receipt.

6. Select Credit/Debit Cards as the payment method.

. Click Checkout to enter the payment page and finish the payment.

8. Optional: Click Service - My Service - Cloud Storage Service to view the service package(s)
you have purchased.

N

15.4.3 Set Cloud Storage for Hik-ProConnect Box

When you complete adding a Hik-ProConnect box to a site, the result page will show the entry for
setting cloud storage. You can skip the settings, but it is recommended that you click the entry to
start the settings, including network test (optional), adding channels, channel resolution settings,
event settings, and activating cloud storage service. When you complete all these settings, the Hik-
ProConnect box will be able to upload event-related video footage from its linked channels to the
cloud.

Steps

E@ Note

If you skip the cloud storage settings when completing adding the Hik-ProConnect box, you can
click the device in the device list to open its settings panel to set cloud storage for it later.
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1. Add a Hik-ProConnect box to a site by Hik-Connect (P2P).

EE] Note

« For details about adding the Hik-ProConnect box, see Add Device by Entering Serial No. ,
Batch Add Devices , or Add Detected Online Device .

. If you add the Hik-ProConnect box by IP/Domain name, its cloud storage functionality will be
unavailable.

When you complete adding the device, the entry for setting cloud storage will be displayed on
the adding result page.
2. Click Cloud Storage Settings to start setting cloud storage parameters.

You will enter the Network Test page.
3. Optional: Click Start to test the network performance if the network bandwidth is limited, and
then click Add Channel when test completes.

[:Ej Note

« For details about network test, see Network Test .
« You can click Skip to skip the step.

The Add Channel window will pop up.
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telect Channel
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Device Information -~

101.¢ 7l

Figure 15-11 Add Channel Window

4. Add channel(s) to Hik-ProConnect box to enable cloud storage functionality for them.
1) Select a device (e.g., NVR and network camera) from the drop-down list on the Add Channel
window.

The channels of the device will be displayed. And you can click Device Information to view or
edit the device information, including device IP address, port No., device user name, and
password.
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EE] Note

The IP addresses of the devices and the Hik-ProConnect box should be on the same LAN.

2) Turn on the switch(es) to add specific channel(s) to the Hik-ProConnect box so as to enable
their cloud storage functionality.

3) Enter the information of the device to which the channel belongs, including IP address, port
No., user name, and password.

4) Click OK.

You will enter the Cloud Storage Settings page, which displays the channel(s) already added to
the Hik-ProConnect box.

Cloud Storage Settings X

5= =m
- e o
J
— o
= o
e o
4 Online. Event S

Figure 15-12 Cloud Storage Settings Page

5. Set resolution of the footage to be uploaded to the cloud.
- Select Standard Definition or High Definition from the drop-down list according to the
recommended resolution displayed on the Cloud Storage Settings page (if you have done
network test).

EEJ Note

Make sure the number of standard definition channel(s) or high definition channel(s) is no
more than the recommended upper-limit displayed on the Add Channel window (if you have
tested your network).

- Click # , and then select a resolution (1080P, 720P, 4CIF, or CIF) from the drop-down list in the
pop-up window, and then set the bit rate according to the recommendation shown on the
pop-up window.

6. Click Event Settings to set the event(s) that will trigger video recording action of the channel.
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[:E] Note

The events that support such a trigger include motion detection, intrusion, and line crossing. For

the settings of different events are similar, here we only briefly introduce how to set motion
detection. For details about settings of other events, see the user manual of the channel
(camera).

Enable Motion Detection
Turn on the switch to enable motion detection.
Area Settings

Tap Draw Area to draw an area on the image, and then drag the slider to set the sensitivity of

motion detection.

Objects in motion will be detected within the drawn area.
Arming Schedule

Define the time period during which motion detection is activated.
Linkage Method

Make sure Notify Surveillance Center is checked, otherwise the channel will not record
event-related video footage even if the event is detected.
7. Optional: Edit or delete a specific channel.

Edit a Channel Click « » « = = to edit the settings of the channel.

Delete a Channel Click « « « = @ to delete the channel.
8. Click Activate to activate cloud storage service for the channel.

EE Note

For details about how to activate the service, see Activate or Renew Service for a Channel .

The event related video footage of the channel will be uploaded to the cloud.
9. Optional: Click « « « » = to switch channel to use the activated service.
10. Click Finish.

15.4.4 Set Cloud Storage for NVR

You can enable and set up cloud storage for an NVR and its linked channels. When you complete

the settings, the NVR will be able to upload event-related footage of its linked channels to the
cloud.

Do | need a Hik-ProConnect box to enable cloud storage function for an NVR?

« If your NVR supports cloud storage, there is no need for a Hik-ProConnect box.
This feature requires device capability. Refer to the Hik-Partner Pro Compatibility List for a
complete list of supported models.
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See the next section for instructions.

- If your NVR does not support cloud storage, you can use a Hik-ProConnect box to help the NVR
upload footage to the cloud.

See details in Set Cloud Storage for Hik-ProConnect Box .

How to enable cloud storage for an NVR that supports cloud storage?

Select the NVR's site, and then select the Cloud Storage tab. Click Enable Cloud Storage Service to
set up cloud storage for the NVR and its channels.

Device ARC Service =« Exception® i Linkage Rule « Cloud Storage i Cloud Attendance i People Countin, >

Enable Cloud Storage Service

Overall Service Status

@ Hik-ProConnect Cloud Storage

Devices with Cloud Storage Service Activated

Ds-7

Channels with Cloud Storage Service Activated:0

® car

Unfeld Channels : 9 3%

Figure 15-13 Cloud Storage

When setting up the cloud storage, you need to read and follow the recommendations for the
resolution, bit rate, and number of the channels at the top of the page.

©

Max. Channels: 2 Cloud Storage Enabled: 1
Available Bandwidth (Latest Tested) 7888 kbps Bandwidth Required (Estimated)256 kbps

m Ds-2¢ 2 Event Settings

Cloud Storage Service: Not Enabled

Figure 15-14 Cloud Storage Settings

The steps are similar to those of setting up cloud storage for a Hik-ProConnect box. You can refer to
Set Cloud Storage for Hik-ProConnect Box for information on the video resolution, event settings,
and service activation.
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EE] Note

« If Smart H.264+ / H.265+ encoding is enabled for the channel with cloud storage enabled, the
quality of the footage on cloud will be affected. The platform will notify you to disable Smart H.
264+ / H.265+ encoding.

- If stream encryption is not enabled for an encoding device linked to an NVR that supports cloud
storage, you cannot enable cloud storage for the channels of the encoding device.

15.4.5 Set Cloud Storage for DVR

When you complete adding a DVR that supports cloud storage to a site, the result page will show
the entry for setting cloud storage. You can skip the settings, but it is recommended that you click
the entry to start the settings, including network test (optional), event settings, stream type
settings, enabling cloud storage for the channels of the DVR that supports cloud storage, and
activating cloud storage service for the channels. When you complete all these settings, the DVR
that supports cloud storage will be able to upload event-related video footage from its linked
channels to the cloud.

Steps

EE Note

« If your DVR does not support cloud storage, you can use a Hik-ProConnect box to help the DVR
upload footage to the cloud. See details in Set Cloud Storage for Hik-ProConnect Box .

« If you skip the cloud storage settings when completing adding the DVR that supports cloud
storage, you can click the device in the device list to open its settings panel to set cloud storage
for it later.

1. Add a DVR that supports cloud storage to a site by Hik-Connect (P2P).

[:BJ Note

- For details about adding a DVR that supports cloud storage, see Add Device by Entering Serial
No. , Batch Add Devices , or Add Detected Online Device .

« If you add the DVR that supports cloud storage by IP/Domain name, its cloud storage
functionality will be unavailable.

When you completes adding the device, the entry for setting cloud storage will be displayed on
the adding result page.
2. Click Cloud Storage Settings to start setting cloud storage parameters.

You enter the Network Test page.
3. Optional: Click Start to test the network performance if the network bandwidth is limited, and
then click Next when the test completes.
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EE] Note

« For details about network test, see Network Test .
« You can click Skip to skip the step.

You enter the Cloud Storage Settings page, on which all the channels of the DVR that supports
cloud storage are displayed.
4. Select Main Stream or Sub Stream from the drop-down list as the stream type for the channel.

EE Note

The video definition of main stream and sub stream are displayed below the drop-down list.
Make sure the number of standard definition channel(s) or high definition channel(s) is no more
than the recommended upper-limit displayed on the Add Channel window (if you have tested
your network).

5. Click Event Settings to set the events that will trigger video recording action of the channel.

[:@ Note

The events that support such a trigger include motion detection, intrusion, and line crossing. For
the settings of different events are similar, here we only briefly introduce how to set motion
detection. For details about settings of other events, see the user manual of the channel
(camera).

Enable Motion Detection
Turn on the switch to enable motion detection.
Area Settings

Tap Draw Area to draw an area on the image, and then drag the slider to set the sensitivity of
motion detection.
Objects in motion will be detected within the drawn area.
Arming Schedule
Define the time period during which motion detection is activated.
Linkage Method
Make sure Notify Surveillance Center is checked, otherwise the channel will not record video

footage even if the event is detected.
6. Turn on Cloud Storage to enable cloud storage functionality for the channel.

EE Note

If it is the first time you enable cloud storage for a channel of the DVR that supports cloud
storage, the DVR will be automatically rebooted. Please wait patiently until it completes
rebooting and then open its settings panel to complete the steps below.

7. Click Activate to activate cloud storage service for the channel.
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EE] Note

For details about how to activate the service, see Activate or Renew Service for a Channel .

The DVR that supports cloud storage will automatically reboot. After that, the event related
video footage of the channel will be uploaded to the cloud.

EE Note

When cloud storage service is activated for the channel, you cannot turn off Cloud Storage for
the channel by default.

8. Click Finish.

9. Optional: Click the DVR that supports cloud storage in the device list to open its settings panel,
and then click Edit to edit the settings of its channels.

EE] Note

If you turn off Cloud Storage for all of its channels, the DVR that supports cloud storage will
automatically reboot itself.

15.4.6 Set Cloud Storage for Solar Camera

You can enable and set up cloud storage for a solar camera when adding the solar camera to a site.
When you complete the settings, the solar camera will be able to upload event-related footage of
its channel to the cloud.

Steps

EE Note

« If you skip the cloud storage settings when adding a solar camera, you can go to the site to which
the solar camera is added to set cloud storage for it later.

« For a complete list of supported solar camera models, refer to the Hik-Partner Pro Compatibility
List.

1. Add a solar camera to a site by Hik-Connect (P2P).

E@ Note

- For details about adding solar cameras, see Add Device by Entering Serial No. , Batch Add
Devices , or Add Detected Online Device .

« If the solar camera is added by IP address / domain name, its cloud storage functionality will
be unavailable.

When you complete adding the solar camera, the entry for setting cloud storage will be
displayed on the adding result page.
2. Click Cloud Storage Settings to start setting the cloud storage parameters.

240



Hik-Partner Pro Portal User Manual

A pop-up window indicating the time remaining for waking up the solar camera will appear
before entering the Cloud Storage Settings page, on which the channel of the solar camera is
displayed.

. Optional: On the Network Test page, click Start to test the network performance if the network
bandwidth is limited, and then click Next when the test completes.

EE] Note

« For details about network test, see Network Test .
« You can click Skip to skip the step.

. Select Main Stream or Sub-Stream from the drop-down list as the stream type for the channel.

EE Note

The video definition of main stream and sub-stream are displayed next to the drop-down list.

. Click Event Settings to set the event that will trigger the video recording action of the channel.

[:@ Note

Currently only motion detection is supported by solar cameras.

Enable Motion Detection
Turn on the switch to enable motion detection.
Area Settings

Tap Draw Area to draw an area on the image, and then drag the slider to set the sensitivity of
motion detection.

Objects in motion will be detected within the drawn area.
Arming Schedule

Define the time period during which motion detection is activated.
Linkage Method

Make sure Notify Surveillance Center is checked, otherwise the channel will not record video
footage even if the event is detected.

. Switch on Cloud Storage to enable cloud storage for the channel.

. Click Activate Service to activate cloud storage service for the channel.

EE Note

« For details about how to activate the service, see Activate or Renew Service for a Channel .
« After the cloud storage service is activated for the channel, you will not be able to disable
cloud storage for the channel.

. Click Finish.
The event-related video footage of the channel will be uploaded to the cloud.
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15.4.7 Network Test

When your network bandwidth is limited, you can only enable cloud storage for a limited number
of channels, otherwise video loss may occur. To avoid such a risk, you can perform network test.
Based on your network conditions, the result of network test shows the maximum number of
channel(s) with cloud storage enabled and the recommended resolution setting for each channel,
helping you to set cloud storage in the way that utilize the limited network bandwidth to the
largest extent.

[:E] Note

It takes about one minute to test the network.

You can click the cloud storage device in the device list to open the device settings panel, and then
click @ = Start to start network test.

15.4.8 Activate or Renew Service for a Channel

On the cloud storage service page for a site, you can view the service status of channels of the
cloud storage device(s) added to the site. If cloud storage service is not activated for a certain
channel, you need to activate the service before using the feature. If the service activated for a
channel is about to expire or has already expired, you can renew the service for the channel.

Before You Start
Make sure you have added cloud storage device(s) to the site. For details, refer to Add Device .

Steps

DEJ Note

For a device which doesn't support the Hik-Connect service, you need to add it to Hik-Partner Pro
via the proxy of a Hik-ProConnect box first, and then activate the cloud storage service for channels
of the device. See Add Devices Without Support for the Hik-Connect Service for details about how
to add this type of devices.

1. Go to the Customer Site page.

2. Click a site to enter the site details page.

3. Select the Cloud Storage tab.

4. Open the Activate / Renew Cloud Storage Service window.

- If cloud storage service is not enabled for any of the channels of the cloud storage device,
click Enable Cloud Storage Service first, select an online device from the list, enable Cloud
Storage for a device channel, and click Activate Service.

- If a cloud storage device has at least one channel with cloud storage service enabled, its linked
channels and their service status will be displayed on the page. In the Operation column of a
channel, click Activate Service to activate the service for the channel, or click Renew Service
to renew the service for the channel.
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Activate Cloud Storage Service X

Purchase by Service Key
Select Package Type Online Purchase
& 7-Day Monthly Package Remaining: 22 @ |0
& 7-Day Annual Package Remaining: 18 |0
P30 30-Day Monthly Package Remaining: 18 |0
P30 30-Day Annual Package Remaining: 22 |0
ﬁ 90-Day Annual Package Remaining: 45 |0
@ 180-Day Annual Package Remaining: 44 |0
@ 365-Day Annual Package Remaining: 44 |0
Cancel
If you click Activate, you agree to Cloud Storage Service Term

Figure 15-15 Activate Cloud Storage Service Window
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EE] Note

You can view the available packages which you have purchased. You can also click Online
Purchase to purchase more packages if needed. For details, refer to Purchase Cloud Storage
Service .

. Activate or renew the cloud storage service for the channel.
- Click Service Package, select a package type, and click (or manually enter a number) to
set the number of package(s) to be used.
- Click Activate by Service Key, and enter the 16-character service key.

EE Note

You can consult the distributor to get the service key.

. Finish activating or renewing the cloud storage service.
- For activating cloud storage service, click Activate Service.
- For renewing cloud storage service, click Renew.

After activating or renewing the service, you can view the package type and expiry date of the
service activated for each channel.

15.4.9 View Cloud Storage Details

You can view details of the cloud storage service, including the number of used and remaining

service packages and the details (such as the expiry date and status) of service activated for
channels of the cloud storage devices. You can also perform operations such as renewing the

service for further use.

You can enter the cloud storage details page via the following two methods:

+ On the navigation pane, select Site & Device - Service -> My Service -> Cloud Storage Service .
+ On the navigation pane, select Site & Device -» Service - My Service -» All Services, find the

cloud storage service block, and click Details.
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All Services Health Monitoring Service Cloud Storage Service HikCentral Connect Service Cloud Attendance Service HikCentral ReGuard Service
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@ 7-Day Annual Package 0 5 @ 30-Day Annual Package o 18
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Channel Device Site Site Owner Expiry Date: Status. Operation

Figure 15-16 Cloud Storage Service Details Page

On the cloud storage details page, you can have an overall view of the cloud storage service
packages that you have purchased and used, view the status of the service activated for different
channels, and perform the following operations if needed.

- Filter: Click + to filter the channels of cloud storage devices according to the service status
(expire soon or expired).

» Search: Enter a keyword (name of device, site, or site owner) in the search box to search for and
view the service status of specific channels.

« Purchase Cloud Storage Service Package: Click Online Purchase on the upper right corner of the
page to purchase more cloud storage service packages as needed. For details, refer to Purchase
Cloud Storage Service .

- Renew Cloud Storage Service: For the service that will expire soon, click Renew to renew the
cloud storage service. For details, refer to Activate or Renew Service for a Channel .

15.5 HCC Services

HCC services refer to the enterprise-user services offered by the HikCentral Connect (HCC) system,
which provides a Video Security as a Service (VSaaS) solution for enterprise users. By subscribing to
the HCC services (e.g., video management service, on-board monitoring service, access control
service, video intercom service, and alarm detection service), the enterprise users can manage
resources remotely, perform video-based monitoring, handle alarms, locate and track vehicles,
control doors, manage calls, and so on.

See the following sections for more information about HCC services.

Relationship Between Hik-Partner Pro and HCC
Introduction to the Services of HCC

HCC System User Types

Clients for Accessing HCC
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Relationship Between Hik-Partner Pro and HCC

HCC systems can be created on Hik-Partner Pro by installers like you and handed over to an
enterprise user of HCC. To hand over a system, an email containing a super user account and an
initial password will be sent to your customer for logging in to the HCC system. If there are devices
added to the HCC system, the devices will be handed over together with the system. Refer to
Create HCC Systems and Hand Over an HCC System and Devices for details.

Hik-Partner Pro Email Containing Account
Installer Hands Over and Initial Password
Creates I—lCE Eyite_mﬁ HCC System (and Devices)
. { Devices | >
T
HPP User )
| Email Sent to
: HCC Super User
|
|
|_ _—— e —— —
| HEE Systam I Super User Logs in to HCC
] [ Using the Account Information h4
HCC Services | (and Accepts the Devices) ‘ ’
| N A
| |
| Devices |
| | HCC Super User

Figure 15-17 How an HCC System Is Created on Hik-Partner Pro and Handed Over

HCC systems can also be created by the self-registered HCC users themselves and added to Hik-
Partner Pro for installers like you to purchase/activate value-added services for them via account
linking. To complete the account linking process, HCC super users will need to give their account
information (i.e., email address of the system owner) to you, and you can then send an account
linking request to them using the information. Refer to Link with HCC Account for details.
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System | I|
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— HCC Services < O
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| |
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Figure 15-18 How an HCC System Is Created and Added to Hik-Partner Pro

Introduction to the Services of HCC

Table 15-9 Services of HCC

Service

Description

Video Management
Service

The video management service provides video monitoring features such
as live view, playback, and cloud storage. Your customers can enjoy the
following perks:

- Easy-to-use Portal and Mobile Client for centralized management of
video resources.

« Centralized monitoring anywhere anytime via the live view in 64-
window division mode.

- Convenient evidence search via simultaneous playback of up to 16
channels.

« Receiving multiple types of alarm notifications and handling/marking
important ones.

« Flexible creation of sub accounts for different persons such as
operators and IT managers.

- Convenient event backtrack via detailed logs.

On-Board Monitoring
Service

The on-board monitoring service provides features such as vehicle
management, real-time vehicle locating, and driving monitoring. Your
customers can enjoy the following perks:

- Easy-to-use Portal and Mobile Client for centralized management of
vehicles after connecting them to the cloud.
» Viewing real-time locations of vehicles via GPS positioning.
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Service

Description

- Live view and playback via cameras mounted in/on vehicles.

« Playing back vehicle tracks and viewing related footage.

« Flexible creation of sub accounts for different persons such as
operators and IT managers.

Access Control Service

The access control service provides features such as access level
management, person management, access record search, and remote
door controls. Your customers can enjoy the following perks:

« Connecting to access control devices and managing events.

« Convenient person management, access level management, and
device management.

« Remote door control and door opening via Bluetooth.

Video Intercom Service

The video intercom service provides features such as housing
management, call answering and management, and temporary pass
management. Your customers can enjoy the following perks:

« Connecting to video intercom devices (e.g., door stations), and
managing the devices (e.g., adding, deleting, editing, and searching for
devices, and upgrading firmware).

» Cloud-based solution which supports video calling from video
intercom devices to the Mobile Client without being limited by the
wiring or network.

« Connecting to video intercom devices and managing events, including
viewing history events and alarm configurations for video intercom
events.

« Making video calls from door stations and receiving the calls via
Mobile Client.

» 6 self-service users can be added to each room for using functions on
the Mobile Client.

Alarm Detection
Service

The alarm detection service provides features such as real-time
monitoring of partition (area) status and resource arming controls. Your
customers can enjoy the following perks:

« Professional security services with the use of security control devices.

« Multiple ways of arming/disarming partitions (areas).

« Assigning different operation permissions for better teamwork.

- Handling alarms from partitions (areas) and zones directly on the map.

+ Linkage between alarms and videos for you to check the situation in
time.

« Features for maintenance which help you to manage alarm detection
systems easily.
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HCC System User Types

Table 15-10 User Types

User Type Description

Super User The enterprise user who accepts a ready-to-use HCC system
handed over from installers like you or self-registers an HCC
account and plays the role of the initial administrator of HCC.
The super user has full access to the resources and features of
HCC.

Normal User All other users of HCC except the super user.

Clients for Accessing HCC

Table 15-11 Portal and Mobile Client

Client Description

Portal Portal for users to log in to HCC to manage resources and
perform related configurations and operations. All features of
the five types of services (except for those related to call
answering and the self-service features) are available on the
Portal.

Mobile Client Mobile Client for users to log in to HCC to use more lightweight
features of the five types of services, such as live view, playback,
driving monitoring, remote door controls, person/resident
management, and arming control of security control partitions
(areas) or zones.

It is also for self-service users (e.g., employees, residents, etc.) to
use self-service features such as door opening via mobile
credentials, call answering and management, temporary pass
management, etc.

15.5.1 Purchase HCC Services

In the service market, you can either purchase HCC service packages online or activate the services
by entering service keys purchased from local distributors offline.

Before You Start
Make sure that the HCC service is available in your country/region.
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Steps

EE] Note

Activating the service by service key is only supported in some countries and regions. Contact a
local distributor for details.

1. Go to Site & Device = Service - Service Market .
2. In the Value-Added Services area, click HikCentral Connect Service.
3. Click Online Purchase.

EE Note

If your country/region supports activating by service key and you have purchased a service key
from a distributor, you can also click Activate by Service Key to get the service packages.

4. Set the number of the service packages to be purchased.

[:@ Note

« The access control service and video intercom service are offered in annual packages only. The
other services (video management, on-board monitoring, and alarm detection) are offered in
both monthly and annual packages.

» You can also purchase cloud storage service packages along with the video management
service packages for enabling cloud storage service for your video management channels. To
do so, check the checkbox displayed under each type of video management service packages
and set the number of each type of packages according to your needs.

- The number set for each type of service packages and the total price (tax included) will be
displayed on the right under Currently Selected for you to confirm before checkout.

5. Enter your VAT number, or check whether your previously entered VAT number is correct and
edit it if needed.

[:Ej Note

The VAT number entered here will be displayed on the payment receipt.

6. Click Checkout to enter the payment page and complete your payment.

[:E] Note

The payment method is selected as Credit/Debit Cards by default.

7. Optional: Go to Site & Device -> Service - My Service - HikCentral Connect Service to view
your HCC service packages and manage them.

EE Note

For more details, refer to Manage Your HCC Services .
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15.5.2 Activate HCC Services for HCC System

As the service provider of your customers, you can activate services for HCC systems created by
you or added to your system via account linking.

Before You Start

Make sure that the HCC service is available in your country/region.
Make sure you have created an HCC system or your account is linked with an HCC account.

Steps

1.

Go to Site & Device -> Site & HCC - HikCentral Connect , and click a system name to enter the
system details page.

. If a service is not yet activated for the system, you can click Activate Service to enter the

Activate HikCentral Connect Service page.

EE] Note

You can also enter this page via the HCC system list in My Service. For details, refer to Manage
Your HCC Services .

. Click the service to be activated to expand the activation details pane.
. Set the number of resources to be activated, and select the length of activation.

The activation details will be displayed below in Current Activation Status as a green bar
visualizing the total number of resources to be added and the length of activation. The message
below tell you how many packages are required for activating the resources selected above; if
the remaining service packages are insufficient, it will tell you how many more packages are
needed.
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&, Video Intercom Service

You can get 1 access control door(s) for free after you activate 20 video intercom room(s).

Add Video Intercom Rooms

Add | 20 Room(s)

1 Month m 6 Months 9 Months 1 Year 2 Years 3 Years

A

Current Activation Status |2 =

-

Today

Video Intercom: 20 Room(s)

The available video intercom service packages are insufficient. 60 more video intercom service package(s) (monthly)
are required. Purchase them first.

Figure 15-19 Activate Video Intercom Service
5. Click Confirm on the right pane to complete the service activation.

EE] Note

If the remaining service packages are insufficient, the button will become Purchase and
Activate, and you can click it to purchase the required packages directly online.

6. Optional: After activating services, go to Site & Device - Service - My Service - HikCentral
Connect Service to manage them if needed.

Uﬂ Note

For details, refer to Manage Your HCC Services .

15.5.3 Manage Your HCC Services

In My Service, you can manage your HCC services, including the video management service, on-
board monitoring service, access control service, video intercom service, and alarm detection
service.
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[:E] Note

Make sure that the HCC service is available in your country/region.

You can go to the HikCentral Connect service details page by clicking Site & Device - Service -
My Service - HikCentral Connect Service .

All Services  Health Monitoring Service

Cloud Storage Service HikCentral Connect Service Cloud Attendance Service HikCentral ReGuard Service

@ Remaining Packages

D% Video Management Service Package (Monthly)

7-Day Cloud Storage Service Package (Monthly): 0

P Access Control Service Package (Monthly)

& Video Intercom Service Package (Monthly)

Activate by Service Key

6% On-Board Monitoring Service Package (Monthly)

30-Day Cloud storage senice Package (Monthiy): 0 i Alarm Detection Service Package (Monthy)

7 123 167 1033

1020 180

0

Services Expire in 30 Days

Ke

° ®

Services Expired

o

@ Hikcentral Connect system.

@

Al v Q

¢ | system System Resource System Owner Expiry Time Status. Operation
Rooms: 0/43 v Normal
Doors: 0/15 v Normal

Hikcentral Connect System of...  Doors: 0/7 v Normal @

Figure 15-20 Manage Your HCC Services

On the page, you can perform the following operations as needed.

Table 15-12 Supported Operations

No. Operation Description
1 Check Remaining Packages | You can check the number of used and remaining
& Purchase More packages for each service.
If needed, click Online Purchase or Activate by Service
Key on the top right to purchase more packages. For
details, see Purchase HCC Services .
2 View Overall Package You can view the overall number of services that are
Expiration Status going to expire within 30 days and those that have
already expired. Click a number to view details of these
services in the list below.
3 Filter by System or Search |Service details are displayed for all systems by default.
by Keyword You can select a specific system from the system list on
the left to check service activation details for that
system only.
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No. Operation Description

You can also search for systems by entering keywords
in the search box.

Filter Services by Type or | For each system, you can click v by the Service
Expiration Status column to filter its services by service type or filter by
selecting a status (e.g., Services Expire in 30 Days,
Expired) from the drop-down list.

Activate Service You can click @ in the Operation column of a service to
activate the service for the corresponding HCC system.
For details, see Activate HCC Services for HCC System .

15.5.4 Create HCC Systems

On the Hik-Partner Pro Portal, you can create HCC systems which contain the video management
service, on-board monitoring service, alarm detection service, access control service, and video
intercom service. After you hand an HCC system over to a customer, the customer becomes the
system owner and can log in to HCC with the given account and use the above-mentioned services
to manage devices and perform monitoring tasks. You can still monitor the HCC system on the Hik-
Partner Pro Portal, including the capacity and the status of the services activated for the system.

Before You Start
Make sure that the HCC service is available in your country/region.

Steps

EE] Note

HCC systems can also be created by the self-registered HCC users themselves. To add their self-
created HCC systems to Hik-Partner Pro and offer them value-added services, you need to link with
their self-registered accounts. Refer to Link with HCC Account for more details.

1. Go to Site & Device -» Site & HCC - HikCentral Connect .
2. Click Create HikCentral Connect System to open the Create HikCentral Connect System pane.
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Create HikCentral Connect System X

* HikCentral Connect System Name

‘ HikCentral Connect System of ‘

etc ‘

128

“ Cancel

Figure 15-21 Create HikCentral Connect System

3. Create a name for the HCC system.

4. Select a time zone for the HCC system.

5. Optional: Enter the address of your customer.

6. Optional: Enter the remarks.

7. Click OK.

8. Optional: Perform the following operations as needed.

View System Click the name of an HCC system to view its details, including the validity

Details period of the video management service, on-board monitoring service,
access control service, video intercom service, and alarm detection service,
whether the system has been handed over, etc.

Hand Over Click ~ in the Operation column to hand over a system, or click the name of

System an HCC system to enter its details page and click Hand Over on the right.
Refer to Hand Over an HCC System and Devices for details.

Delete Select system(s), and click Delete to delete the selected system(s).

System(s)

Upgrade Select a system, click a service, and click Upgrade to Trial Plan to upgrade

Service Plan the plan of the service to trial plan.

Activate Select a system, click a service, and click Activate Service to active the

Service service for your customer so that they can enjoy the perks.
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15.5.5 Add Devices to an HCC System

You can add devices to an HCC system before handing it over to a customer.

EE] Note

- Make sure that the HCC service is available in your country/region.
« The systems created by HCC users themselves and added to Hik-Partner Pro via account linking
do not support the device adding.

You can add devices to an HCC system via one of the three following ways:

- Add Devices on HCC System List Page
- Add Devices on HCC System Details Page
- Add Devices After You Finish On-Site Config

After entering the Add Device page, refer to the hints displayed on the right of the page or the step
descriptions in Add Detected Online Device and Add Device by Entering Serial No. respectively for
details about adding devices. You can create a new HCC system or select an existing HCC system
(not handed over) for adding devices to.

Refer to Device Status and Further Operations for more details about the status of added devices
and what operations you can further perform.

Add Devices on HCC System List Page
Go to Site & Device -> Site & HCC -» HikCentral Connect and click Add Device at the top.

Create HikCentral Connect System ~+ Add Device |&7] Link with HikCentral Connect A~ il HikCentral Connect Authorizati--

HikCentral Connect System .. Address System Owner Service License Capacity (Used/Total) Expiry Time Status Operation

Figure 15-22 Add Devices on HCC System List Page

Add Devices on HCC System Details Page

Go to Site & Device -> Site & HCC - HikCentral Connect and click the name of an HCC system to
enter its details page. If there are no devices added to the system, you can click Add Device below
the descriptions of each service.
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HikCentral Connect System...

Video Management [ On-Board Monitoring [ Access Control [\ Video Intercom [~ ] Alarm Detection

Figure 15-23 Add Devices on HCC System Details Page (First Time Adding)

If you have added devices to the system before and want to add more, click Add Device next to
Hand Over Now to add more devices before handing these over.

Devices to Be Handed Over (4) Hand Over Now L Add Device /
Ds- Ds-’
DVR/NVR DVR/NVR
%! Remote Configuration 1 Live View “») Playback 8¢ Remote Configuration =1 Live View “#) Playback
DS- DS-
Metwork Camera DVR/NVR
8t Remote Configuration 4 Live View ‘) Playback 6t Remote Configuration 41 Live View “¥) Playback

Figure 15-24 Add Devices on HCC System Details Page (Add More)

Add Devices After You Finish On-Site Config

After batch configuring devices via On-Site Config (refer to Batch Configure Devices on LAN for
details), click Add Device on the prompt window to enter the Add Device page.
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Site Management to add devices?

e Device configuration completed. Go to

Add Device Cancel

Figure 15-25 Prompt Window After Finishing On-Site Config

Device Status and Further Operations

After the devices are added via one of the above ways, you can click Hand Over Now to hand over
the devices right away to a customer along with the HCC system, or click Continue Adding Devices
to add more. The added devices will be displayed on the details page of the HCC system below the
service plan details.

Devices to Be Handed Over (4) Hand Over Now - Add Device
Ds- DS
DVR/NVR DVR/NVR
8 Remote Configuration =1 Live View “¥) Playback 87 Remote Configuration (=1 Live View “¥) Playback
Ds- DS-
Network Camera DVR/NVR
8t Remote Configuration =1 Live View “¥) Playback 6t Remate Configuration [ Live View “¥) Playback

Figure 15-26 Device List of an HCC System

If the system is not handed over to a customer, the devices will be in the "to be handed over"
status, and you can perform operations such as remote device configuration, deleting devices, and
editing the device names.

Once you have initiated a handover attempt, the status of the devices will be changed to "to be
accepted". For devices to be accepted, you can only view the device list and cannot perform any
other operations.

The devices handed over successfully (i.e., accepted by your customer on HCC) will not be
displayed on Hik-Partner Pro anymore. Those failed to be handed over will be shown on the page
for you to check and notify your customer of the (partial) handover failure.
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Devices Handed Over at 14, Sep, 2022 15:04:42: (1)

© Failed to hand over the following device(s). Please contact the HikCentral Connect system owner in time.

AXPRO

Alarm Device

% Remote Configuration

Figure 15-27 Device(s) Failed to Be Handed Over

15.5.6 Link with HCC Account

You can link with the self-registered users of HCC, or HCC users whose systems are created by other
Hik-Partner Pro users, to add their HCC systems to your Hik-Partner Pro and offer value-added
services for them.

DE] Note

Make sure that the HCC service is available in your country/region.

The self-registered HCC users can create an HCC system on their own and start using the video
management service, on-boarding monitoring service, access control service, and video intercom
service of HCC on free service plans. However, if they want to use the alarm detection service or
enjoy the service features without limitations, they need to link with service providers like you to
purchase/activate the services for them.

To complete the linking process, you can go to Site & Device - Site & HCC - HikCentral Connect,

click Link with HikCentral Connect Account at the top, and enter the account information (i.e.,
email address) given by the self-registered users for you to send them the account linking request.
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Link with HikCentral Connect Account X

Note:

Figure 15-28 Link with HikCentral Connect Account

After a linking request is approved, the HCC system whose system owner is this HCC account will
be added to your HikCentral Connect system management page for you to manage, such as
performing service plan upgrades and service activations.

DE Note

« An HCC account can only be linked with one service provider at a time. If your customer has
already linked with another service provider, you can still send a linking request. After the
request is approved, you can start managing your customer's HCC system and the services
already activated by the previous service provider will not take up your service package
inventory.

« For linking with an HCC account (system) created by another service provider, once your
customer approves your linking request, the HCC system is deleted from the other service
provider's Hik-Partner Pro account and added to yours.

15.5.7 Hand Over an HCC System and Devices

After you create an HCC system, you can hand it over to a customer together with the devices
added to it. As a result, the customer becomes the system owner and is able to use the services of
HCC (i.e., video management, on-board monitoring, access control, video intercom, and alarm
detection service) to manage the corresponding devices and perform monitoring tasks. You can
still monitor the HCC system on Hik-Partner Pro after the system handover.

Before You Start
Make sure that the HCC service is available in your country/region.
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Steps

[:E] Note

The systems added to Hik-Partner Pro via account linking do not support device adding and
handover.

1. Go to Site & Device -> Site & HCC - HikCentral Connect .
2. Choose from the followings to start the handover process.

- Click ~ in the Operation column of a system to be handed over.

- Click the name of an HCC system to enter its details page. On the page, click Hand Over on the
system details pane, or click Hand Over Now next to Devices to Be Handed Over (if there are
devices added to the system).

- Click Hand Over Now on the success page after you add devices to an HCC system. For details
about adding devices to an HCC system, refer to Add Devices to an HCC System .

A window may pop up to remind you that you will not be able to add devices to the system after
handing it over to your customer.

o Hint
After the system is handed over,

adding devices for handover will not
be supported. Add devices now?

Figure 15-29 Device Adding Reminder for System Handover

3. Optional: On the pop-up window, click OK to go to the device adding page to add devices, or
click Cancel to proceed with the handover process.

4. On the Hand Over System pane, enter the email address, first name, and last name of your
customer.
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Hand Over System X
VS
9}

Figure 15-30 Hand Over System
5. Click Confirm.

The status of the system and the devices added to it (if any) will be changed to "to be accepted".
An email will be sent to your customer to provide them the account information. After
successfully logging in to their system, your customer will receive another email notifying them
of the device handover attempt.

6. Optional: Contact the customer to log in to the HCC system and accept the devices.
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15.5.8 HCC Authorization Code

You can access your customers' HCC systems using the authorization code created by them on HCC
to provide them maintenance services within a set period of time.

EE] Note

Make sure that the HCC service is available in your country/region.

If your customer needs maintenance services from you, they can create an authorization code on
HCC for you to access their HCC system directly without the need to log in using their account
name and password.

To do so, you can go to Site & Device - Site & HCC - HikCentral Connect , click HikCentral
Connect Authorization Code at the top, and enter the authorization code given to you by your
customer. To access their HCC system, confirm that the system information (system name and
account information) displayed after you enter the code is correct and click Access HikCentral
Connect.

HikCentral Connect Authorization ... x

What Is the HikCentral Connect Authorization Code:

HikCentral Connect Authorization Code

Figure 15-31 Enter HikCentral Connect Authorization Code

15.6 People Counting Service

Hik-Partner Pro offers people counting service to help your customers to resolve issues related to
people flow control. After adding people counting cameras to specific Sites managed via this
platform and activating this service for your customers, you can integrate people counting
capabilities to of these cameras with the platform so as to monitor in real time the people
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densities of specific areas in these Sites. These cameras will count people entering, exiting, or
passing by the areas, and analyze whether people densities of these areas reach the upper-limits.
This is useful for certain commercial and health protection scenarios, such as limiting the customer
traffic of a shopping mall during the promotion period.

EE] Note

People density here refers to the amount of people staying within a limited area at the same time.

15.6.1 Flow Chart for Setting People Counting Service

The flow chart below shows the recommended process for setting people counting service.

Add People Counting Cameras to a Site

Activate People Counting Service for
Channels

Add a Group for People Counting

Invite Your Customer as Site Owner

Figure 15-32 Flow Chart

The table below shows the description of each step and the link to corresponding section.

Table 15-13 Flow Chart Description

Step Description

Add People Counting Cameras |Add people counting cameras (i.e., the cameras with people
to a Site counting capability) to a specific Site. For details about adding
devices, see Add Device and its sections.

Activate People Counting Activate people counting service for specific channels of the
Service for Channels added people counting cameras. For details, see Activate People
Counting Service for Channels .
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Step Description
Add a Group for People Add a group to define people counting rules, such as calculation
Counting mode and maximum allowed people in the area. For details, see
Add a Group for People Counting .
Hand Over Site to Your After complete the required configurations, hand over the site
Customer to your customer, so they will be the site owner. For details, see
Hand Over Site .

DEJ Note

When your customer accept the site handover on the Hik-
Connect Mobile Client, he/she will be able to access the people
counting functionality of the people counting cameras via the
Mobile Client.

15.6.2 Activate People Counting Service for Channels

If the end user needs to use people counting related functionality on Hik-Connect, you should
activate people counting service for channels of the people counting cameras first.

Before You Start

- Make sure you have added people counting cameras to the target site. For details, see Add
Device

- Make sure you have the permission for device configuration. Or you should apply for the
permissions first. For details, see Apply for Device Permission .

Steps

1. Go to the Customer Site page.

2. Click a site to enter its site details page, and the select People Counting tab.
The people counting cameras will be displayed in the Device area.

3. Click » to open the device panel.
The channel(s) of the device will be displayed on the panel.

4. Click Activate to open the Activate People Counting Service window.

. Enter the user name and password of the admin account of the device.

6. Click OK to activate people counting service for the channel.

5]

15.6.3 Add a Group for People Counting

A people counting group refers to a group of people counting cameras mounted in a certain region.
A people counting group defines two elements, namely, the boarder of the region (i.e., the
cameras added to the group) and the maximum amount of people allowed to stay in the region.
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The cameras added to the group will detect the entering and exiting persons and at the same time
calculate related data. In this way, the platform will be able to determine if the amount of persons
staying in the region has reached the maximum allowed value, and meanwhile send related data to
the Hik-Connect Mobile Client, which will display in real time the number of persons staying in the
region and the remaining quota for entering the region. This allows the end users to use Hik-
Connect to remotely monitor the people density of the region and take corresponding measures in
time. The function is useful in various scenarios in which people flow of a certain region requires to
be limited. For example, assume that your customer is the manager of a supermarket, when a
contact-transmission disease outbreaks, you can set the people counting cameras at the entrance
and exit of the supermarket as a people counting group and enable it, thus allowing your customer
to respond timely based on the data on Hik-Connect so as to lower the risk of infection for the
customers in the supermarket.

Before You Start

« Make sure you have configuration permission for the people counting cameras. Or you should
apply for the permissions first. For details about applying for permission, see Apply for Device
Permission

« Make sure you have enabled people counting service for channels. For details, see Activate
People Counting Service for Channels .

« Make sure people counting settings (e.g., entering direction) has been configured on the camera.
For details, see the user manual of the camera.

Steps

EE] Note

See Hik-Connect Mobile Client User Manual for details about how to view related people counting
data on the Hik-Connect Mobile Client.

1. Go to the Customer Site page.

2. Click a site to enter its site details page, and the select People Counting tab.
3. Click Add Group to open the Add Group panel.

4. Set the required information.

Group Name
Create a name for the people counting group.

For example, if you need to count the customer flow in the first floor of a shopping mall, you
can name the group as "1st Floor".

Select Channel
Click Add and then select channel(s) to add the selected one(s) to the group.
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EE] Note

« Only the channel(s) that have been enabled the people counting service can be selected.
« Up to 16 channels can be added to one people counting group.
« You can add a channel to up to 16 people counting groups.

Calculation Mode
Set the calculation mode for each selected channel.
Standard
Count the amount of the people entered detected by the camera as the amount of
people entering the region and count exited as exiting the region. Select this mode

when the direction of entering configured on the camera is the same with the actual
entering direction.

[:Ej Note

See the picture below for reference, in which the blue arrows represent the actual
entering and exiting direction of the people, while the red arrows represent the
entering direction configured on the camera.

Reverse

Count the amount of people entered detected by the camera as the amount of people
exiting the region and count exited as entering the region. Select this mode when the
direction of entering configured on the camera is opposite to the actual calculation
direction.

[:E] Note

See the picture below for reference, in which the blue arrows represent the actual
entering and exiting direction of the people, while the red arrows represent the
entering direction configured on the camera.
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Standard Reverse

‘ I Entering Region m}
{ ] [ ] ) Q ®

Figure 15-33 Calculation Mode

Max. People Allowed

Define the maximum amount of people (range: 1 to 100,000) allowed to stay in a specific
region at the same time.

Push Alarm to Hik-Connect If Max. People Reached

After enabled, an alarm notification will be pushed to the Hik-Connect Mobile Client if Max.
People Allowed is reached.

EE] Note

Please notify the end user that he/she should keep the Notification functionality of the Hik-
Connect Mobile Client enabled, or he/she will not receive this alarm notification on the
Mobile Client. For details about enabling the Notification functionality on Hik-Connect, see
Hik-Connect Mobile Client User Manual.

5. Click OK.

The people counting group will be displayed on the People Counting tab and it is enabled by
default. And the end user will be able to view corresponding people counting data on Hik-
Connect Mobile Client.

[:E:I Note

You can add up to 16 people counting groups to a site.

6. Optional: Perform the following operations if required.
Edit Group Hover the cursor onto and then click Z to edit the group.

Delete Group  Hover the cursor onto and then click 1 to delete the group.
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EE] Note

If you delete a people counting group, the corresponding people counting
functionality will also be deleted.

Disable a Set to to disable the group.

Specific Group EE] -
Note

If you disable the group, the people counting related functionality on the
Hik-Connect Mobile Client will be unavailable.

Batch Enable/ Click Enable All or Disable All to enable or disable all groups respectively.

Disable

Groups EENote
If you disable the group, the people counting related functionality on the
Hik-Connect Mobile Client will be unavailable.

15.7 Temperature Screening Service

Temperature Screening service provides contact-less skin-surface temperature measurement and
facial mask detection in real time. You can activate this service for your customers, such as the
manager of a retail store or the administrator of a school campus, so that they can view the
screening results on their mobile phone via Hik-Connect Mobile Client.

[:@ Note

The service is only available in some countries and regions.

15.7.1 Flow Chart for Setting Temperature Screening Service

The flow chart below shows the recommended process for setting temperature screening service.
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Add Temperature Screening Devices to a
Site

Activate Temperature Screening Service
for Channels

Invite Your Customer as Site Owner

Figure 15-34 Flow Chart

The table below shows the description of each step and the link to corresponding section.

Table 15-14 Flow Chart Description

Step Description
Add Temperature Screening Add temperature screening devices (i.e., the devices with
Devices to a Site temperature screening capability) to a specific Site. For details

about adding devices, see Add Device and its sections.

Activate Temperature Activate temperature screening service to specific channels of
Screening Service to Channels |the added temperature screening devices. For details, see
Activate Temperature Screening Service for Channels .

Hand Over Site to Your After complete the required configurations, hand over the site
Customer to your customer, so they will be the site owner. For details, see
Hand Over Site .

EE:I Note

When your customer accept the site handover on the Hik-
Connect Mobile Client, he/she will be able to access the
temperature screening functionality of the temperature
screening devices via the Mobile Client.

15.7.2 Activate Temperature Screening Service for Channels

If you have added devices that support temperature screening to the platform, you need to
activate temperature screening service for the channels of these devices and then set temperature
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screening parameters for each channel. After that, the temperature screening functionality of
these devices will be available and the Site Owner will be able to view the skin-surface
temperature of the persons appeared in the live view of the channels on the Hik-Connect Mobile
Client. Optimally, you can also enable the channels to push abnormal temperature alarm to Hik-
Connect, upload captured pictures of the person whose temperature is abnormal to Hik-Connect,
detect if the persons wear masks, and upload the no-mask alarm to Hik-Connect.

Before You Start
Make sure you have added devices that support temperature screening to the target Site.

Steps

[:E] Note

Temperature screening related functionality are not available in some countries and regions.

1. Go to the Customer Site page.
2. Click a Site to enter its site details page, and then select Temperature Screening tab.
Only the devices that support temperature screening will be displayed.
3. Click > to open the channel panel.
The channel(s) of the device will be displayed.
. Click Activate to open the Activate Temperature Screening Service window.
. Enter the user name and password of the admin account of the device.
. Click OK to activate temperature screening service for the channel.
. Set temperature screening parameters.
1) Click Settings to set the temperature screening parameters.

N O h

Temperature Threshold

For the channel of a temperature screening camera, set a temperature as the threshold for
triggering abnormal temperature alarm if the detected skin-surface temperature is higher
than the threshold.

For the channel of a face recognition terminal, define a temperature range as the range of
normal skin-surface temperatures. An abnormal temperature alarm will be triggered if the
detected skin-surface temperature is NOT within the range.
Mask Detection
After enabled, the temperature screening device will detect if the persons wear masks.
Store Temperature Screening Information

After enabled, the temperature screening information will be uploaded to the Hik-Partner
Pro platform.

If disabled, the platform and the Hik-Connect Mobile Client will be unable to receive
temperature screening information from temperature screening devices, including
abnormal temperature alarm, normal temperature records, no-mask alarm, as well as the
captured face pictures of the persons with abnormal skin-surface temperature.

271



Hik-Partner Pro Portal User Manual

Push Alarm to Hik-Connect If Abnormal Temp. Detected

After enabled, abnormal temperature alarms will be pushed to the Hik-Connect Mobile
Client if abnormal skin-surface temperatures are detected.

EE] Note

Please notify the end user that he/she should keep the Notification functionality of the
Hik-Connect Mobile Client enabled, or he/she will not receive this alarm notification on
the Mobile Client. For details about enabling the Notification functionality on Hik-
Connect, see Hik-Connect Mobile Client User Manual.

Save Normal Temperature Records
Save normal temperature records on the Hik-Partner Pro platform.
Upload Captured Pictures

After enabled, the temperature screening device will capture the face picture of the
person whose skin-surface temperature is abnormal and upload the captured picture to
the platform.

EE Note

If disabled, the end user will be unable to view the captured picture on the Hik-Connect
Mobile Client.

Push Alarm to Hik-Connect If Wearing No Mask Detected

After enabled, if a person who wears no mask is detected, an alarm about it will be
pushed to the Hik-Connect Mobile Client.

EE] Note

Please notify the end user that he/she should keep the Notification functionality of the
Hik-Connect Mobile Client enabled, or he/she will not receive this alarm notification on
the Mobile Client. For details about enabling the Notification functionality on Hik-
Connect, see Hik-Connect Mobile Client User Manual.

2) Click OK.
8. Optional: Perform the following operations if required.

Disable Temperature Set @ ) to to disable the temperature screening functionality
Screening of the device.

Functionality of a

Specific Device EE]Note

If disabled, the end user will NOT be able to use the temperature
screening functionality of the device on the Hik-Connect Mobile

Client.
Disable Temperature Click Disable All to disable all temperature screening functionality
Screening of all devices.
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Functionality of All
Devices EE] Note

If disabled, the end user will NOT be able to use the temperature
screening functionality of these devices on the Hik-Connect Mobile
Client.

15.8 Alarm Receiving Center (ARC) Service

Alarm Receiving Centers (ARC) is a facility that receives and responds to alarms from systems of
companies, schools, factories, etc., for the security purpose. It is made up of a specially trained
team who can react quickly when an alarm occurs. Hik-Partner Pro offers multiple ARCs, which can
provide 24/7 remote alarm receiving service for customers.

If your company is a professional ARC, you can add your company to the Alarm Receiving Center
(ARC) list. After that, all the other Hik-Partner Pro users can be your potential customers. They can
select your company as the ARC for their customers. This can promote the brand awareness of
your company and provide great possibility for your company to expand business.

The diagram below shows the overall process of how an installer can enable the ARC service for
the installer's customer.

HPP Portal ,---------------------- -
P \
e m e . /  Other HPP Users \
. N
, . A I 1
/' HPP ARC List ' ™ !
L J
' N ! A PAAY ‘
! ( HPPUser1 | G i
1 1 1 1
1 1 1
i % Joined as (.) : : ( ' :
A2 ’ A;“l‘cll ! ! ,'! ) |
! N ' ! HC App
1 N b '
i [ HPPUser2 ! H :
: : : ' w : 3. Apply for Authorization .
Vo ) | LSelect& i e i
: —J Joined as (.) : authorize an ARC: -e 2. Enable ARC Service for ,’ AX : : cg[l[?ner
_— P 1 4. Approve
L as ) e L i)
' S [N -==7J) AX
: N ! ' ! PRO
| HPP User 3 ! ™ '
1
L J
A O — N PL 1Y i
| v Joined as (.) ] 1 !
_—
| Ak, | P '
\ ARC 3 ' ' !
' ! ‘\\ More /!
P

'\ Moree.s S S - - 5. AX PRO Sends Event Information To

Figure 15-35 Overall Process of Enabling ARC Service

In the diagram:

« HPC represents Hik-Partner Pro and HC represents Hik-Connect.
. "Joined as" indicates that a Hik-Partner Pro user has been authenticated as a user who runs/
manages a professional ARC. Once authenticated, this ARC will be listed in the ARC list of Hik-
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Partner Pro. For details about how to apply for "joining as ARC", see Add Your Company to the
ARC List .

« For more information about the five procedures (marked with red digits in the diagram), see
Enable ARC Service for Devices .

« AX PRO represents the AX PRO security control panel. Here we take this device as a example.

EE] Note

ARC service is only supported by the devices added by Hik-Connect (P2P). The supported device
types include the camera and NVR manufactured by Hikvision, and AX PRO/Hub/Hybrid security
control panel.

15.8.1 Add Your Company to the ARC List

You can add your company to the Alarm Receiving Center (ARC) list to enable your company to
provide alarm receiving services to other Hik-Partner Pro users. After adding your company to the
ARC list, all the Hik-Partner Pro users can view the company information and determine whether to
connect the encoding devices and/or alarm devices managed by them to the ARC of your company.
This can greatly increase brand awareness of your company and bring more customers to you.

Before You Start

« Make sure the type of your company is ARC. For details, refer to Manage Company
Information . If the type of your company is not ARC, you will be reminded of changing the type
to ARC first on the page of joining as ARC.

« Make sure you have the permission for managing company information. If you do not have the
permission, contact the Installer Admin.

Steps
1. Find the entry of joining as ARC.

EE Note

There are three entries.

- Go to the Customer Site page, select a site from the list, select the ARC Service tab, and then
click Join as ARC in the upper-right corner.

> Mew Site,

Device ARC Service -l Exception ~i Linkage Rule /I Cloud Storage I Cloud Attendance I People Counting >

Figure 15-36 The First Entry

- Go to the Customer Site page, select a site from the list, select the ARC Service tab, click
Select ARC to open the Select ARC for Authorization panel, and then click Join as ARC.
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Select ARC for Authorization

st
b,

Join as ARC

Figure 15-37 The Second Entry

- Click Company - Company Information to enter the company information page, click Apply
Now in the Add Your Company to ARC List area.

Figure 15-38 The Third Entry

You will enter the introduction page of applying for ARC and can read the detailed steps about
how to apply for ARC.
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Apply for Adding Your Company to ARC List

X

What benefits can Hik-ProConnect bring to ARC?
= Hik-ProConnect provides ARC Companies with twe ways for system integration, namely, through IP Receiver Pro or HPNetSDK. After system integration, you can add w ARC
Hikvision devices (encoding devices and alarm devices) to your ARC quickly to allow your ARC te receive alarms from Hikvision devices and verify alarms through video N
foctage. .

v N
. A fr configure devices quickly and connect devices to the selected ARC. This can greatly J
increas: l - l Pro
o Byfer, v egrated their s wi S “onnes n, e visit the Hikvisi chnology Partner Portal

e. {4) Upload the evidence (screenshot) that the alams are received

B video Tutorial - B

Figure 15-39 The Introduction Page of Applying for ARC

2. If your company has not been authenticated, click Company Authentication - Authenticate
Now to authenticate your company.

E@ Note

For details, refer to Authenticate Account .

3. If your company has been authenticated, click Apply Now to enter the following page.
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Apply for Adding Your Company to ARC List X

o Complete the ARC Complete Required Information ®
information.

2 ) Receive the ARCID
(API Key) and ARC
Key (AP Secret) and
complete related
configurations.

3 Connect a device to
your ARC software
for test. And then
upload the evidence
that your ARC
software can receive
alamms from the
device.

) Wait the approval of
the application.

Figure 15-40 Fill In Information

4. Enter or edit the required company information such as the email address.

5. Read Agreement on Joining as ARC carefully and check Agree to Agreement on Joining as ARC
in the down-right corner.

6. Click Submit Application.

Apply for Adding Your Company to ARC List X

© complete the ARC
information.

@ Receive the ARCID

complete r
configurations.

3 Connect a device to
your ARC software

for test. And then APl Key
upload the evidence 4
that your ARC

software can receive
alarms from the
device.

ARC ID (API Key) and ARC Key (API Secret) have been sent to the email address
P Use the received API Key to complete configurations in time.

the application.

o

Figure 15-41 ARC ID & Key Sent
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EE] Note

You will receive an email containing the ARC ID (APl Key) and ARC Key (APl Secret). If receiving
failed, you can click Resend to resend the ARC ID and ARC Key to your email address. Then, you
can complete the ARC ID and ARC Key configuration on your ARC software (software used by
your company for receiving alarms) or Hik IP Receiver Pro. If you have any questions about the
ARC ID and ARC Key configuration, refer to Agreement on Joining as ARC and find the email for
getting help.

7. Click ARC ID & Key Config Completed to enter the next page.

8. Authorize a device, and then upload the evidence (up to 2 pictures) that your ARC software can
receive alarms from the device.

Apply for Adding Your Company to ARC List X

@ complete the ARC
information.

a
d

4| Wait the approval of
the application. 2. Upload Evidence

Upload the evidence that your ARC software has received alarms from a Hikvision device.

Figure 15-42 Authorize Device & Upload Evidence

EEJ Note

You can click the pictures on the right side to view the examples. Also, you can refer to Enable
ARC Service for Devices for details about authorizing devices.

9. Click Confirm to enter the application approval page.

[:Ej Note

Wait for the approval of your application. If the application is approved, your company
information (e.g., brand logo) will be displayed on the ARC list. If the approval failed (e.g., you
have entered the wrong company information), you should click Edit ARC Info to edit your ARC
information.
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15.8.2 Enable ARC Service for Devices

You can authorize a site to an ARC, and then enable the ARC service for devices on the site to allow
the staff of the ARC to receive events from the devices, respond to the events, and send out
emergency dispatches (if needed) around the clock.

Steps

EE] Note

« ARC service is only supported by the devices added by Hik-Connect (P2P). The supported device
types include camera (except solar camera) and NVR manufactured by Hikvision, and AX
PRO/Hub/Hybrid security control panel.

« The ARC service is not available in all countries or regions.

1. Enter the Site list page.

- Go to Site & HCC - Customer Site .

- Go to Customer Site (if HikCentral Connect is not available in your country or region).
2. Select a Site to enter the site details page, and then select ARC Service.
3. Click Select ARC to display the Select ARC for Authorization pane.

DEJ Note

On the pane, you can view the details of each ARC, including the company name, logo, country/
region, location, contacts, and official website.

4. Optional: Click the official website of the ARC to view more information about it.
5. Select an ARC, and click Authorize.
The device(s) available for enabling the ARC service will be displayed, and an email will be sent

to the ARC's Email Address for Receiving Notification to notify them, with the user account,
device serial No., device model, and your company information.

EE] Note

The ARC service is only supported by Hikvision encoding devices and AX security control panel
(including AX PRO, AX Hub, and AX Hybrid) added by Hik-Connect (P2P).

6. Switch on to enable the ARC service for a specific device.
The events detected by the device and the device exceptions will be sent to the ARC.

7. Optional: If you have enabled the ARC service for an AX device in the previous step and the
device is accessed to the ARC via Hik IP Receiver Pro, click the device in the device list to open
the configuration pane, and then set the way to connect the device to Hik IP Receiver Pro.

[:Ej Note

« Hik IP Receiver Pro functions as the medium for transmitting alarms and alarm-related videos
from the device to the ARC.
« You need to acquire Configuration permission before you can configure the device.
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« You might need to verify the Installer account of the device to modify this parameter.
« If the device is armed, disarm it first.

Ways to Connect to Hik IP Receiver Pro
Connect Directly or by Hik-Partner Pro Server

When the two types of connection are both available, direct connection will be used in
priority, i.e., the device will be connected to Hik IP Receiver Pro directly. When direct
connection is abnormal, the device will be connected to Hik IP Receiver Pro by Hik-Partner
Pro server. If direct connection is restored, the way will automatically switch back to direct
connection.

Such a mechanism ensures the stability of data transmission from the device to the ARC.
Connect by Hik-Partner Pro Server

The device will be connected to Hik IP Receiver Pro byHik-Partner Pro server constantly.

[:Ej Note

The stability of data transmission is lower if compared with Connect Directly or by Hik-
ProConnect Server.

8. Optional: Click Deauthorize to deauthorize the ARC.

[:E] Note

- After you deauthorize the ARC, the ARC service for all devices on the Site will be automatically
disabled.

« Once you deauthorize the ARC, an email will be sent to the ARC's Email Address for Receiving
Notification to notify them, with the user account, device serial No., device model, and your
company information.

15.9 HikCentral ReGuard Service

HikCentral ReGuard (hereinafter referred to as HCRG) services are the value-added services offered
by the HCRG. HCRG provides a security management solution that helps its users (i.e., service
providers) with alarm receiving and handling.

EE Note

« The HCRG services are not supported in some countries/regions. For details about the supported
countries/regions, contact the local distributors or after-sales.

« HCRG service-related features (i.e., purchase, activation, and service management) are only
supported on the Hik-Partner Pro Portal.
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1. The HCRG user (usually the Remote Monitoring Center, or RMC, who provides the alarm
receiving and handling services) registers and becomes a Hik-Partner Pro user to purchase HCRG
services and generate an HCRG key on Hik-Partner Pro.

2. The HCRG user logs in to HCRG to activate the HCRG services by using the key.

3. After activation, the HCRG user can create work orders on HCRG and assign the work orders to
an installation company from Hik-Partner Pro by specifying the Installer Admin account of the
company, and can also use other HCRG services.

[:E] Note

All installers with the Manage Assigned Site permission in the company will receive the work
order notifications, and those who are to handle the work orders will go to the sites to install
the devices according to the address and customer information on the work orders.

HCRG User

2. Generate the HCRG Key O

Hik-Partner Pro
o 1. Purchase‘ HCRG
I Services
|
4. HCRG User Creates | T
Work Orders on } |
HCRG, and Assigns | HPP User |
Work Orders to | |
Installers on HPP for |
them to Handle ; [ HCRG System
| I
| Basic Service . . "
o | 1 (1 Workstation) Visualized Alarm
|

| Operational
Enhancement

Virtual Guard

®

3. HCRG User Logs into HCRG
Using the HCRG Key to
Activate the HCRG System

Figure 15-43 How HCRG Services Are Used

15.9.1 Purchase HikCentral ReGuard Service

In the service market, you can purchase HCRG services by entering service keys purchased from

local distributors offline.

Before You Start

Make sure you have completed account authentication before you can purchase HCRG services.

For details, see Authenticate Account .

Steps

DI] Note

Online purchase is currently not supported.

1. Go to the service purchase page.

- Go to Site & Device - Service - Service Market - HikCentral ReGuard Service .
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_ Service Market ‘
purchase d-add rvices. \
AN

i Free Functions Al Value-Added Services You need to complete account authentication before you can purchase value-add... & Authenticate

Health Monitoring Package Employee Account Add-On Co-Branding

2 <

Cloud Storage Cloud Attendance People Counting
pe

o .8 x

Temperature Screenin, 9 HikCentral Connect Service HikCentral ReGuard Service
& (] Q

Figure 15-44 HCRG Services in Service Market
- Go to Site & Device -» Service -» My Service - HikCentral ReGuard Service .

All Services Health Monitoring Service ® Cloud Storage Service HikCentral Connect Service Cloud Attendance Service HikCentral ReGuard Service

2 HikCentral ReGuard Key

The HikCentral ReGuard system will get the information of services purchased by this Hik-Partner Pro account via this key for activation Generate HCRG Key
Q@ HikCentral ReGuard Service Purchase by Service Key
@ HikCentral ReGuard Basic Service (Workstation/Vear) @ HikCentral ReGuard Additional Services
0 0

Visualized Alarm
Virtual Guard -- Vs
Work Order -- &}

Operational Enhancement

Figure 15-45 The Second Entry

2. Click Activate by Service Key.
3. Enter the service key purchased from local distributors offline.
4. Click OK.

What to do next
Generate an HCRG key for activating the HCRG system. See details in Generate HikCentral ReGuard
Key .

15.9.2 Generate HikCentral ReGuard Key

After HCRG services are purchased by service key, you can generate an HCRG key for activating the
HCRG system. The generated key will be sent to the email address of the Installer Admin and is also
displayed in My Service. HCRG users can log in to HCRG with the key to activate the HCRG system.
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Before You Start
Make sure you have purchased HCRG services by service key. See details in Purchase HikCentral
ReGuard Service .

Steps
1. Go to Site & Device -» Service - My Service - HikCentral ReGuard Service .

All Services Health Menitoring Service® Cloud Storage Service HikCentral Connect Service Cloud Attendance Service HikCentral ReGuard Service

2 HikCentral ReGuard Key

Figure 15-46 HikCentral ReGuard Service
2. Click Generate HCRG Key.

The generated HCRG key is displayed and automatically sent to the email address of the Installer
Admin. You can click @ / « to hide/display the generated HCRG key.

What to do next

« Login to HCRG with the key to activate the HCRG system. See details in HikCentral ReGuard Web
Client User Manual.
« Manage HikCentral ReGuard services. See details in Manage HikCentral ReGuard Services .

15.9.3 Manage HikCentral ReGuard Services

After purchasing and activating HCRG services, you can monitor the real-time status of HCRG
services on Hik-Partner Pro, including the total number of valid workstations, the number of valid
additional services, the number of services expiring within 30 days, and the number of expired
services.

Go to Site & Device - Service > My Service - HikCentral ReGuard Service .

Basic Service (1 Workstation/ You can view the total number of valid workstations and their
Year) detailed information, including the person who obtains the
workstations, the number of workstations obtained by the
person, and the validity period.

Additional Services You can view the total number of valid additional services and
for each service, you can view the validity period.

Service Filtering You can view the total number of services expiring within 30
days and total number of expired services.

By selecting the service type (All Services, Workstation,
Visualized Alarm, Virtual Guard, or Operational Enhancement)
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and service status (All Statuses, Expires in 30 Days, Expired, or
Not Expired), you can filter the service information.

15.10 Co-Branding

This feature helps improve the visibility of your brand, products, and services. It allows your
customers to view some basic information of your company via Hik-Connect Mobile Client. You can
purchase and enable this service as needed.

[:EJ Note

You can redeem points for co-branding services in the Rewards Store. After that, the co-branding
service will be available or its validity period will be extended if it is already available. See details
in Rewards Store .

In some countries/regions, you can get the co-branding service for free for one year after
authenticating your account and adding 3 devices via P2P. See details in Authenticate Account
and Add Device by Entering Serial No. .

Figure 15-47 Entrance for Getting Free Co-Branding

A window with notification about getting the co-branding service for free will pop up when your
co-branding service expires in 2 months.

You can get the co-branding service for free after purchasing the annual type of health
monitoring packages (including All Device Annual Package and Network Camera Annual Package)
for the first time. For details about how to purchase health monitoring packages, see Purchase
Health Monitoring Service .

15.10.1 Purchase Co-Branding

In the service market, you can either purchase co-branding service packages online or activate
them by entering service keys purchased from local distributors offline.

EE] Note

Make sure you get your company authenticated. For details, see Authenticate Account .

In some countries/regions, you can get the co-branding service for free for one year after
authenticating your account and adding 3 devices via P2P (see details in Add Device by Entering
Serial No. ).

Purchasing co-branding services online is supported only in some countries/areas. Contact a
local distributor for details.
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Go to Service - Service Market - Company Management . In the Co-Branding area, purchase the
service packages online or activate the services by service keys.

ﬁ Company Management

Manage your employees with more flexibility and

unt Add-On <5 Co-Branding

2. Employee Acco

s tr 12.00 Detals e om UsD 0 Detais
Online Purchase Activate by Service Key Online Purchase Activate by Service Key

build your brand and corporate image

Vs

Figure 15-48 Company Management

Online Purchase 1.

Click Online Purchase.

Specify the amount which determines the validity period, enter your VAT
number, and select the payment method.

Click Checkout to enter the payment page and complete your payment.

2.

3.
Activate by Service | 1.
Key

2

3

Click Activate by Service Key if your country/region supports activating
services by service keys and you have purchased a service key from a
distributor.

. Enter the service key.
. Click OK.

15.10.2 Enable Co-Branding

If you enable the co-branding service, your customers (i.e., the end user) will be able to view your
company information, such as company logo, address, and phone number, on the Hik-Connect

Mobile Client.

[:@ Note

You can choose to or not to upload your company logo. If no company logo is uploaded, your
company name, instead of your company logo, will be displayed on the Hik-Connect Mobile Client.

Go to Company Management - Co-Branding . Switch on Service Status, and then hover the
cursor onto the Logo area to show the Edit button. And finally click Edit to upload your company
logo. After you edit the logo, the latest logo will be updated to the Company Information page.
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Get Co-Branding for Free

Co-Branding

This function helps promote awareness of your brand and strengthen your products and services. After enabled, end users can
view your company logo, address, and phone number via Hik-Connect Mobile Client.

Service Status:

@ Current Service Expires at: 25, Aug, 2022 @

Logo

'y »
= | T

Enable this service on Hik-ProConnect Your com|
and upload your company logo. customers

f you have any:
. look here for

logo will be shown to your
the Hik-Connect Mobile
ncreases your brand Video Tutorial

How to Set Co-Branding

Figure 15-49 How Your Company Logo Will Be Shown to Your Customers

EE:I Note

- To ensure the co-branding service works on the Hik-Connect Mobile Client, please ask your
customers to update the Mobile Client to the required version (V 4.15.0 or later if the company
logo is uploaded and V 4.26.0 or later if the company logo is not uploaded). You can send the QR
code or download link shown in the banner on the Home page to them for downloading the
Mobile Client.

- If all the devices of your customer are managed by the same installation company, the
installation company's logo will be displayed on the login page and About page of your
customer's Hik-Connect Mobile Client.

- If your customer's devices are managed by different installation companies, your customer can

go to the device details page on the Hik-Connect Mobile Client to view the companies' logo and
details.
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Chapter 16 Tools

Hik-Partner Pro provides tools, such as disk calculator and NVR channel calculator, to help you
improve your work efficiency.

On the Hik-Partner Pro page, click Tools on the left pane to enter your tools page.

Batch Configuration

The tool is used to batch configure devices on LAN.
See Batch Configure Devices on LAN for details.

Batch Upgrade

The tool is used to detect whether the firmware of devices on LAN need to be upgraded and batch
upgrade the firmware of the devices.
See Batch Upgrade Devices on LAN for details.

Search for Important Firmware Update

The tool is used to check whether the firmware of your device needs to be updated and download
the relevant firmware package for the update.

Disk Calculator

The tool is used to calculate the recording time and recording space by setting related parameters.

NVR Channel Calculator

The tool is used to calculate the number of network cameras that can be connected to the NVR by
setting the related parameters.

Focal Length Calculator

The tool is used to calculate focal length and object distance by setting related parameters such as
sensor size. You can view the recommended data by the tool.

Bandwidth Calculator

The tool is used to calculate the required bandwidth of a network camera or NVR by setting
parameters such as channel number and resolution.

Maintenance Quotation

The tool is used to create quotations for after-sales maintenance, which can help installers
standardize the service process, improve customer satisfaction, and expand business.
See Create a Maintenance Quotation for details.
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Chapter 17 Compensation

For distributors who keep a supply of products from Hikvision at a fixed price in advance, but later
sell products at a lower price due to getting project support, you may apply for compensation
online. After a compensation application is approved, the compensation amount may be issued to
your e-wallet, or you may be compensated by credit notes against receivables or free items.

EE] Note

This feature is only available to authenticated channel partners.

17.1 Apply for Compensation

You can apply for compensation for projects that are either submitted by you or shared to you.
Projects that support the submission of a compensation application should be in Closed Won
status and the date of closing should be within three months.

Before You Start
Make sure there is at least one closed project (either submitted by you or shared to you) that is in
Close Won status and the date of closing is within three months from now.

Steps
1. Go to Incentive -» Compensation and select Projects waiting for application.
Compensation
[ rojects wating for appication |t ,
[ Export Y
= e
Project Number Project Name Registration Number End User Closed Date Project Supporter Operation
HIK- 55 ply  Contact Hikvisio
HIK- 1 ly  Contact H
HIK 6 ply  Contact Hikvision
VS
0

Figure 17-1 Projects Waiting for Compensation Application

2. Optional: Click Contact Hikvision in the Operation column of a project to contact the project
supporter (i.e., Hikvision sales representative) if you have any questions or there is something
you would like to tell them before applying.

[:Ej Note

An email will be sent to the project supporter. The message you entered for the previous time
will be kept for you to edit and resubmit if needed.

3. Click Apply in the Operation column of a project to enter the Input Price Information page.
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EE] Note

A window will pop up showing you the Compensation Policy. If needed, you can check the box
next to No more reminder before clicking Continue to skip this part for next time you click
Apply. You can always review the Compensation Policy again at any time before you submit
applications.

Compensation (i)

Product Information

tion Amount: EUR 0.00

Attachment

Vs
Upload file

Figure 17-2 Compensation Application

4. In the Product Information field, enter or edit the following price related information accordingly
for each product.

Actual Sales Price

If the currency of the actual transaction is different from that of the suggested sales price,
enter this field according to your actual situation. Otherwise, the actual sales price should be
the same as the suggested sales price.

Currency

Select the currency of the actual transaction. The selection of the first row will be applied to
all the rows below.

Exchange Rate

If the currency of the actual transaction is different from that of the suggested sales price,
enter the currency exchange rate at the time of the transaction. The value entered for the
first row will be applied to all the rows below.

EEJ Note

If the currency are the same, exchange rate will be set to 1 and cannot be edited.

Stock FOB Price

Revise this field if you find a price displayed is incorrect.
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EE] Note

You have to upload a Pl document as the proof attachment below if you have edited this field.

Margin

Enter the handling fee of a transaction as a percentage (%).
Landing Cost

Enter the total landed cost for a product as a percentage (%).

The compensation amount will be calculated automatically based on the price information you
enter.

5. Optional: Upload the appropriate attachments (e.g., delivery notes with actual sales prices, Pl
documents, etc.) according to your actual situation to make it easier to get your application
approved.

EE Note

If you have revised the stock FOB price for a product above, uploading a Pl document is required
here. Otherwise your application will be rejected.

6. Read the Compensation Policy, check the box for confirming policy agreement, and click Submit.

A window will pop up for you to confirm the submission. After clicking Confirm, you will land on
the successful submission page with relevant details of your application such as the application
number, project number, and the total compensation amount.

E@ Note

If your application is failed to be submitted, please contact Hikvision. A failed submission will be
saved in Draft status for you to edit and resubmit later.

What to do next
For further operations, refer to View and Handle Submitted Compensation Applications .

17.2 View and Handle Submitted Compensation Applications

After submitting a compensation application, you can track the status of your application, search
for submitted applications by project number, status, application date, and application number,
and perform operations on applications according to its current status.

Go to Incentive & Compensation and select Projects applied.

For each submitted application, you can check the application number, the latest date of
submission, the total compensation amount, the related project number, and the current status of
the application. If an application is rejected, you can also view the latest remarks for the
application.
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Compensation

| Projects waiting for application

HIKJB )5

HIKJB 6

HIKJB 2

HIKJE 3

B C=]

Actual Sales Price (EUR) Stock FOB Price (EUR) | Margin Landing Cost Actual FOB Price (EUR) Compensation Amount (EUR)

Z m

Processing

Figure 17-3 View Submitted Compensation Applications

Perform the following operations as needed.

Operation

Description

Filter Applications by Status

You can filter applications by selecting status(es)
from the drop-down list. The four possible
statuses are as follows:

Draft: The application has failed to be
submitted. Information entered for the latest
submission will be saved for you to edit and
resubmit if needed.

Processing: The application has been
submitted successfully and is currently under
review.

Rejected: The application has been reviewed
by a Hikvision sales representative and is
rejected. You can view remarks for your
application, make changes to it, and resubmit
if needed.

Completed: The application is approved. You
will be compensated by one of the following
methods: compensation amount issued to
your e-wallet, credit notes, or free items.

Search for Applications

You can search for applications by entering the
project/application number or specifying a
range for the application date.
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Operation

Description

Edit Application

Click # to edit an application.

[:E] Note

You can only edit applications in Draft or
Rejected status.

Delete Application

Click @ to delete an application.

EE:I Note

You can only delete applications in Draft or
Rejected status.

View Application Details

« Click v to expand the detailed product and
price information of an application.

« Click an application number (in the format
"HIKJB+yyyymmdd+xxxxx") to enter the
application details page, which displays the
basic information, product and price related
information, attachments, and operation
history of the application.

Export Application Details

Click Export to save details of all applications to
the local PC as an Excel file. Each product of
every application will be saved to a row in the
file.
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Chapter 18 Partner Program

As a reseller, you can apply for partner programs on Hik-Partner Pro with the contract agreements
signed both offline and online. You can also view your program history and the certificates that you
get after your application is approved and the contract agreement is signed.

EE] Note

« This function is not supported by some accounts or in some countries/regions.

- The contract agreements of partner programs are signed by three parties (the reseller,
distributor, and Hikvision). Distributors can also manage and sign their program agreements on
Hik-Partner Pro. For details, refer to Manage My Agreements .

Refer to the following sections to learn more.
- Submit Program Application

- View Your Certificates

- View Program History

Submit Program Application

Go to Incentive - Partner Program, and click a program in the Program Application section for
application.

Select your signing status in the pop-up window according to whether you have signed the
agreement with Hikvision offline or not.

Select Signing Status x
Have you signed the with Hikvision
offline?

Yes, | have signed. >
|
MNo, | haven't signed yet. >

Figure 18-1 Select Signing Status

After you select your signing status, you will enter the Details page to view the details and
introduction about the partner program you are applying for. Click Next to continue your
application.

If you have signed the contract agreement with Hikvision offline, you should upload the contract
agreement that you have signed when you submit the application.
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If you haven't signed offline, you should select the level you want to apply for.

(@ > Incentives > Partner Program » Partner Program > Details

Your Company Name

Your Distributer *

Agreement *

_I_

Upload

Figure 18-2 Application Page (Contract Agreement Already Signed Offline)
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{@ > Incentives > Partner Program » Partner Program > Details
Your Company Name
Your Distributer =
T
Gold
a1 Qz2 Q3 Q4 Annual
Target
(UsSD)
Rebate Rate

Figure 18-3 Application Page (Contract Agreement Not Signed)

Click Submit after you select your distributor and upload your signed agreement / select your level.
If you have uploaded your signed agreement during application, the application process is
completed after you click Submit. Otherwise, you may enter one of the following processes:

- If the level you select does not require you to communicate with Hikvision to confirm the targets
offline, you will enter the Details page of the contract agreement, and you should check | agree
with and accept this agreement and click Submit.

« If the level you select requires you to communicate with Hikvision to confirm the targets offline,
and after you communicate with the Hikvision sales representative offline, choose one of the
followings:

o Sign your contract agreement with Hikvision offline, and submit the application again online
by yourself (you need to upload your signed contract agreement).

o The Hikvision sales representative will initiate the signing process online for you and you need
to sign the contract agreement online.
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View Your Certificates

After your program application is approved and the contract agreement with Hikvision is signed,
the program certificate will be issued to you. You can view the details of all your certificates in My
Certificate.

Go to Incentive = Partner Program - My Certificate .

Partner Program

Figure 18-4 My Certificate

On the certificate list, you can view the program certificate name, certificate thumbnail, level, term
of validity, distributor, and status (normal or expired).

Click v beside the Term of Validity and/or Status to filter the certificates.

Click Apply Again in the Operation column to apply for the partner program of which your
certificate has expired.

Click the certificate thumbnail or name to enter the Certificate Details page. You can download the
certificate and the contract agreement you signed on this page.

View Program History

After you submit your program application or if there are programs initiated by Hikvision for you,
you can view all these programs in Program History.
Go to Incentive - Partner Program - Program History .

[ Partner Progras

Figure 18-5 Program History

You can view the program name, application status (pending signing, completed, expired, and
rejected), application time, and the distributor on the list. For program initiated by Hikvision, a red
Initiated by Hikvision is displayed beside the name.
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Click an application record to enter the Details page. You can view the application status, program
name, distributor name, level, and contract agreement.

For the program application of which the status is Pending Signing, click Sign on the right bottom
of the Details page to sign the agreement online.
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Chapter 19 Rewards Store

Hik-Partner Pro provides a reward point system to reward your trust and support. By completing
specific tasks (e.g., check-in), you can get the reward points redeemable for lots of gifts (e.g.,
certain value-added services) in the Rewards Store.

EE] Note

« The reward point system is only supported in some countries/regions.
- For some countries/regions, the reward points are available only when you have your company
authenticated. For details about company authentication, see Authenticate Account .

Enter the Rewards Store page.

« Click Check In to Earn Points/My Points in the upper-right corner to enter the Rewards Store.
+ Click Incentive - Rewards Store to enter the Rewards Store.

3 Hik-Partner Pro tome  Hik-ProConnect  Solution

Hik-ProConnect

©

Incentive

Figure 19-1 How to Enter the Rewards Store Page

For the Installer Admin and Installers, the information displayed on the Rewards Store page varies.
The Installer Admin can view more information and perform more operations. See the table below

for details.

Table 19-1 Available Information/Operations for the Installer Admin / Installers

Information/Operation

Installer Admin

Installer

Total Points Available

v
View company total points.

v
View personal total points.

Points History

\4

View and filter points earned
by each staff member.

\4

View and filter points earned
by the Installer.

Point Rules

\4

\4

Check-In Records

\4

Records of all staff member are
available.

\4

Only the Installer's own records
are available.
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Only supported in some
countries/regions.

Information/Operation Installer Admin Installer
Tier Information Vv Vv
Add Device to Earn More Points |V \'
View the Task List and Do Tasks |V v
DE]N Installers can perform some of
ote the tasks available for Installer
The task types include inviting Admin.
friends (by sharing the OR
code, invitation code, or
invitation link), answering
questions, browsing/liking
news and how-to articles,
inviting staff members,
scanning SN codes, and adding
devices.
Redeem Points for Gifts v X
View My Gifts v X
Lucky Draw v x

[@ Note

« Distributors can go to My Hik-Partner - Gifts Verify to verify the gifts redeemed offline and

export the records.

« After user upgrading, if your original account and Hik-ePartner account are merged to one

OneHikID account, the points in the two accounts will add up.
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| Tasks for Earning Points

E Add Devices to Earn Points ew More >

o =

Rewards Store

® 20

Current Progress The Next Pragress
Company Points Available . i

Check In To Earn Points >>

r“\
L)

Scan SN Code u Authenticate Company

® Points History »>

Invite Friends : Invite Staff
® My Gifts >> PPN o

| Tasks for Earning Points

E Add Devices to Earn Points ew More > >

L L ¥

Rewards Store

® 132

Personal Total Points

Current Progress The Next Progress

Check In To Earn Points >>

L}

r
L

® Points History >>

Invite Friends Answer Questions
B Points Rules >> . - T - SN

Figure 19-3 Rewards Store Page for Installers
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Chapter 20 Rebate

For authenticated channel partners, they can view the rebates they earn from successfully
promoting services (i.e., health monitoring service and cloud storage service) of Hik-Partner Pro to
their customers, including installers and secondary distributors. Here we will introduce the process
and the calculation method of earning rebates.

EE] Note

This function is only available to some users in some countries/regions. For details, please contact
Hikvision.

20.1 Generate Authentication Code

For some countries or regions, authenticated channel partners can generate authentication codes
for installers and secondary distributors to complete the company authentications on Hik-Partner
Pro, and then they can have chances to earn rebates.

EE Note

Contact the local Hikvision branch for details about whether the country or region supports
generating authentication codes on Hik-Partner Pro.

Go to My Hik-Partner - Rebate - Authentication Code .

Generate Authentication Code:
Show Unused Authentication Codes Only Export Authentication Codes

No. Authenticati... Status Country/Reg... | Remarks Account Generated At Usage Time

Figure 20-1 Generate Authentication Code

301



Hik-Partner Pro Portal User Manual

Generate an Authentication Code

Generate an Authentication Code

qualification of installer

“ Cance'

Figure 20-2 Generate an Authentication Code

1. Click Generate to open the Generate an Authentication Code window.

2. Enter the information about account (email address or company ID) and select the country/
region of the installer or secondary distributor for whom you generate the authentication code.

3. Check You promise that you have checked the qualification of installer for generating
authentication codes. and click OK.
The generated authentication code will be displayed on the Authentication Code page.

Batch Generate Authentication Codes

Batch Generate Authentication Codes

Download . v
Upload

qualification of installer

“ Cance'

Figure 20-3 Batch Generate Authentication Codes

1. Click Batch Generate to open the Batch Generate Authentication Codes window.

2. Click Download to download the template and fill in the information about accounts of the
installer or secondary distributor for whom you generate authentication codes.

Click Upload to upload the filled-in template file.

4. Select the country/region for the accounts you uploaded.

w
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EE] Note

You can only batch generate authentication codes for accounts in the same country or region
each time.

5. Check You promise that you have checked the qualification of installer for generating
authentication codes. and click OK.
The generated authentication codes will be listed on the Authentication Code page.

Export Authentication Codes

Click Export Authentication Codes to export the generated authentication codes and send to the
installer or secondary distributor.

You can also check Show Unused Authentication Codes Only to export the authentication codes
that are not used.

20.2 The Process of Earning Rebates

The process of earning rebates varies basing on whether the country or region supports generating
the authentication codes.

Process for Countries and Regions Which Support Generating Authentication Codes

EE Note

Contact the local Hikvision branch for details about whether the country or region supports
generating authentication codes on Hik-Partner Pro.

1. The authenticated channel partner introduces and promotes services to an installer or
secondary distributor when selling Hikvision devices.

2. The authenticated channel partner goes to My Hik-Partner - Rebate - Authentication Code
on the Hik-Partner Pro Portal and generates an authentication code for the installer or
secondary distributor.

E@ Note

For details about generating authentication codes, refer to Generate Authentication Code .
3. The installer or secondary distributor authenticates their company by entering authentication
codes.

[:EJ Note

For details about how to authenticate the company, refer to Authenticate Account .
4. The installer or secondary distributor activates services for devices via Hik-Partner Pro after
their company authentication is completed.
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6.

EE] Note

For details about how to activate services for devices, refer to Activate the Health Monitoring
Service for Devices and Activate or Renew Service for a Channel .

. Hik-Partner Pro calculates monthly rebate amount based on resources with service(s) activated

in the last month for the authenticated channel partner.

EE Note

If a service has been activated for a resource before, the resource will NOT be included in
statistics. The authenticated channel partner can go to My Hik-Partner - Rebate - Rebate
Settings to view the calculation rules. And for more details, refer to The Way to Calculate
Rebate Amount .

The authenticated channel partner gets the rebate amount in the form of a credit note.

EE] Note

The authenticated channel partner can go to My Hik-Partner - Rebate - Rebate Details to
view the information about the rebates they earned. See View Rebate Details for details.

Process for Other Counties and Regions

1.

The authenticated channel partner introduces and promotes services to an installer or
secondary distributor when selling Hikvision devices.

. The installer or secondary distributor activates services for devices via Hik-Partner Pro.

[:E:I Note

For details about how to activate services for devices, refer to Activate the Health Monitoring
Service for Devices and Activate or Renew Service for a Channel .

. Hik-Partner Pro calculates monthly rebate amount based on resources with service(s) activated

in the last month for the authenticated channel partner.

EE] Note

If a service has been activated for a resource before, the resource will NOT be included in
statistics. The authenticated channel partner can go to My Hik-Partner - Rebate - Rebate
Settings to view the calculation rules. Refer to The Way to Calculate Rebate Amount for details.

The authenticated channel partner gets the rebate amount in the form of a credit note.

EE Note

The authenticated channel partner can go to My Hik-Partner - Rebate - Rebate Details to
view the information about the rebates they earned. See View Rebate Details for details.
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20.3 The Way to Calculate Rebate Amount

Here we introduce the four elements that determine the rebate amount, and the formula for

calculating the rebate amount.

Go to My Hik-Partner - Rebate -> Rebate Settings to view the calculation rules.

Elements that Determine the Rebate Amount

Four elements determine the earned rebate amount, including:

« Number of Resources Contributed to Rebates

« Unit Price
« Rebate Rate
« Calculation Type

Table 20-1 Element Description

Element

Description

Number of Resources
Contributed to Rebates

The number of resources which have contributed to rebates.

To be a resource contributed to rebates, 1) it should belong to
an authenticated channel partner; 2) it should have been added
to Hik-Partner Pro and the health monitoring service or cloud
storage service should have been activated for it.

EE] Note

» For the health monitoring service, "resource" refers to
devices.

» For the cloud storage service, "resource" refers to the
channels linked to Hik-ProConnect box.

Unit Price

« For the health monitoring service, the unit price refers to the
monthly service fee per device.

« For the cloud storage service, the unit price refers to the
monthly service fee per channel.

EE] Note

For example, assume that a customer spent 288 US dollars to
purchase a 7-Day Annual Package (a type of cloud storage
service package; the "7-Day" means the videos uploaded to
the cloud will be retained for 7 days; the "Annual" means the
service lasts for 12 months) and activated it for two channels,
the unit price in this case would be the result of 288/2/12,
that is, 12 dollars.
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Element Description

Rebate Rate Fixed rebate rate or tiered rebate rate, depending on the
marketing strategy for the country or region.

For the tiered rebate rate, the authenticated channel partner
can get a higher rebate rate when the number of resources with
service activated reaches a certain threshold.

Calculation Type One of two calculation types is used for calculating the rebate
amount, that is, Combined or Separated, depending on the
marketing strategy for the country or region.

« Combined:

o For calculating the rebate amount related to the health
monitoring service, the rebate rate(s) for different device
types are the same, be it fixed or tiered rebate rate.

o For calculating the rebate amount related to the cloud
storage service, the rebate rate for different types of service
packages are the same, be it fixed or tiered rebate rate.

» Separated:

o For calculating rebate amount related to the health
monitoring service, the rebate rate for network cameras
and other device types can be different. Other device types
include the NVR/DVR, security control device, access
control device, video intercom device, etc.

o For calculating rebates related to the cloud storage service,
the rebate rate for different types of service packages can
be different.

Formula for Calculating the Rebate Amount

The formula for calculating rebate amount is shown below:
Number of New Resources Contributed to Rebates in Current Month x Unit Price x Rebate Rate =
Rebate Amount for Current Month

[:Ej Note

The platform will calculate the rebate amount of the previous month on the 1st day (fixed) of each
month.

Example
Calculate the Rebate Amount of the Current Month
Assume that in the current month:
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« Customer A purchased a 7-day annual package (price: 288 US dollars) and activated it for 8
channels linked to a Hik-ProConnect box; Customer B purchased a 30-day annual package (price:
600 US dollars) and activated it for 4 channels linked to a Hik-ProConnect box.

« The Calculation Type used in the country or region is Separated.

- Tiered rebate rate is used for calculation in the country or region:

o First Tier: a rebate rate of 10% for the first 4 channels activated with the 7-day annual
package; a rebate rate of 20% for the first 2 channels activated with the 30-day annual
package.

o Second Tier: a rebate rate of 30% for all other channels activated with the 7-day annual
package; a rebate rate of 40% for all other channels activated with 30-day annual package.

In this case, for the 7-day annual package, the unit price would be: (288/12)/8 = 3 US dollars; For
30-day annual package, (600/12)/4 = 12.5 US dollars, so we can calculate the rebate amount as: 4 x
3x10% +4 x3x30%+2x12.5%x20%+2 x 12.5x40% = 19.8 US dollars.

20.4 View Rebate Details

After authenticated channel partners promote the health monitoring service or cloud storage
service to their customers (i.e., installers and secondary distributors), if customers activate two
services for devices added to Hik-Partner Pro or channels linked to a Hik-ProConnect box,
authenticated channel partners will earn a certain rebate amount and they can view the details of
their rebates.

E@ Note

You can view the rebates of the current month after the calculation day of the next month. For
example, if the calculation day of the month is set to 15th, you can view the rebates of July on
16th, August.

Go to My Hik-Partner - Rebate - Rebate Details - Health Monitoring Related/Cloud Storage
Related .

By Month v | | 2022/08 (=] Calculation Day of the Month: 1st

Health Monitoring Related Cloud Storage Related

Package Type Total Devices Quarterly Accum. Rebate Rate
Current Month

Figure 20-4 Rebate Details

Select By Month or By Quarter from the drop-down list on the top left, select a corresponding
period, and click Search to search for rebate related data.
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20.5 View Bill of Sale

Authenticated channel partners can filter their bills of sale to check the information related to the
devices sold to customers (i.e., installers or secondary distributors). The information includes the
device serial No., device model, purchaser name, and purchaser type. By setting the purchaser
type to Secondary Distributor, authenticated channel partners can transfer rebates related to
specific devices to the secondary distributors.

Go to My Hik-Partner - Rebate - Bill of Sale .

,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,

Figure 20-5 Bill of Sale Page

DEJ Note

If the bill of sale is uploaded before the calculation day, the related rebates will be credited to the
amount of the previous month. If the bill of sale is uploaded on or after the calculation day, the
related rebates will be credited to the current month.

Filter Bills of Sale

« Enter a device serial No. or purchaser name to filter.
« Set one of the following conditions to filter.
Display All
All bills of sale will be displayed.
Display Secondary Distributor Only
Only the devices purchased by secondary distributors will be displayed.
Display Installer Only
Only the devices purchased by installers will be displayed.

Export Bills of Sale

Click Export Bill of Sale and select Export All Bills of Sale or Export Filtered Bills of Sale to export
the data as needed.
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Transfer Ownership of Future Rebates

If the purchaser of specific devices is a secondary distributor, the authenticated channel partner
can transfer the ownership of future rebates related to these devices to the secondary distributor.
Once the ownership is transferred, the previously calculated rebates are still owned by the
Authenticated channel partner, the secondary distributor starts owning rebates related to these

devices from the next month.
The authenticated channel partner can transfer the ownership in the following three methods.

Transfer Ownership of Future Rebates Related to a Device to a Secondary Distributor
1. On the Bill of Sale page, select a device and click # in the Operation column.

Edit X

®) Secondary Distributor Installer

Figure 20-6 Transfer Rebates

2. Enter the purchaser name.

3. Select Secondary Distributor as the purchaser type.

4. Click OK.
Batch Transfer Ownership of Future Rebates Related to Multiple Devices to a Secondary
Distributor

1. On the Bill of Sale page, select all devices and click Edit.

2. Enter the purchaser name.

3. Select Secondary Distributor as the purchaser type.

4. Click OK.
Transfer Ownership of Future Rebates Related to Multiple Devices to Multiple Secondary
Distributors

1. On the Bill of Sale page, click Upload Bill of Sale.
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Figure 20-7 Upload Bill of Sale

2. Click Download Template and fill the required information (e.g., fill Secondary Distributor in
the Purchaser Type column) in the template.

3. Click .1, on the Upload Bill of Sale window to upload the filled-in template file.

4. Click OK.
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